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Preface
Brad Roberts

Over the last decade, a deteriorating security environment has brought into sharp focus the atrophy of strategic thought that occurred after the Cold War. At a time of intensifying major power rivalry, renewed urgency about the effectiveness of deterrence and the reliability of strategic stability, and mounting threats by nuclear-armed and -arming “rogue states,” the need for new intellectual capital has become more pressing. But the U.S. analytical community shed a great deal of capability and capacity in the 1990s and after the 9/11 attacks was long focused on other problems. In recent years, the United States has slowly begun to rebuild institutional capacity and to reinvest in the development of the necessary human capital and analytical tools.

One symptom of past atrophy was the near-complete collapse of transatlantic dialogue on these matters. One indicator of the nascent renewal is the reemergence of transatlantic collaboration, especially among early career professionals. In recent years it has also become clear that European institutions too are beginning to rebuild capacity and reinvest in human capital.

This small volume is the result of a collective effort by four institutions to take stock of the state of strategic thought in Europe as it relates to deterrence and to advance transatlantic dialogue on deterrence. As a co-organizer of this process, CGSR is pleased to produce this edited collection of papers on behalf of the group. I am especially grateful to Amelia Morgan and Anna Péczei for their role as coeditors. Please note that the views expressed here are the personal views of the authors and should not be attributed to the Laboratory, its sponsors, or any of the institutions with which the authors are or have been affiliated. Please also note that the Laboratory assumes no responsibility for the validity of the information used by the authors, who have drawn on information in common usage in Europe to inform their thinking.
Introduction
Amelia Morgan and Heather Williams

For decades, nuclear deterrence has been at the heart of the transatlantic relationship between the United States and Europe. It underpins European security, and the North Atlantic Treaty Organization (NATO) continuously commits to remaining a nuclear alliance as long as nuclear weapons exist, most recently in the 2019 London Declaration issued by Heads of State and Government. But the relationship is also changing. In his February 2020 speech about the country’s defense and deterrence strategy, French President Emmanuel Macron called for a “rebalancing” in the transatlantic relationship for Europeans to be “credible and efficient partners.” And yet, with a few important exceptions, transatlantic dialogue on nuclear issues largely declined with the end of the Cold War, particularly among nongovernmental experts, and has only started to be revived in recent years. Rebuilding deterrence dialogue in response to a shifting strategic landscape is one important step in strengthening not only the transatlantic partnership, but also European security.

A renewed and concerted effort by both Americans and Europeans to rebuild a deterrence dialogue must address several questions. How have transatlantic perspectives on deterrence evolved in light of new strategic and geopolitical realities? What questions and thinking should guide contemporary approaches to the theory and practice of deterrence? And how can a transatlantic community contribute to deterrence thinking and a more balanced deterrence debate?

These questions lay at the heart of a collaborative partnership between King’s College London (KCL), the Center for Global Security Research (CGSR) at Lawrence Livermore National Laboratory, and Science Applications International Corporation (SAIC). In June 2020, with generous sponsorship from the U.S. National Nuclear Security Administration (NNSA), the project organizers convened a virtual workshop including more than 30 American and European deterrence experts to assess existing transatlantic thinking on deterrence and to identify areas where a more robust transatlantic dialogue might contribute to raising the “deterrence IQ” on both sides of the Atlantic. At their core, these efforts aim to improve awareness of nuclear deterrence issues in Europe, advance contemporary thinking on deterrence, and cultivate a next-generation transatlantic community of experts who can help lay the foundation for future deterrence policy.


This collection captures several evolving deterrence themes in Europe and seeks to inject new momentum into that dialogue. Such efforts are particularly timely as European actors confront an adventurist Russia, rising China, and new technologies that will impact nuclear deterrence. The implications of this dialogue will not only affect U.S.–Europe relations and deterrence, but also nuclear institutions such as the Nuclear Non-Proliferation Treaty (NPT), as it prepares to convene its quinquennial Review Conference (RevCon) in 2021.

Deterrence Challenges, Old and New

Europeans are facing at least two deterrence challenges. The first is relatively familiar: how to maintain a strong deterrent, particularly in response to Russian adventurism, while also pursuing arms control? The second challenge is more novel and associated with the impact of emerging technologies, such as cyber and artificial intelligence, on nuclear deterrence and European security.

Balancing deterrence and arms control has been a challenge for NATO and European states since the dawn of the nuclear age. Many papers in this volume harken back to the 1967 Harmel Report, which outlined the “two-track approach” whereby NATO would maintain a strong nuclear deterrent while also pursuing dialogue with the Soviet Union. This delicate balance has evolved with geopolitics to include unique challenges in the current security environment. Russian violation of arms control agreements has tipped the balance heavily towards a strong deterrent as Moscow can no longer be relied upon as a credible partner in arms control. The breakdown of arms control and numerous other forums for dialogue has exacerbated a climate of competition with new arms racing, particularly as Russia is also increasingly adventurist, such as with the deployment of dual-capable missile systems in Kaliningrad.

But the deterrence–arms control balance has also been impacted by shifts in the global nuclear order. Specifically, the 2017 Treaty on the Prohibition of Nuclear Weapons (TPNW) forced many NATO member states to explain their commitment to nuclear deterrence amidst pressure from treaty members, activist organizations, and pro-disarmament domestic groups. While arms control and disarmament are distinct, they are often touted simultaneously in European dialogues. Indeed, many factors impacting the deterrence–arms control balance have shifted from the time of the Harmel Report. The result has been a reconfirmation of the central role of nuclear weapons in European security and a commitment for NATO to remain a nuclear alliance so long as nuclear weapons exist.

In addition to the relatively familiar challenge of balancing deterrence and arms control, deterrence in the transatlantic context also faces new challenges from emerging technologies. James Acton has highlighted the risks of cyberattacks on
conventional command and control (C2) during a European conflict, for example, which could inadvertently take out nuclear systems in an “entanglement” scenario.\(^4\) Many European states are also developing new technologies that could impact strategic stability, such as French plans to design lasers to protect its satellites.\(^5\) While the majority of attention on emerging technologies has been pessimistic and focused on their risks of undermining nuclear deterrence, there are also scenarios whereby they could strengthen deterrence and transatlantic relations. Improvements in artificial intelligence might, in fact, increase transparency and predictability of strategic postures. This is but one of many topics requiring further discussion among experts on both sides of the Atlantic, particularly with regards to what it would mean for NATO.

At the outset it is important to state that Europe is not a monolith, particularly when it comes to nuclear issues. While some NATO members have a strong antinuclear domestic audience, others rarely engage publicly on nuclear issues because of a deep reliance on extended nuclear deterrence for their security. Understanding different European perspectives on deterrence and the dynamics underpinning them is crucial for anticipating their effects, particularly as they relate to the transatlantic relationship, NATO, and the changing threat environment.

These trends informed the lines of inquiry for the June 2020 workshop: How is thinking on deterrence in Europe evolving to address contemporary challenges? How do different local, regional, and national governments view nuclear deterrence and the European nuclear debate? How can the transatlantic alliance apply the spirit of the Harmel Report in the current security environment? And how might emerging technologies impact deterrence within the transatlantic alliance? Many of the papers in this collection were written to inform these questions and generate the intellectual capital Brad Roberts calls for in the preface.\(^6\) We highlight several notable issues.

**An Evolving Deterrence Dialogue**

First, how has thinking on deterrence in Europe evolved in recent years, both in theory and practice? As Michael Rühle explains (Chapter 1), there is a need for greater conceptual clarity on deterrence among European and transatlantic communities—a theme that runs through this volume. While there has been a renewed interest in the concept of deterrence in national strategies and discourse, efforts to apply and refine existing deterrence paradigms to contemporary challenges have led to conceptual confusion. In some cases, this has even prompted disagreement about the scope, objectives, and applicability of deterrence. This theme is particularly relevant from a practical perspective, both in terms of maintaining NATO

---


6 One of the presentations from the workshop has been published elsewhere. See Gregory F. Giles, “Deterrence and the NPT: Compatible and Reinforcing,” *Survival* (August–September 2020), p135–156.
unity and a credible nuclear deterrent. It is also important conceptually to facilitate deeper engagement and understanding, and to better inform deterrence debates on the importance of nuclear weapons in NATO’s deterrence posture.

Second, European governments face asymmetric domestic pressure to engage in critical deterrence questions, as evidenced by three excellent reviews of recent parliamentary debates in Germany (Chapter 2), the Netherlands (Chapter 3), and France (Chapter 4). Pia Fuhrhop and Michal Onderco highlight recent domestic interest in nuclear deterrence in Berlin and the Hague, respectively; in contrast, the topic receives relatively little attention in French domestic politics, as demonstrated by Emmanuelle Maitre. It is within these chapters that European diversity comes to the fore.

Third, how can states continue to apply the underlying principles of the Harmel Report in balancing deterrence and détente? Jessica Cox and Joseph Dobbs (Chapter 5) emphasize that for NATO, these are not “contradictory pursuits” but “core and complementary” elements of the Alliance’s strategic approach that has “ensured the security of the Alliance over many decades.” Nonetheless, as Anna Péczeli (Chapter 6) and Łukasz Kulesa (Chapter 7) demonstrate, this approach has come under strain. Heightened geopolitical tensions, deteriorating prospects for arms control, institutional infighting within the NPT, increasing salience of nuclear weapons in national doctrines and strategies, and new nuclear capabilities together threaten the fragile—and oft-contested—balance between these concepts within Europe. While many experts are watching and waiting to see what the United States does in these areas, Europeans also have a role to play in forging their own balance between deterrence and arms control.

Finally, the strategic implications of emerging technologies are both contested and uncertain. While the potential challenges are well-documented, Andrea Gilli and Mauro Gilli (Chapter 8) and Laura Siddi (Chapter 9) encourage caution in drawing overly pessimistic conclusions about their effects. How these technologies will impact deterrence relationships will ultimately depend on the ways they are leveraged across domains, state incentives to incorporate them, and perceptions about their utility. Just as we should not trivialize the risks, nor should we overstate their potential.

**Reviving the Transatlantic Deterrence Dialogue**

While there are nuanced differences in European approaches to various nuclear issues, the transatlantic alliance has remained steadfast in many ways. NATO remains a nuclear alliance; no NATO members have joined the TPNW, nor are they likely to do so;⁷ and all NATO members supported American withdrawal from the Intermediate-Range Nuclear Forces (INF) Treaty in the face of Russian cheating. There may be diverse experiences in the details of states’ nuclear experiences, but when it comes to fundamentals, the transatlantic alliance shares deep first principles about the

---

importance of nuclear deterrence in European security. This shared sense of purpose should be directed to facing new deterrence challenges. Peter Watkins (Chapter 10) highlights questions around “modern deterrence,” for example, particularly how to respond to subthreshold activities. Watkins’ practical insights—particularly as they relate to transatlantic collaboration—help to ground many of the theoretical ideas explored elsewhere in this volume and demonstrate the importance of involving practitioners in deterrence dialogues.

As this collection demonstrates, there is indeed an evolving deterrence dialogue within Europe. It is particularly focused on balancing cooperation with Russia, strengthening NATO unity, and maintaining a robust and flexible deterrent, while also upholding commitments to nuclear disarmament as captured under Article VI of the NPT. This balance is increasingly challenging in a rapidly changing geopolitical and technological environment. Hopefully this discussion is just the start of collaborative transatlantic efforts to address them.
Introduction
Has deterrence thinking in Europe changed in recent years? Has it become more sophisticated or has it atrophied? This chapter argues that mainstream Western deterrence thinking has done all of the above. On the one hand, the concept of deterrence has been resurrected after two decades of neglect; on the other hand, the concept continues to be insufficiently understood and applied. If deterrence is to have its rightful place in national or alliance security strategies, a much deeper understanding is required about the concept’s purpose as well as its limitations.

The Appeal of Deterrence
The concept of deterrence is congenial to Western democracies. As Lawrence Freedman put it, deterrence strategies “appeal to governments because they can be presented as being defensive but not weak, and firm but not reckless.” Deterrence implies that one can keep unwelcome developments at bay by remaining essentially passive: The mere show of force can substitute for military action. Deterrence is essentially a status quo concept. It does not rule out political, social, or economic change, nor does it rule out competition between states. However, it seeks to rule out the use of force to achieve political aims, and to ensure that war—at least major war—is no longer an instrument of policy. To be sure, the concept has its share of flaws, be they in terms of credibility, plausibility, or ethics. However, to paraphrase Freedman again, while deterrence may not have worked well in theory, it worked quite well in practice.

Today, however, the concept of deterrence is under strain. A more competitive, multi-stakeholder environment as well as the rapid technological progress in many areas, including artificial intelligence, autonomy, and big data, make deterrence more complex. Yet, according to some analysts, these developments also provide the deterring side with a broader array of deterrence tools. Some have even argued that the focus on nuclear deterrence that shaped the debate over the past 70 years

---

8 The author is writing in his personal capacity and the views expressed in this article do not represent the official position or policy of NATO or any of its member governments.

was a (U.S.-centric) aberration, and that the time has come to again broaden our understanding of deterrence far beyond notions of (nuclear) military reprisals.\textsuperscript{10}

This broadening of the concept of deterrence may be intellectually fascinating, yet it confuses more than it enlightens. Applying the term “deterrence” to each and every challenge is highly problematic; it suggests—wrongly—that a clever combination of coercive tools can somehow keep unwelcome hostile actions at bay. Employing the term in the context of “new,” predominantly non-kinetic threats sounds comforting, as it implies that one can preserve the status quo against one’s competitors largely by adapting and refining holistic strategies and postures, as well as by clever signaling. However, the real-life record shows that many of these new threats simply cannot be deterred, which makes “deterrence” an ill-suited paradigm for coping with these challenges.\textsuperscript{11}

Worse, insisting that deterrence can be applied to a wide spectrum of threats contributes to the confusion that marks the current renaissance of that concept. As a brief look at the debates on various dimensions of deterrence—conventional, nuclear, cross-domain, and hybrid—shows, the application of that concept varies considerably. While these deterrence dimensions are not entirely distinct in practice, looking at them individually helps to identify the limits of the concept.

**Conventional Deterrence**

As far as conventional deterrence is concerned, the discussion in the West revolves around the adequacy of NATO’s defense posture along its Eastern flank. With NATO enlargement having pushed the Alliance’s borders to those of Russia, some observers now fear that a quick Russian incursion into a Baltic state could confront NATO with a fait accompli that would create a massive dilemma: either to fight and risk wider escalation, or to stay passive and thereby spell the end of NATO. Geography in this easternmost part of NATO favors Russia. And given certain political and military constraints (such as the allies’ continued adherence to the NATO–Russia Founding Act), NATO—despite being militarily superior overall—cannot build up a massive, Cold War-style defense posture. Instead, NATO has to bank on a deterrence strategy through a thin, multinational forward presence that would act as a trip wire until the arrival of NATO reinforcements.

The multinational character of NATO’s enhanced Forward Presence (eFP), the strong role of the United States within it, and NATO’s elaborate exercise policy are meant to signal to Russia that it cannot hope to regionalize a conflict. Moscow must assume


\textsuperscript{11} The widely lamented increase in the number of cyber- and other non-kinetic attacks suggests that—at least until now—deterrence has been largely irrelevant in this context. Exercises on hybrid warfare seem to reinforce this observation: they suggest that a determined aggressor will not be deterred by non-kinetic means. See also the Pentagon’s Cyber Strategy, which mentions deterrence, yet clearly favors other means, such as “defending forward” as mentioned in the U.S. Department of Defense Cyber Strategy 2018 Summary. https://media.defense.gov/2018/Sep/18/2002041658/-1/-1/1/CYBER_STRATEGY_SUMMARY_FINAL.PDF. Accessed January 14, 2021.
that any military conflagration would lead to a war with NATO proper. Given Russia’s regional superiority, however, including its growing Anti-Access/Area Denial (A2AD) capabilities as well as NATO’s challenge of getting sufficient reinforcements into the theater on time, some believe a revisionist Russia nevertheless could be tempted to probe NATO’s defenses, thereby calling NATO’s bluff. In short, the conventional deterrence debate in NATO is burdened by recurring doubts about the credibility of a defense concept that must be sufficiently robust to assure NATO’s most exposed allies while also reassuring Russia that NATO does not seek to return to the old Cold War posture.

**Nuclear Deterrence**

The debate on nuclear deterrence is characterized by two opposing tendencies. As far as orthodox security policy is concerned, one can observe a renaissance of nuclear deterrence as an important element of Western defense. As with the challenge of conventional deterrence, this renaissance also comes with a degree of pessimism. NATO’s conventional weakness on its Eastern flank, new Russian post-INF nuclear missile deployments, and the hesitation of some allies to engage more fully in this domain beyond token communiqué statements have raised doubts as to the concept’s credibility in light of a more assertive Russia. While Russia is said to have an integrated approach towards conventional and nuclear weapons, NATO’s overall defense posture lacks any integration of the nuclear mission into its overall defense posture, which some see as a serious liability. However, just as NATO and the West seek to reaffirm nuclear deterrence as a major pillar of security, a countervailing trend seeks to demonstrate the irrelevance of nuclear weapons and considers nuclear deterrence a myth. These critics focus on the difficulty of proving the concept’s effectiveness, the ethical and moral tension between the mere threat of military reprisals and their actual implementation, and the risk that it locks its protagonists into a permanent adversarial relationship. Based on such arguments, an international non-governmental organization (NGO)-led effort seeks to delegitimize nuclear weapons by outlawing them. The Treaty on the Prohibition of Nuclear Weapons (TPNW)


fundamentally challenges the established tenets of nuclear governance. While it will not lead to nuclear abolition, it could seriously complicate the deterrence policies of, and nuclear cooperation between, Western nations.¹⁵

**Cross-Domain Deterrence**

Cross-domain deterrence seeks to counter threats in one arena by relying on capabilities in another area that may offer a stronger deterrence effect. This is not new, as interaction and competition between nations always include asymmetric means. Yet the rise of, inter alia, cyber and space capabilities has given the concept a new sense of urgency. As compelling as the logic of such an approach may be, however, it is difficult to implement as a strategy, given that the deterring side needs to coordinate a range of political, military, economic, and potentially other levers.¹⁶

Deterrence appears particularly difficult when the deterring side—in sharp contrast to classical military deterrence—does not want to show its own deterrence means (e.g., cyber capabilities).¹⁷ Moreover, the question of proportionality (i.e., which response is appropriate to which kind of attack) will be hard to answer ex ante, which may diminish the deterrence value of articulating cross-domain threats. In short, the concept of cross-domain deterrence may be logically sound, as it signals to an aggressor that he can be hit in areas other than of his own choosing, but it implies an ability of the deterring side to manage complexity on a level that appears extremely challenging. Unsurprisingly, perhaps, the concept has not gained the traction some of its proponents may have hoped.

**Hybrid Deterrence**

The discussion on how to deter hybrid threats is closely linked to the debate on cross-domain deterrence, yet appears even more problematic.¹⁸ Deterring non-kinetic, non-existential and sometimes non-attributable actions appears far more difficult than deterring an adversary’s military action. In addition, unlike traditional military deterrence, where adversaries stay away from each other, hybrid entanglement is constantly ongoing, making deterrence even more difficult. Moreover, unlike in the

---


¹⁶ Moreover, some of the real-life cases subsumed under that concept (e.g., the Stuxnet attack against Iranian centrifuges) appear to be coercive actions rather than parts of a deterrence strategy. See Michael Nacht, Patricia Schuster, Eva C. Uribe, Cross-Domain Deterrence in American Foreign Policy, in: Erik Gartzke and Jon R. Lindsay, (Eds.) *Cross-Domain Deterrence: Strategy in an Era of Complexity* (Oxford: Oxford University Press, 2019), p27–49.

¹⁷ In some cases, ambiguity might contribute to deterrence, as it may complicate an opponent’s risk calculus. However, it may also increase the likelihood of surprises, which could lead to unwelcome (escalatory) outcomes.

military domain, where alliance considerations are paramount, hybrid activities have a large national (e.g., attribution) and civilian (e.g., resilience) dimension, which does not lend itself easily to collective responses. In a similar vein, the economic interdependence between the West and some of its competitors, such as China, makes deterrence by economic or financial punishment much harder to contemplate.\footnote{Michael Rühle, Deterring hybrid threats: the need for a more rational debate, Policy Brief No. 15, NATO Defense College (July 9, 2019). http://www.ndc.nato.int/download/downloads.php?icode=600. Accessed January 14, 2021. For example, on several occasions the E.U. was unable to take a stronger united stance on China due to the economic and financial dependencies of some member states on that country. On Russia, too, tensions exist between a part of the European External Action Service that tracks Russian malign activities and the European Commission, which does not want to see its policy vis-à-vis Russia undermined by focusing too much on Russia’s behavior in the “gray area.”}

Even attaching the label “modern” to the term “deterrence” cannot hide the fact that deterring hybrid activity stretches the concept of deterrence to the point of almost certain failure. The classic notion of deterrence—if it works, nothing bad happens—is simply not applicable to the hybrid domain, where many bad things happen all the time. As this “Fifth Wave” of deterrence research is still rather young, one can predict that some of its optimism will eventually wear off. For the time being, most studies on the subject of hybrid deterrence amount to little more than long lists of actions that governments could take or have taken (e.g., attribution, sanctions, new norms, specific rhetoric) in order to cope with hybrid aggression.\footnote{Vytautas Keršanskas, DETERRENCE: Proposing a more strategic approach to countering hybrid threats (public version of the Deterrence Playbook), The European Centre of Excellence for Countering Hybrid Threats (March 2020). https://www.hybridcoe.fi/wp-content/uploads/2020/03/Deterrence.pdf. Accessed January 14, 2021.} Since the deterrent effect of these actions remains unclear, however, this new wave of deterrence research risks promising much more than it can deliver.

A New Deterrence Alarmism

Ironically, it is this sweeping hybrid warfare discussion that has infected the mainstream deterrence debate, both with respect to the conventional and nuclear dimensions. The notion that seems to underlie the contemporary debate on hybrid threats and responses, namely that the West is now in a permanent state of low-level, non-kinetic war with mischievous adversaries, has introduced a new layer of alarmism into the deterrence discourse. Not only are the opponents that one seeks to deter already “at war” with the West, they appear even more ruthless and risk-prone than the adversaries the West faced in the Cold War. Moreover, since fake news campaigns, cyberattacks, or severed undersea cables could all serve to complicate a timely military response, NATO’s conventional and nuclear deterrent is now said to be in an even more precarious state.

Dubious interpretations of events add further to this alarmism. Many analysts read Russia’s use of hybrid means in undermining Ukraine in 2014 as a template for Russia’s approach vis-à-vis NATO (i.e., hybrid actions are seen as a precursor to a military onslaught). Since this approach worked well in Ukraine, it is reasoned, it may
also work against NATO. A far more plausible interpretation is that Ukraine, due to its internal weakness and its historical, cultural, and economic ties with Russia, as well as its lack of protection by an alliance, presented a sui generis case that says nothing about Russia’s willingness to risk a war with NATO. Regrettably, this view is almost absent from this discussion.

**Neglecting an Opponent’s Interests**

At least in part, this alarmism is the result of the aforementioned incomplete “comeback” of deterrence. One particularly worrisome example of how certain essentials of deterrence are getting lost is the confusion about the role of interests. One of the fundamental tenets of deterrence research is that in judging whether to resort to force, an actor first looks at its opponent’s interests rather than its capabilities. This means that even if the defender is stronger than the attacker, the asymmetry of interests can make deterrence fail. In today’s deterrence debate, however, this fundamental observation is largely ignored.

It is repeatedly argued, for example, that if NATO had been stronger militarily in 2014, Russia would not have dared to invade Eastern Ukraine and annex Crimea. This view dramatically undersells the fact that Russia’s interest in preventing Ukraine from moving westward was far greater than the West’s interest in going to war over Ukraine. In other words, for Russia, invading Eastern Ukraine was an endeavor worth the risk; Ukraine, with its unique ties to Russia, was an ideal victim. The West’s military strength was never an issue, because there was never a deterrence relationship in the first place. Consequently, it does not represent a case of deterrence failure. That the case of Ukraine is still being overanalyzed says much more about the West’s analytical weaknesses than about Russia’s next hybrid move.

**(Mis)interpreting an Opponent’s Intentions**

Another example of the incomplete comeback of deterrence is the tendency among many analysts to apply rather sweeping interpretations of an opponent’s intentions. For example, a considerable number of Western analysts (notably from NATO’s frontline states) interpret Russian actions as part of an offensive strategy: Destabilizing Ukraine and Georgia, adopting a nuclear strategy of “escalate to de-escalate,” destroying the INF Treaty by deploying new nuclear missiles, and inventing an enigmatic but mischievous Gerasimov doctrine for hybrid warfare are all said to be


22 For example, Argentina occupied the Falklands in 1982 because the military junta judged that—irrespective of the U.K.’s military superiority—London’s interest in these islands was much lower than Argentina’s interest in getting them back. A nonnuclear and conventionally inferior country attacked a nuclear power, since its leaders felt that their interests warranted taking risks, and since they were confident that the conflict would not escalate to the nuclear level.
part of Moscow's plot to rebuild the Soviet Union or at least bring most of the former Soviet space under its control.23

Even worse, Russia’s use of hybrid warfare against the West means that Russia is infinitely malign. In contrast to the Cold War, when the nuclear standoff kept both sides interested in largely staying away from each other, Russia is now constantly seeking to penetrate Western societies and economies, and even interfering in elections. In a way, it makes Russia appear even more dangerous than during the Cold War, when Soviet leaders largely respected tacitly agreed spheres of influence.

The more plausible interpretation—namely that Russia opportunistically seeks to defend what is left of its erstwhile “zone of privileged interests” against a vastly superior West, yet without risking a kinetic conflict—is getting lost in the alarmism of having to confront the ultimate malign actor. Although Moscow's forays in Syria, Libya, and elsewhere only became possible because the West left behind a vacuum for Russia to exploit, many Western observers see Russia’s actions as proof of that country’s relentless expansionism. This results in analytically doubtful worst case scenarios, which dramatically drive up deterrence requirements. If every possible malign action will eventually occur, as the opponent is capable of virtually anything, then deterrence, too, must be organized so as to deter every eventuality. At the same time, by postulating a rogue actor, these scenarios make any search for a modus vivendi with Russia look hopeless and futile.

The China Factor

Regarding the deterrence debate on China, the jury is still out on whether the Western strategic community will exert more analytical discipline. After all, whereas deterring Russia is a collective alliance effort, the burden of deterring China from military adventurism in Asia currently falls on the United States alone. The United States thus dominates the China debate among allies, many of whom do not regard China as an imminent military threat.24 However, there are signs that a collective look at China will be more systematic than on Russia. Western worries about the speed of China’s economic and military rise and its assertiveness on territorial and other issues are palpable. Beijing’s handling of Hong Kong, its threats against Taiwan, its investments in key Western infrastructure projects, and not least its heavy-handed


approach to the COVID-19 pandemic have all served to alert Western nations, including Europeans, to the arrival of a new “systemic rival.”

While China’s military footprint outside Asia is still small, numerous steps—from staging military exercises in the Baltic Sea to pushing for greater influence in the Arctic—suggest that the military dimensions of China’s rise will eventually have to be addressed collectively. How this will square with the deep economic ties between China and the West is impossible to predict, since a reversal of economic globalization appears unrealistic. Moreover, most European allies have neither military interests in Asia nor the military capabilities to project power to this region. Unless Europeans adopt a more global security outlook (sustained by greater investments in naval forces), much of their contribution to an eventual deterrence posture in Asia will therefore consist in supporting the United States politically and preparing to backfill in case U.S. forces would have to deploy from Europe to Asia in a crisis. This suggests that in a dialogue with its European allies on China, the United States needs to be patient. What appears paramount at this stage is that the transatlantic community acquires the expertise on China that it once had acquired on the Soviet Union. Getting China wrong could ultimately turn out to be more costly than misreading Russia.

The U.S. Factor in the Transatlantic Deterrence Debate

Any transatlantic debate on deterrence takes its cues from the U.S. debate. Due to its large international role, its correspondingly large military, and its sizable and vibrant strategic community, the United States has been at the forefront of deterrence thinking since the advent of the nuclear age. Its unique role as the military protector of many countries in and beyond NATO has given U.S. thinking on deterrence and other security matters enormous weight. If in the past mainstream U.S. deterrence thinking often had a streak of alarmism, it largely stemmed from concerns about the credibility of extended deterrence. As this concept seeks to deter an adversary from attacking an ally of the United States, rather than the U.S. homeland itself, it was burdened with a credibility dilemma that it sought to ameliorate by the forward-deployment of conventional and nuclear forces, as well as through unique nuclear sharing arrangements. In retrospect, it is fair to say that Europeans were generally less concerned with the specifics of the Western deterrence posture, as long as certain basics—above all, a strong and credible U.S. commitment to European security—remained assured.

The fact that a growing number of European observers now fear that this U.S. commitment is waning is among the greatest game changers in the deterrence debate. Washington’s harsh criticism of European military underperformance as well
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25 “Both sides are committed to a comprehensive strategic partnership … yet there is a growing appreciation in Europe that the balance of challenges and opportunities presented by China has shifted. In the last decade, China’s economic power and political influence have grown with unprecedented scale and speed, reflecting its ambitions to become a leading global power.” European Commission, E.U.–China—A strategic outlook (March 12, 2019). https://ec.europa.eu/commission/sites/beta-political/files/communication-eu-china-a-strategic-outlook.pdf. Accessed January 15, 2021.
as the emergence of China as the new U.S. strategic rival have sparked European nervousness about Washington’s continued commitment to the security of the continent. Although the United States reacted promptly to reassure NATO’s eastern allies after Russia’s annexation of Crimea, thereby demonstrating its continued interest in European security, fears of abandonment have led to a lively discussion about European alternatives to U.S.-centric security arrangements. However, this discussion is likely to yield few tangible results. Europe remains a conglomerate of nation states of different sizes, cultures, historical experiences, and geographic outlooks. Hence, there is no European strategic culture that could form a basis for a European-only deterrence policy and posture. A U.S. exit from Europe may force some countries to explore new forms of closer defense cooperation, yet others are more likely to pursue separate bilateral deals with Washington.

In terms of conventional military power, Europe has shown to be incapable of even smaller-scale military interventions along the continent’s periphery, relying instead on the United States to suppress Libyan air defenses, for example, and to supply the Europeans with ammunition. In the nuclear field, the situation is equally bleak. With the United Kingdom having “Brexit,” the E.U. cannot count on London’s nuclear support. France would never let an E.U. body decide over its small force de frappe. And E.U. members Austria and Ireland have championed a global ban on nuclear weapons that is fiercely opposed by the nuclear powers and other NATO members. In short, even if some European countries remain determined to invest in modern armed forces and high-end defense technology, there is no European alternative to a U.S.-centric deterrent, as there simply is no “Europe” that could carry such an enormous burden.

All this suggests that the paramount role of the United States in setting the overall direction of Western deterrence thinking will remain unchanged. However, as the U.S. strategic community—like U.S. society more broadly—appears more and more polarized, deterrence thinking, too, has become bifurcated. While U.S. policy remains firmly grounded in what Keith Payne has termed “difficult deterrence” (e.g., strong conventional forces, limited nuclear options, missile defenses, little or no arms control), there is also an idealist streak that ranges from advocating more sweeping arms control measures all the way to nuclear abolition. While this latter school of thought had failed when President Obama sought to adopt some of its elements during his first tenure, it still commands considerable political respectability and could return with a new Democratic administration.

Both schools of thought can be a challenge for European security. By giving short shrift to arms control and by advocating new weapon systems to fill alleged gaps in the Western deterrence posture vis-à-vis a more risk-prone Russia, the orthodox

---


27 Over the past decade, the U.S. has been instrumental in getting its allies to pay greater attention to cyberdefense, the importance of space, and the security implications of China’s rise.

deterrence school tends to irritate those Europeans who worry about the effects of such policies on their own public opinion. By contrast, the arms control school’s preference for cooperative solutions runs the risk of interpreting certain alliance achievements (e.g., nuclear sharing arrangements or U.S. ballistic missile defense installations in Europe) as a potential hindrance on the way to new agreements. Hence, some Europeans, notably in the continent’s East, could get nervous about what in their view would constitute a naïve U.S. approach in dealing with Russia or other opponents.

While both schools of thought hold diametrically opposed views, they both are characterized by an increasingly alarmist tone. The deterrence school sees the United States and NATO losing out to the comprehensive strategies of Russia, China, and even North Korea, which are all said to have a much clearer idea about which means to apply in order to achieve certain ends. The arms control school views the West and its opponents as being on a collision course, with major conflict—either by design or by accident—being only a matter of time. Both schools use alarmistic language and imagery to bolster their respective case (i.e., to invest more in defense or in arms control and disarmament). While this is not fundamentally new, the deterrence discussion over the past few years has revealed one significant element of change; it has become entangled with the discussion on U.S. decline. In an approach that is typical for U.S. strategic culture, fears of losing the geopolitical competition have been channeled into a (more familiar) discussion about appropriate deterrence strategies. Alarmism is the inescapable result. Depending on the school of thought, the U.S. deterrent posture is either inadequate to deter malign opponents, or it needs to stop provoking these very opponents into competing even harder.

For many Europeans who, as pointed out above, are more geared towards a middle ground that seeks to combine deterrence and dialogue, both opposing strands in the current U.S. deterrence debate are challenging. Deterrence in Europe needs neither the demonization of opponents nor of nuclear weapons. However, if history is any guide, a sustained deterrence dialogue with the United States—bilaterally and within NATO—can help familiarize the transatlantic allies with their respective deterrence thinking. This is all the more important given the rise of China, which may confront the transatlantic community with an entirely new kind of deterrence challenge. As in the past, given its unrivaled military power and military spending, the United States will have the upper hand in these discussions. For Europeans to be heard, therefore, requires not only a sound understanding of the U.S. debate, including its “declinist” undercurrent, but also a willingness to accept U.S. thinking as sincere, even if not necessarily convincing.

What Next? Some Dos and Don’ts on Deterrence

After more than two decades of having received scant attention in the West, deterrence has finally reentered the strategic lexicon. However, the intellectual confusion about its meaning risks squandering the opportunity to use this debate as
a vehicle for building a new security consensus in a competitive strategic environment. To ensure that the deterrence debate helps achieve such a new consensus, the Western strategic community—political practitioners as well as academics—would do well to consider the following suggestions.

First, the concept of deterrence needs to be put back in its rightful place. This suggests, above all, a sustained educational effort. Particular emphasis needs to be put on the political and psychological context of deterrence, lest one encourages alarmism. A deterrence narrative should explain that conventional and nuclear deterrence remain viable concepts, but only under certain conditions; that the aggressor believes that the defender’s major interests are truly at stake; that the aggressor is not completely irrational or outright suicidal; that both sides communicate with each other; and that the aggressor has not been pushed into a corner. As far as coping with non-kinetic/hybrid aggression is concerned, a plausible narrative should focus less on deterrence than on developing new tools that limit damage and/or raise the price of aggression. In this context, it is important to note that while authoritarian or one-party regimes may find it easier to command all levers of hybrid warfare, Western democracies, too, can act in the gray zone.29

Second, the deterrence debate needs far more intellectual discipline and terminological clarity. For example, arguing that nuclear weapons do not deter, because Japan continued to fight after Hiroshima, or that the Russian incursion into Ukraine demonstrated the futility of NATO’s European-based tactical nuclear weapons, are non sequiturs that need to be called out and rebutted.30 Moreover, as far as terminology is concerned, a sensible debate about deterrence is next to impossible for as long as every unwelcome action becomes a “hybrid aggression,” mere risks become “threats” and the term “war” is used for branding even nonmilitary actions. In a similar vein, the fact that some actions of an opponent catch Western observers by surprise, as seems to have been the case with Russia’s A2/AD developments, says more about Western analytical deficiencies (and the trap created by ill-fitting terminology) than it does about that opponent’s malign intent.31 Finally, much more sobriety is required when discussing the expectations of deterrence; hoping that one could signal to an opponent that “there’s no point trying to disrupt our lives”32 puts a level of faith in deterrence that it can never live up to.


Third, discussions on deterrence need to be actor-specific. This is nothing new—witness the debate about “tailored deterrence”—yet the current debate is often characterized by an all-hazards approach that is ill-suited to the challenge. One needs to make a greater effort to look at the opponent’s interests, by trying to put oneself in his shoes, and may also have to accept that some of the opponent’s actions may actually be a reaction to one’s own. And there is more. In addition to examining what it takes to deter a potential aggressor, one must also explore other means that may lessen tensions (e.g., agreed spheres of influence, arms control) and could thus help relax deterrence requirements. Similarly, one should refrain from hyping every low-level (hybrid) aggression into a precursor for a major military assault, nor should one generalize about a particular action being the template for the next. Above all, one should not deceive oneself into believing that by adding the word “modern” one could safely discard much of what has been written about deterrence in the past 70 years.

Fourth, greater emphasis must be put on resilience. While enhancing the resilience of, say, national cyber or energy networks can also be seen as a kind of deterrence by denial, deterrence is not the key consideration in the resilience calculus. Rather, it proceeds from the assumption that attacks will happen and, consequently, the stricken company, nation, or alliance must be able to take the hit and bounce back. This does not diminish the value of exploring new ways of deterring such non-kinetic, nonmilitary attacks, in particular those that threaten existential interests. However, as deterrence research in these domains becomes more refined, the opportunities and limits of this concept will become more apparent, and resilience may well emerge as the more useful paradigm for coping with most nonmilitary challenges. Rather than trying to stretch or redefine deterrence to make it more applicable to today’s more complex lower-level threats, resilience contemplates the possibility of deterrence failure. This may strike some observers as fatalistic, yet it is the most plausible approach for prevailing in an emerging multiplayer world.

Fifth, deterrence needs to be taught not only to current security and defense professionals; it must also embrace the successor generation. The objective of such an endeavor must not be limited to familiarizing aspiring security analysts with the classic works on deterrence, or enable them to regurgitate contemporary military terminology. Any educational effort on deterrence for the successor generation should first and foremost enable them to put the concept of deterrence in its broader political and psychological context. The United States and the United Kingdom are doing considerable work in this regard that should serve as an inspiration for other European countries, where initiatives to include the successor generation still seem to be centered on arms control simulations and other subjects with a stronger diplomatic–civilian dimension.

33 NATO allies have declared that a cyber or hybrid attack can trigger Article 5 of the Washington Treaty. The 2018 U.S. Nuclear Posture Review hints at the possibility of a nuclear response to a major non-kinetic attack.

34 See, for example, the Center for Strategic and International Studies’ (CSIS) PONI Program, similar efforts by U.S. STRATCOM and NATO, and by the Royal United Services Institute (RUSI).
Encouraging the younger generation to engage in a broader deterrence debate should also serve as an antidote to the information overflow caused by the internet, which often results in students attaching equal weight to publications of vastly different quality. Given that deterrence is a highly speculative concept with little empirical evidence to support its various schools of thought, it is essential that newcomers to this subject are provided with the analytical tools that enable them to make informed choices.

Finally, the West needs to take a critical look at itself. The current debate on deterrence—from the attempt to opt out of the nuclear age altogether to the desire to deter hybrid threats—reveals as much about the West than it does about its adversaries. It appears as but another expression of the crisis in Western self-confidence, of doubts about the Western political and economic model, and fears of dwindling Alliance solidarity in an ever more fragmenting West. Put in starker terms, the alarmism of the current deterrence debate is at least in part just another manifestation of the West falling out of its illusion that it will continue to dominate the international system. This crisis in Western self-confidence, as one astute observer put it, “has been accompanied by a tendency to downplay the weaknesses of our competitors; to see only strength wielded in the service of superior long-term strategies.” As a result, the West risks underplaying its own strengths.

Conclusion

If deterrence is to remain an effective instrument of preserving peace, Western analysts must not discredit this concept by delegitimizing it morally, nor overtax it by stretching into the “gray areas” of interstate competition. This suggests a much greater investment in a sustained deterrence discussion among the transatlantic allies. This discussion, which must also seek to include the successor generation, should focus not only on military deterrence requirements vis-à-vis Russia and, eventually, others such as China. To avoid becoming a mere echo chamber of mainstream deterrence arguments, the emphasis of such a discussion should be on those countries’ interests and perceptions, as well as on political and military steps that could alleviate the deterrence challenge. Such a discussion would naturally include the hybrid dimensions of modern interstate competition and conflict, yet without getting caught in that debate’s inherent alarmism. Finally, it also would have
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35 To mention just two obvious examples: How can NATO allies collectively and accurately analyze Russia’s security policy when their own decisions that affect Russia, for example, on the NATO enlargement process, are excluded from the picture? And how can NATO and the E.U. cope with what is arguably their biggest current challenge—namely the erratic policies of certain member states—when a discussion about these worrisome developments within these institutions is essentially foreclosed?

to allow for a somewhat distinct intra-European debate about options for a European deterrent, however implausible such a project may appear at this stage.\textsuperscript{37}

Such a sustained discussion on deterrence would underscore the logic of transatlantic solidarity in security—a notion that has come under increasing pressure. At the same time, however, the Western strategic community needs to resist the temptation to use such a deterrence dialogue as a substitute for a broader political discussion on how to interact with competitors. Even the most sophisticated deterrence framework cannot replace political strategy.

The German Debate: The Bundestag and Nuclear Deterrence
Pia Fuhrhop

Introduction
In recent years, nuclear deterrence has not ranked very prominently as an issue in the German Parliament. Since Germany has been led by its two largest parties, the Christian Democratic Union (CDU/CSU) and the Social Democrats (SPD) through a “grand coalition” government, one may even argue that a substantive debate on nuclear deterrence does not exist at all. Two principal reasons explain why. First, a large part of parliamentary airtime and media coverage does not deal with the problems and merits of specific deterrence policies but with trends in global and European security. This strategic debate on Germany’s place in a changing international security environment largely revolves around the notion of increased German responsibility for international affairs. Its implications for Germany’s defense budget have dominated public parliamentary attention, thus overshadowing more detailed policy questions.

Second, parliamentary debates start from a different vantage point. From the Bundestag’s perspective, the issue is less how nuclear deterrence can be made more effective but rather how deterrence policies are balanced by concrete steps toward disarmament. Overall, the concept of nuclear deterrence remains highly contested in the Bundestag, supported only within the ranks of the CDU/CSU and the Liberals. Not only does the left-wing opposition (Socialists and Green Party) reject the notion, significant parts of the Social Democratic Party (SPD) parliamentary group also harbor reservations. Both in 2013 and in 2018, Social Democrats campaigned for a strong German commitment to revive international and European arms control negotiations and for a negotiated termination of Germany’s participation in nuclear sharing. On the campaign trail, leading Social Democrats rejected the notion that Berlin should commit more resources for deterrence and defense. In a way, Social Democrats and particularly the left wing of the parliamentary faction served as in-house opposition on matters of (nuclear) deterrence.

Two examples illustrate the pertinent dynamics within the German parliament. First, the parliamentary debate on the Treaty on the Prohibition of Nuclear Weapons (TPNW) presented a welcome opportunity for the opposition to shame the government for an alleged lack of commitment to nuclear disarmament. Second, the recent dispute on Germany’s participation in NATO’s nuclear sharing arrangements rarely touched
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38 The right-wing Alternative for Germany (AfD) holds highly inconsistent views on NATO’s deterrence posture. While the program and some in the party argue strongly for an end to the stationing of all foreign troops in Germany, others have argued that Germany should invest in allied nuclear capabilities. It is probably due to these inconsistencies that the AfD does not play a role in shaping the parliamentary debate, despite being the biggest opposition party.
upon the specific deterrence value of the dual-capable aircraft provided by Berlin. As parliament largely engages in ritualistic debates, leaving out many of the more specific questions of nuclear deterrence, it misses the opportunity to help clarify Berlin’s position on the issue.

**The Bundestag’s Role in Germany’s Nuclear Policies**

In principle, the Bundestag has a limited constitutional role in defining Germany’s foreign and security policy as this remains the prerogative of the government. That does not mean, however, that parliamentary exchanges are inconsequential. The government is subject to parliamentary approval, and its power relies on a stable majority in the Bundestag. Positions of parliamentary factions or even wider debates in the governing parties play a major role in determining the room for maneuver of any German government. The Bundestag also has the ultimate budgetary sovereignty in matters of foreign and security policy. Issues related to nuclear deterrence are subject to consultations in three separate committees: the Foreign Relations Committee; the Defense Committee; and the Subcommittee on Disarmament, Arms Control, and Nonproliferation. Last, but not least, parliamentarians play an important role as multipliers for civil society, raising awareness of certain issues, and serving as a transmission belt for public opinion.

The two grand coalitions have consistently described German foreign policy in terms of a two-pronged strategy: Germany would champion international arms control and disarmament efforts while increasing defense spending and its contributions to NATO deterrence. In this thinking, (nuclear) deterrence is not an end in itself but a means to create the conditions for long-term cooperative security. Deterrence and disarmament are flip sides of the same coin. For example, the latest coalition agreement pledges to work towards the goal of a world without nuclear weapons while at the same time reaffirming Germany’s commitment to NATO’s conventional and nuclear deterrence policy. Successful disarmament negotiations are described as a precondition to changing Berlin’s own contribution to nuclear sharing.³⁹ Similarly, the Ministry of Defense’s white book supports NATO’s policy to remain a nuclear alliance as long as nuclear weapons exist and underscores Germany’s commitment to strengthen international nuclear nonproliferation.⁴⁰ Consequently, parliamentary exchanges have not dealt with the legitimacy and concrete design of nuclear deterrence but with the balance of deterrence versus disarmament policies.

The fact that Berlin is much more focused on the balancing act between deterrence and disarmament also reflects complex public opinion on the issues.


Since 2014, support has slowly grown for increasing the defense budget, but the majority of Germans (59%) still oppose further increases.\textsuperscript{41} A majority also support Berlin’s commitments to NATO and the E.U. and ask the government to take on more responsibilities within these institutions. Importantly, they were able to separate this pro-Western view from their overwhelming distrust towards the Trump administration. Nevertheless, a large (yet decreasing) percentage of the population considers it important to smooth relations with Russia. Even in light of a major refugee crisis and a rapidly deteriorating security environment in Europe, a slight majority of German citizens ask the government to act with restraint in international crisis management. One possible explanation is that a consistent majority of the population feels that its own situation is rather safe. In a 2019 poll for the Körber Foundation, 14% of the interviewees described their situation as very safe and 62% as rather safe.\textsuperscript{42}

**Shame on You? Germany and the Treaty on the Prohibition of Nuclear Weapons**

In August 2016, the German government voted against the report of the open-ended working group on nuclear disarmament (OEWG) despite its active participation in the Vienna Conferences on the Humanitarian Impact of Nuclear Weapons. In line with its NATO allies (with the exception of the Netherlands), Berlin did not partake in the negotiations on the ban treaty and has not signed the TPNW. The German government argues that the TPNW will have limited impact without buy-in from nuclear weapons states; that the TPNW seeks to establish a competing norm to the NPT; that central questions, such as the relationship between the TPNW and the NPT and verification mechanisms are unclear; and that Germany’s enduring commitment to NATO’s nuclear sharing arrangements is incompatible with the provisions of the new treaty.\textsuperscript{43} The government, at least rhetorically, remains committed to a step-by-step approach that involves nuclear weapon states.

In the Bundestag, this position was met with criticism by the left-wing opposition. In a concerted effort with prominent NGOs, such as the International Campaign to Abolish Nuclear Weapons (ICAN), International Physicians for the Prevention of Nuclear War (IPPNW), Greenpeace, and others, the parliamentary opposition adopted a shaming strategy to berate the government’s decision. In particular, the opposition


called out Social Democrats who had campaigned on championing arms control agreements internationally for failing to deliver their campaign promises. In 2016, the Greens issued an inquiry into the government’s opposition to the negotiations and its compatibility with the coalition agreement’s commitment to build “the conditions for a world free of nuclear weapons.”

A similar tone characterizes the two ultimately unsuccessful parliamentary resolutions supported by the Socialists and the Greens since 2017. These resolutions stated that substantial progress towards disarmament within the framework of the NPT was nowhere in sight—quite the opposite. Accordingly, the resolutions welcomed the majority of nonnuclear weapon states taking matters into their own hands on the practical and necessary steps towards disarmament. In their view, the government had missed an important opportunity to ensure that the TPNW and the NPT were compatible by abstaining from the negotiations.

Given the lack of tangible progress on the step-by-step approach, the German government and its supporting parliamentary factions had, according to their critics, a real credibility problem: “With its opposition (to the ban treaty), the federal government sends the wrong signal and it massively harms Germany’s credibility in the area of arms control.” Based on this analysis, the resolutions demand that Germany participate constructively in negotiations of the ban treaty (in 2017), later sign the TPNW (2018), and end hosting U.S. nuclear weapons in Germany.

These arguments were supported by a prominent, yet ultimately unsuccessful, campaign involving ICAN and many of the NGOs associated with Germany’s peace movement, traditionally close not only to the left-wing opposition but also to the governing Social Democrats. In 2017, ICAN commissioned a poll showing that 70% of the German population would support a German accession to the TPNW and that this support was almost equally high for voters of the CDU/CSU as for those of more left-wing parties. NGOs had heavily campaigned members of Parliament to take a prominent stance in favor of the ban treaty and published a letter addressed to then-SPD foreign minister Sigmar Gabriel calling for Germany to constructively engage on the treaty negotiations.

---


46 see Deutscher Bundestag, Drucksache 18/10002, p1.


Still, these initial attempts to split government factions and to shame the Social Democrats into supporting the ban treaty failed; neither resolution passed Parliament. In response to the two resolutions, the government and its supporting caucuses argued that Berlin was getting the balancing act between deterrence and disarmament right.\(^5^0\) On the deterrence side, parliamentarians pointed out that among Germany’s closest European allies there was no majority in favor of the TPNW and that the security environment would not permit such drastic decisions. On the disarmament side, the government and members of Parliament stressed Berlin’s efforts to strengthen the global disarmament regime and to build bridges between supporters of the ban treaty and its opponents. They noted, for instance, their role in submitting a successful resolution to the UN General Assembly on a Fissile Material Treaty, which garnered support from the United States, France, and the United Kingdom, as well as their active involvement in the U.S.-led International Partnership for Nuclear Disarmament Verification (IPNDV).

Subsequently, the German foreign ministry has championed various initiatives to demonstrate commitment towards concrete steps for nuclear disarmament and nuclear risk reduction. In 2019, for example, France and Germany organized a nuclear disarmament verification exercise (“NuDiVe”) under the auspices of the IPNDV. Berlin has also been an active member of the Stockholm Initiative on Nuclear Disarmament, hosting the group’s second ministerial meeting in February 2019.\(^5^1\)

More recently, proponents of the ban treaty have shifted tactics away from confronting and shaming colleagues supporting deterrence measures to building a bottom-up consensus across party lines in support of the ban treaty. In September 2019, members from the SPD, the Left, and the Greens founded a “parliamentary circle for the nuclear ban treaty.”\(^5^2\) This informal gathering of parliamentarians now includes MPs from all major factions, including the CDU/CSU, and seeks to build bridges between different parties. MPs, NGOs, and initiatives from cities and local governments committed to championing disarmament come together in a confidential setting in order to generate support for Germany’s accession to the ban treaty. At the moment, it is too early to tell to what extent these efforts will be successful.

**The Future of Nuclear Sharing**

The recent parliamentary fallout over the future of Germany’s participation in NATO’s nuclear sharing arrangements is a vivid testimony that a detailed debate on
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the logic of nuclear deterrence is absent. Alliance considerations and Berlin’s role and contribution to arms control in Europe are the major topics of concern. In contrast to the debate over the TPNW, divisions between supporters and opponents of nuclear hosting cut across the governing coalition and opposition.

The myriad of views is remarkable given the former cross-partisan nature of the issue. In 2010, a rare cross-factional resolution of all parties in the Bundestag welcomed “as part of the development of NATO’s new Strategic Concept, to work within the Alliance and with our U.S. allies to ensure that the nuclear weapons remaining in Germany are withdrawn” and tasked the government to work towards a reduction of the role of nuclear weapons in NATO.\footnote{Deutscher Bundestag, “Deutschland muss deutliche Zeichen für eine Welt ohne Atomwaffen setzen,” Drucksache 17/1159 (March 24, 2010).} Against the background of President Obama’s vision of a nuclear-free world, the time appeared to have finally come to rethink NATO’s nuclear sharing procedures. The cross-factional nature of the proposal reflected a widespread public opposition to hosting American nuclear weapons that still holds today. A recent 2019 poll, commissioned by ICAN, found that up to 60% of the German population rejects this arrangement.\footnote{ICAN, “Umfrage: Deutsche gegen neue Atombomber” (April 24, 2019). https://www.ippnw.de/atomwaffen/atomwaffenpolitik/artikel/de/umfrage-deutsche-gegen-neue-atombom.html. Accessed January 15, 2021. In this 2016 poll, 85% want to see U.S. weapons removed. IPPNW, “Überwältigendes Votum für den Abzug und das Verbot von Atomwaffen” (March 23, 2016). https://www.ippnw.de/atomwaffen/atomwaffenfrei/artikel/de/ueberwaltigendes-votum-fuer-abzug-und.html. Accessed January 15, 2021.}

Today, this consensus is beginning to fray. The sweeping changes to European security in the aftermath of Russia’s invasion of Ukraine and the rapidly deteriorating transatlantic relationship that took place under the Trump administration prompted German parliamentarians to reassess their views on nuclear matters. In 2016 and in response to Macron’s speech in 2019, individual conservative lawmakers even flirted with the prospect of a Eurodeterrent, but were quickly whistled back by the CDU/CSU leadership.\footnote{Oliver Meier, “Why Germany won’t build its own nuclear weapon and remains skeptical of a Eurodeterrent,” Bulletin of the Atomic Scientists 76 (2020), p76–84.}

Parties also differed in their response to the demise of the Intermediate-Range Nuclear Forces (INF) Treaty in 2018. While there was broad consensus in 2018 that the German government should champion efforts to save the treaty,\footnote{Prominent foreign policy experts from the governing coalition later made headlines with their own proposal to dissolve the tensions: Russia, they suggested, should station the SSC-8 beyond the Ural Mountains out of reach from European territory, and in return, NATO should offer transparency over its missile defense installations. “Deutsche Abgeordnete schlagen russischen Raketenrückzug vor,” DIE ZEIT (March 2, 2019). https://www.zeit.de/politik/ausland/2019-02/inf-vertrag-abruestung-kiesewetter-muetzenich-vorschlag-9m729-raketen. Accessed January 15, 2021.} important differences came to light once NATO reluctantly fell behind the U.S. decision to withdraw from the INF Treaty. According to the Socialists and the AfD, NATO and the United States were equally to blame for the treaty’s demise and Moscow’s violation
was not a clear-cut matter. All other factions acknowledged that the development and deployment of Russian SSC-8 missiles were clear violations of the treaty and a serious threat to European security.

Still, there was wide disagreement over how Germany and NATO should respond. Overall, Social Democrats, the CDU/CSU, and Liberals were keen to avoid the impression that a large-scale counter-deployment debate was in the making. The SPD ruled out early on that it would support the stationing of new intermediate-range missiles on German soil. Even the majority of the CDU/CSU warned that a tit-for-tat strategy would be the wrong answer; they emphasized focusing on German contributions to nuclear sharing and tactical air defense systems, where parliamentary decisions are to be made. By contrast, the Greens, the Socialists, and the AfD renewed their call for the German government to end nuclear sharing, to exclude the possibility that intermediate-range missiles (nuclear or conventional) would be deployed in Germany, and to allow inspections of NATO’s missile defense installations in exchange for increased Russian transparency over the SSC-8 missiles. Against this background, it comes as no surprise that these cleavages resurfaced once the renewal of Germany’s nuclear-capable aircraft was on the table.

Parliament and the Tornado Replacement Decision

In the case of nuclear sharing, the parliament has a direct influence on Germany’s policy and position since the renewal of the dual-capable aircraft is a budgetary decision made within the Bundestag. That the aging Tornado fleet would have to be modernized had been a well-known fact for years. In 2017, a report to Parliament detailing the readiness of German forces found that of the 93 Tornado aircraft, only 63 could be used by the German armed forces and only 26 aircraft were combat-ready. The Bundesrechnungshof, the Federal Audit Office, detailed that having the Tornado fly until 2030 would cost more than €7.00 billion alone because replacement,
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repair, and development are so expensive. Since early 2019, the Defense Ministry has narrowed the options for replacement to two alternatives: the Eurofighter and the American F-18. This decision was based on three arguments. First, in order to be able to replace the Tornado by 2030, Germany would have to buy existing aircraft “off the shelf.” Second, Germany wanted its decision for the F-18 to be viewed as a “bridging technology” while major future investments would seek to secure the technological know-how and jobs in Europe. Third, Germany also wanted to demonstrate the Defense Ministry's commitment to the Franco-Spanish-German Future Combat Air System (FCAS).

After having postponed the decision to replace the Tornado for years, the Ministry of Defense finally proposed to Parliament the following option: Germany would buy 93 Eurofighters and 45 F-18s, 30 of which will replace the nuclear sharing role of the Tornado. While the government had already agreed to the proposal, the Ministry’s approach caused controversy in Parliament. The Social Democrats, in particular, felt they had not been adequately consulted given the deeply rooted rejection that many parliamentarians hold against Germany’s continued participation in nuclear sharing. Only several weeks prior, the SPD caucus had issued a paper on its vision for arms control asking for “faithful, factual and thorough debate” on the future of nuclear sharing and the replacement of the Tornado.

In an interview for German newspaper Der Tagesspiegel, Social Democratic caucus leader Rolf Mützenich gave a definite answer to the debate: “The U.S. has changed its nuclear strategy in a radical way which makes the use of nuclear weapons here in Europe much more likely. I am of the opinion that we need significant nuclear disarmament. Nuclear weapons on German soil do not increase our security, quite the contrary.” After six years of soul-searching and consultation, and despite a commitment in the government’s coalition agreement to procure new dual-capable aircraft (DCA), government factions were unable to make a final decision on procurement.

Nuclear Sharing: Three Camps and Their Arguments

Broadly speaking, there are three camps when it comes to the future of nuclear sharing. They differ on three key aspects and questions: What are the military uses

61 The Bundesrechnungshof is Germany’s independent audit institution advising and overseeing government spending. The report on the Tornado program was reported on in Bayrischer Rundfunk, “Rechnungshof kritisiert offenbar Weiterbetrieb von Tornado-Kampffjets,” BR aktuell (April 10, 2020).
and risks associated with forward deployed nuclear weapons? Does Germany’s participation in operational nuclear sharing translate into special influence over NATO’s nuclear policies? What would be the effects on alliance cohesion if Berlin left the operative part of nuclear sharing?

The first camp can be termed abolitionists, comprising the Socialists, the left wing of the Social Democrats and the Greens. For these abolitionists, the withdrawal of American nuclear weapons has been a cornerstone of their foreign policy and is set in stone in their party programs for decades. “Nuclear sharing is the supreme insecurity guarantee,” reads the headline of a press statement by Die Linke, Germany’s democratic socialist political party. The Socialists and Greens assert that nuclear deterrence is a fundamentally flawed policy that endangers world peace. In their view, Berlin’s nuclear sharing agreements are to be suspended immediately as they are incompatible with Germany’s commitments under the NPT and its declared policy of championing international arms control.

Prominent leaders of the Greens, the Socialists, and Social Democrats claim that sweeping changes in U.S. nuclear doctrine and posture make existing nuclear sharing arrangements untenable. Recent changes in U.S. nuclear doctrine and arsenals pose great dangers to European security; the development of low-yield warheads and recent changes in the U.S. Nuclear Posture Review, in particular, lower the threshold for nuclear war. They doubt that Germany has increased influence on NATO’s nuclear posture and doctrine, let alone U.S. nuclear policies. In their opinion, the rapid decline of the nuclear arms control architecture underscores that German influence is rarely more than wishful thinking.

A second group may be called uneasy progressives. These Social Democratic and Green parliamentarians certainly struggle to explain NATO’s current sharing arrangements and to convincingly sell their importance to the critical popular base. Still, most would argue that in light of the threat posed by Russia’s nuclear modernization and aggressive behavior in Europe, some form of credible (nuclear) deterrence is needed. Like abolitionists, this camp has voiced doubts about the extent to which tactical nuclear weapons on dual-capable aircraft really serve to increase NATO’s credibility.

For all this criticism, these MPs have warned of the dangers of unilateral German withdrawal. They do not want to be seen as turning a blind eye to Russia’s nuclear saber-rattling and to reward Russia’s violation of treaty obligations such as the Budapest Memorandum or the INF Treaty. Whether in the context of NATO or the E.U., they argue, Germany has a particular duty to reassure its Baltic and Eastern European neighbors.


allies. Thus, calls from Polish commentators and the United States Ambassador to Poland insinuating that U.S. nuclear weapons could easily resurface in Poland, should Berlin have them withdrawn from Germany, were taken very seriously by this group. In times of geopolitical rivalry and great insecurities in Europe, these parliamentarians are acutely aware that unilateral changes would exacerbate existing tensions and generate skepticism about German reliability as a partner in Europe.

It is still important to note, however, that support for nuclear deterrence hinges substantially on the nexus between deterrence and disarmament. Progressive supporters of nuclear sharing have argued that a unilateral German exit would not help reduce the numbers or salience of nuclear weapons. In such a scenario, SPD Foreign Minister Heiko Maas has repeatedly claimed that Germany would lose its ability to impact the disarmament leg of NATO’s policies.67

Last but not least, there is the group of nuclear sharing supporters, composed of liberals and Christian Democrats, and elements of the AfD. In their opinion, the changed European security landscape after 2014 justifies and necessitates the continuation of NATO’s nuclear deterrence posture. Russia’s breach of the Budapest Memorandum and the INF Treaty fundamentally altered the European security architecture. It is thus of immense importance for NATO to avoid decoupling European from American security and allowing different zones of security within the transatlantic alliance. For them, forward-deployed nuclear weapons are an essential element of NATO’s flexible response, as they signal that Russian territory will not remain a sanctuary if Moscow decided to attack a European state with nuclear weapons. They do reject the notion that the U.S. is an unreliable partner or that the populism of the Trump administration affected issues of nuclear deterrence.68

Yet, when it comes to publicly justifying the unpopular German participation in nuclear deterrence, alliance considerations play a larger role. Conservatives underline that nuclear sharing is the most essential element of risk sharing within NATO. Hence, Germany’s foremost interest is being a reliable ally to its U.S. and European partners. Most of all, supporters hold that nuclear sharing gives Berlin a strong say in nuclear decision-making and an influential pro-arms control voice within the alliance, and it also helps to prevent further nuclear proliferation in NATO.

Still, even for conservatives, the commitment to deterrence hinges upon Berlin’s ability to make a positive impact on disarmament and arms control. In the parliamentary debate following NATO’s support for the U.S. withdrawal from the INF Treaty, leading conservative defense committee member Roderich Kiesewetter replied to the repeated calls to end nuclear sharing: “(Socialists) demand the end of nuclear sharing. This is hard to imagine: Russia fills its arsenals with new nuclear missiles, denies transparency over its treaty compliance and in this situation, socialists ask...”

that NATO clears out its shelves. What type of disarmament debate is this in which one side rears and the others disarms? Unilateral disarmament has never been a first step to peace, but also not unilateral rearmament. What this is about is reciprocal disarmament. That is the position of the CDU/CSU."  

The government will only procure a small fraction of the Eurofighters in the current election period. Whether and how Germany will replace the DCA is a decision to be made by 2022–2023; hence, in the coming election period. A review of the arguments made in favor and in opposition to continued nuclear hosting suggests that any future government involving at least one party of the political left (Social Democrats, Greens, or Socialists) will likely find itself in tough negotiations over the issue.

**Missed Opportunity: What is Germany’s Position on Nuclear Deterrence?**  

In the past six years, under the auspices of grand coalition governments, exchanges in parliament on matters of nuclear deterrence and disarmament largely followed a similar pattern. The left-wing opposition accused the government factions and the liberals of investing in NATO’s deterrence measures at the expense of Germany’s commitment to promote confidence-building and arms control, particularly in Europe. In turn, those supporting an increased German commitment to conventional and nuclear deterrence accused the opposition of disregarding Berlin’s alliance commitment and failing to have a realistic view of Russia’s capabilities and intentions. These largely ritualistic debates failed to address a number of questions when it comes to the future of NATO’s nuclear deterrence policy and Berlin’s attitude towards it.

First, parliamentarians have missed the opportunity to argue for more transparency about the military and political purpose of nuclear hosting. One will be hard-pressed to find MPs able and willing to explain the conditions in which forward-deployed nuclear weapons would be used and the ways these weapons add to the credibility of NATO’s nuclear posture. Similarly, parliamentary discussions shed no conclusive light on the question of how continued German hosting grants Berlin a special say in nuclear matters. Opponents of nuclear sharing have argued that no palpable influence on U.S. nuclear policies and international arms control is evident. Supporters have replied that German influence is only limited to NATO’s nuclear strategy but fail to explain in detail what this actually means. It remains largely unclear how Berlin desires to shape nuclear thinking within NATO and whether it has been successful in conveying its position.

Second, given this lack of specificity, Parliament fails to help clarify what the German position on nuclear deterrence, and U.S. nuclear strategy in particular, actually is. As observers have recently argued, Germany largely avoids a deterrence discussion. Supporters of nuclear hosting and nuclear deterrence are very keen to point out that the actual use of nuclear weapons is a very remote possibility. Nuclear weapons remain “political weapons.” To what extent this view is compatible with
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recent changes in the U.S. Nuclear Posture Review and how these U.S. changes affect NATO’s nuclear strategy remain largely untouched questions.\textsuperscript{70}

Lastly, Parliament has repeated its view that deterrence and disarmament are the flip sides of the same coin. Yet, there is a dire lack of concrete proposals for ways that Berlin could advance both goals in the present transatlantic and European environments. Unless Parliament seeks to scrutinize the government over these points, its influence on the nuclear deterrence debate will remain limited.

Cultivating such an in-depth dialogue on matters of nuclear deterrence faces a number of difficulties. For one, in recent years, questions of nuclear deterrence have not been a top issue compared to other foreign policy questions, such as climate change or out-of-area operations. Regaining more detailed knowledge and political interest will take time. Especially when it comes to Germany’s role in nuclear sharing, NATO’s classification policies and corresponding classification by the German government have been an impediment to a more substantive discussion. Last but not least, conventional and nuclear deterrence are subject to discussion in three separate parliamentary committees. While this setup certainly has the benefit of bringing pertinent questions of nuclear deterrence to the attention of a larger number of parliamentarians, it also leads to a certain compartmentalization that obstructs the view of what Germany’s role and position should be on NATO’s nuclear deterrence and how concrete steps towards arms control and disarmament can be achieved. Overcoming some of the taboos and blind spots associated with nuclear deterrence and its relations to arms control efforts is of paramount importance as Berlin finds itself in a rapidly changing security environment.

Introduction

Since the Cold War period, the United States has deployed tactical nuclear weapons in Europe. According to the 2018 Nuclear Posture Review, “their forward presence contributes significantly to the deterrence of potential adversaries and the assurance of allies.” The forward deployment of these weapons is codified in the so-called nuclear sharing arrangements. According to William Alberque, head of the Arms Control and Coordination Section in the Political Affairs and Security Policy Division at NATO, “the weapons were deployed under positive U.S. control and custody, with the agreement of the host nation, and releasable by the President of the United States to the NATO Supreme Allied Commander (who is always an American citizen to maintain U.S. chain-of-authority) for employment in the case of war.” The Netherlands has been a participant in NATO’s nuclear strike mission, and provides dual-capable aircraft (DCA) designated for the delivery of the forward-deployed U.S. tactical nuclear weapons.

This paper will review the domestic nuclear weapons debates in the Netherlands, with a particular focus on civil society and parliamentary debates. Dutch civil society organizations active on this issue include primarily activist disarmament NGOs and a small number of academics and think tank experts. The country’s parliament is also active and remains rather skeptical of the merits of nuclear deterrence, and of the Dutch involvement in it.

According to Dutch scholar Jan van der Harst, the Dutch government sought to examine the potential of hosting U.S. nuclear weapons for both political and economic reasons. In the early years of the Cold War, the Dutch feared becoming a “second-class ally” and were deeply distrustful of schemes for a European deterrent between France, Italy, and Germany, which they thought would open doors to French hegemony over Europe. The obvious solution was to seek as close ties with the United States as possible. The potential stationing of U.S. nuclear weapons on Dutch soil was perceived as working towards cementing the relationship with Washington. At the same time, it provided an option to save on defense expenditures at a time when the

Dutch government was committed to rebuilding the armed forces after World War II, but faced economic headwinds.⁷⁵

According to van der Harst, the strategic rationale was also clear: NATO’s plan to defend Western Europe along the Rhine-IJssel line meant that the Netherlands would be divided in two during conflict. As a result, about two-thirds of the Netherlands would be left undefended from an invading Soviet army. This caused significant unease in The Hague. The potential deployment of nuclear weapons, therefore, was seen by the Dutch political and military elite as moving the battlefield away from the Netherlands towards Germany—where incoming Soviet forces would be engaged using nuclear weapons—thus making the country safe from nuclear fallout.

Yet the government—aware of strong antinuclear feelings among the Dutch, especially among civil society—has never revealed the extent of its support for nuclear sharing.⁷⁶ Parliament remains active on the issue of nuclear disarmament more broadly, and societal relevance drives continuing interest in nuclear disarmament.⁷⁷ Therefore, whenever the Dutch government approaches the issue, it talks of either supporting the “NATO nuclear task” or the “dual-capable aircraft.”

Although the nature of the threat has changed since the end of the Cold War, some of the benefits for keeping the “NATO nuclear task” capability remain. This is particularly true with respect to the political benefit of being seen as a first-class NATO member with special responsibilities (and, presumably, rights) when it comes to the NATO nuclear mission.⁷⁸ The Dutch government also emphasizes that continuous participation in the NATO nuclear task brings tangible benefits to Dutch businesses and helps maintain niche expertise, such as the aerospace industry.⁷⁹ More fundamentally, however, the Dutch government considers the NATO nuclear deterrent as essential to the maintenance of European and Dutch security.⁸⁰
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⁷⁵ van der Harst, “Kernwapens? Geen Bezwaar.”


Civil Society: Loud NGOs and a Small Expert Community

The present activity of the Dutch disarmament NGOs is part of the historical peace movement that was active in the Netherlands during the Cold War. Even though the activities of the peace movement decreased after the end of the Cold War, Dutch disarmament NGOs remain the most active organizations globally when it comes to the promotion of nuclear disarmament. At present, the loudest voice in the pack comes from PAX for Peace with its No Nukes team, which builds on the legacy of the Inter-church Peace Council and Pax Christi, two organizations dating back to the early years of the Cold War. The oldest voice comes from the Dutch Association for Medical Polemology (NVMP), the Dutch branch of the International Physicians for the Prevention of Nuclear War, the Dutch Red Cross, Dutch Humanist Association (HV), and religious representatives. In addition, a plethora of smaller NGOs and religious actors draw on the history of civil society involvement in favor of nuclear disarmament.

PAX draws on the history of the Inter-religious Peace Council (Interkerkelijk Vredesberaad, or IKV), the leading nuclear disarmament civil society actor in the Netherlands in the 1980s. IKV was the organization responsible for bringing half a million Dutch people to Malieveld, a park in The Hague, to protest against the deployment of U.S. cruise missiles in 1983. IKV merged with Pax Christi, a Catholic peace movement, in the early 2000s, and then changed its name to PAX a decade later in 2014.

The PAX No Nukes team is the group most present at the global level. As a member of the International Campaign to Abolish Nuclear Weapons (ICAN), PAX No Nukes is a member of the global network of NGO activists against nuclear weapons. The No Nukes team also has a strong domestic footing. It was the leading force behind the citizens’ initiative, which led to Parliament mandating Dutch participation in the Open-Ended Working Group on Nuclear Disarmament (OEWG) and the ban treaty negotiations. PAX No Nukes is also behind the campaigns such as Don’t Bank on the Bomb, which aims to exert pressure on financial actors to divest from the nuclear weapon enterprise. PAX claims credit for the divestment by ABP, the Dutch civil sector pension fund—one of the largest pension funds in the world—as well as by the pension fund of the Dutch railways, although it has never been credited by these institutions.

PAX also has an active youth outreach program, something other nuclear-focused NGOs lack. It is particularly active among students at Dutch universities; it runs a Nuclear Diplomacy Crash Course, for example, whereby students participate in an NPT


Preparatory Committee (PrepCom) and can undertake an internship with PAX. While the activism of PAX is undertaken today within the secular language of the humanitarian impacts and financial costs of nuclear weapons, the organization still enjoys its connection with the Dutch Council of Churches (Raad van Kerken).

Other members of the Dutch NGO community are much smaller. The Dutch Red Cross enjoys strong legitimacy generally afforded to the Red Cross as an impartial guardian of international humanitarian law. Other NGOs draw mainly on their historical legacies (such as the NVMP or the HV). While these organizations regularly organize events, their supporters—and representatives—often represent older generations.

The loud public voice of NGOs is only weakly balanced by a much smaller think tank and academic presence in the debate. As the list of speakers in the summer 2019 parliamentary hearing shows, the number of independent experts on the issue of nuclear weapons in the Netherlands is fairly limited—there is a long-running joke that the community could meet for lunch at a small table. Aside from Sico van der Meer at the Clingendael Institute and Niels van Willigen at Leiden University, very few experts contribute to the public debate. These contributions are often factual and related to numerous developments in the world of nuclear weapons—for example, the North Korean nuclear program or developments in Russia.

Civil society in the Netherlands is divided among the activists who are happy for the country to take unilateral steps towards disarmament and believe this might have broad consequences for the world at large, and the hesitant expert group, which believes that the nuclear superpowers need to begin the steps towards nuclear disarmament. The Dutch Parliament’s view is much closer to the activists, while the view of the executive branch is closer to that of the experts.

Parliament: Does Anyone Believe in Nukes?

Given the involvement of Dutch NGOs in the nuclear field, as well as the broad societal support for the goals of nuclear disarmament, the Dutch Parliament has been active on the issue as well. The following analysis provides an overview of the most recent developments. The present activities of Parliament are largely centered around two topics: the future of the Dutch “nuclear task” within NATO as well as the Dutch participation in the TPNW. As might be expected, the two are interconnected.
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The discussion about the participation in the NATO nuclear task focuses on the Dutch possession of the dual-capable F-16 fighter jets to be replaced in the future by the F-35 Joint Strike Fighter (the delivery of the first F-35s started in 2019, and the currently purchased jets should be delivered by 2026). With the exception of the liberal People’s Party for Freedom and Democracy (VVD) and the populist Party for Freedom (PVV), all other Dutch parties have flirted with unilateral nuclear abolition in recent years.

**The TPNW and Unilateral Disarmament**

Participation in the TPNW has been one of the major ways in which the Dutch Parliament has shaped the nuclear disarmament agenda. In 2015, a motion was passed to compel the government to substantively contribute to the international negotiations on the TPNW. While members’ motions are not legally binding, they carry substantive political weight. This particular motion, submitted by Sjoerd Sjoerdema of the liberal Democrats 66 party, led the Dutch government to participate in the OEWG, organized in follow-up to the UN General Assembly Resolution adopted in 2015.

Sjoerdema’s motion also gave momentum to NGOs to push for Dutch participation in the ban treaty. The fruits of this impetus materialized soon. In the summer of 2015, PAX, together with the Dutch Red Cross and the socially responsible ASN Bank, led the effort to collect signatures under the so-called “citizen initiative” to ban nuclear weapons in the Netherlands. At the end of September 2015, the NGO submitted the proposal to the Dutch Chamber of Representatives (Tweede Kamer) with 45,608 signatures. The proposal noted the humanitarian risks associated with nuclear use and the risks of accidental use. The report clearly stated that banning nuclear weapons and their stationing in the Netherlands would not have any negative consequences for the Dutch standing within NATO.

In line with the Dutch parliamentary procedure, the Dutch government submitted a response in February 2016. The government welcomed the citizens’ involvement and appreciated the opportunity provided by the OEWG to push for new measures in relation to nuclear disarmament. The letter also mentioned, however, that the momentum will be there “only if the participants remain ready [for dialogue] and adopt a constructive attitude.” The government also highlighted that any unilateral steps
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would have consequences for NATO as a whole and Dutch participation in the different arms control mechanisms, such as the NPT, the Non-Proliferation and Disarmament Initiative (NPDI), the International Partnership for Nuclear Disarmament Verification (IPNDV), and the Fissile Material Cut-off Treaty (FMCT) talks.

The mandatory follow-up parliamentary debate in April 2016 pitted proponents and opponents of a unilateral ban against each other. The opponents, primarily drawn from the ruling liberal People’s Party for Freedom and Democracy (VVD) as well as from the populist Party for Freedom (PVV), argued primarily that while nuclear disarmament is desirable and that the Dutch government should continue its involvement in the issue, isolated action without cooperation with other alliance partners will lead to isolation. “An isolated position only causes the rest to ignore you,” said Han ten Broeke, VVD’s foreign affairs spokesperson. The proponents, drawn primarily from the other parties including the Labor Party (PvdA), a coalition party that held the Foreign Ministry, highlighted the risks associated with nuclear weapons and the moral pressure emanating from support for the OEWG. Harry van Bommel of the Socialist Party argued:

“The idea seems that as long as Russia does not disarm, the United States and NATO should not be expected to disarm unilaterally. On [this point], the Socialist Party is much more in favor of the position of the Secretary-General of the United Nations, Ban Ki-moon, whom we received in the House of Representatives last week. He urges everyone to be the first to take steps and not wait for others to start disarming. If they take the lead themselves, others will follow, said Ban Ki-moon.”

As a result, the debate prompted filing of 13 motions by the MPs, 11 of which pushed for unilateral steps or urgent negotiations on ceasing the Dutch participation in the NATO nuclear task. One even pushed for the Dutch government to deliver a concrete time plan for complete nuclear disarmament. Only two took a position in favor of the continuous participation in the NATO nuclear task.

Of the 13 motions, four were adopted, mostly with the votes of the VVD and PVV voting against. However, the motions calling for immediate unilateral disarmament motions put forward by the Socialist Party were defeated. Parliament adopted the following (nonbinding) motions:


• To make all bilateral agreements related to the “nuclear weapons task within the NATO context and the one squadron of F-16s charged with this task” as well as to the “physical implementation of the placement and maintenance of these nuclear weapons” accessible to the House.95
• To make use of the moment of “undesired modernization of nuclear weapons in Europe” to push for global nuclear disarmament.96
• To participate in the OEWG and encourage other NATO states to do the same.97
• To cooperate with the United States to phase out the Dutch nuclear weapons task.98

In August 2016, the Dutch government, along with other NATO countries, voted against the start of negotiations on an international legal instrument to ban nuclear weapons. When pressed to explain this vote, the government maintained that holding the negotiations in the absence of nuclear weapons possessors—in the way proposed by the OEWG—was against the Dutch nonproliferation policy of the last quarter of the century. The government announced that it was in favor of a step-by-step approach, which did not appease the chamber.99

To a large degree, parliamentary pressure on the government is responsible for the government’s decision to participate in the ban treaty negotiations in the spring and summer of 2017. The Netherlands was the only NATO country that took part in these negotiations and the only one that voted against the draft of the treaty that was produced at the end.100

The story of the citizens’ initiative is often seen as a great success by the Dutch NGO community, although it highlights the limits of the debate. While the initiative had a much broader goal—similar to the provisions of the TPNW—the parliamentary discussion was limited to the Dutch participation in the NATO nuclear weapons task.101 The proponents of ending the Dutch participation have argued that such
steps would not endanger the Dutch standing within the alliance, but they would substantively contribute to global nuclear disarmament.

The government put a damp cloth on such enthusiasm. Their response in multiple rounds of debates related to the citizens’ initiative has highlighted the limits of the Dutch ability to effect change when it comes to global nuclear disarmament. Coming from the traditional middle-power perspective, the Dutch government, in its letters to the House of Representatives, consistently argued that participation through multilateral organizations is the most fruitful way to advance global nuclear disarmament—while highlighting the geopolitical difficulties related to nuclear disarmament in Europe. The position of the then-minister Bert Koenders is also curious; he was tasked with defending a government policy in the parliament against his own PvdA. The irony of this constellation was not lost on domestic observers.

**Post-Ban Treaty Activity**

Yet, the Dutch rejection of the ban treaty did not mean the end to the Dutch Parliament’s zeal for disarmament. Since 2018, Parliament has passed nine motions on nuclear disarmament, including:

- calls for the government to develop a strategy to promote nuclear disarmament worldwide
- a study on the compatibility of the TPNW with the existing international and domestic legal obligations in the Netherlands
- calls for the government to save the INF Treaty “with all means necessary” and to prevent any deployment of new nuclear weapons to Europe

In March 2018, in light of the ongoing discussions, the Dutch government requested an advisory report from the Advisory Council for Foreign Relations (AIV) about the role of nuclear weapons in the future. The report was delivered in January

---


While the report is not an official document, AIV’s reports enjoy broad legitimacy and high regard. In the summer of 2019, the Foreign Affairs Committee of the Parliament also held a public hearing about the advisory report. The Committee invited representatives of the NGO community, as well as a number of Dutch and international experts, to discuss the report and the future direction of Dutch nuclear policy. Unsurprisingly, the NGO representatives were strongly in favor of unilateral disarmament while the experts highlighted the difficulties related to the international security environment, as well as the complications stemming from the limited power held by the Netherlands to actually affect change in the nuclear world.

The public debate was followed by a parliamentary debate with the Ministers of Foreign Affairs and Defense. During this debate, the MPs from the Green Left, Labor Party, and the Socialist Party pronounced themselves clearly against continuing the nuclear task in the Netherlands. On the other hand, the liberal VVD, leading the current coalition and currently holding the foreign ministry portfolio, took the position that the existence of nuclear weapons is a reality, as is the fact that disarmament cannot happen overnight. Interestingly, however, the D66, a liberal party that earlier pushed for numerous unilateral steps but is now in the government, recognized that the current security situation makes unilateral steps difficult.

**Dual-Capable Aircraft**

Nuclear disarmament and nuclear deterrence are raised frequently in the framework of the debate over the F-16 fighter jets and their replacement. These fighter jets have a nuclear task and are dual-capable—something to which the Dutch Parliament has repeatedly objected. In 2014, the Parliament passed a motion, proposed by Socialist Party member Jasper van Dijk, that called for the prohibition of the means of delivery of nuclear weapons in the replacement of the F-16 fighter jets. While the Parliament has been outspoken on this issue, the current plans of the government are for the F-35s to have a nuclear mission, a view supported in the AIV report. The discussion remains sensitive, and the NGOs continue to raise this issue. The sensitive nature of the F-16 issue was highlighted after the popular television documentary series Zembla aired an episode called “Target Volkel” (“Doelwit Volkel”), which dealt with the associated uncertainties related to the operational

---


considerations of potentially using tactical nuclear weapons in wartime. One week after the episode aired, members of the House of Representatives, Martijn Van Helvert (Christian–Democratic Appeal, a coalition party), Sjoerd Sjoerdsma (D66, also a coalition party), and Bram Van Ojik (Green Left, an opposition party), as well as Sadet Karabulut (Socialist Party, opposition) petitioned the Minister of Foreign Affairs and the Minister of Defense to provide more transparency related to Dutch participation in NATO nuclear sharing. The government, again, hesitated to provide any further information, arguing that doing so would go against alliance commitments and associated legal obligations.

There is no doubt that NGOs, in cooperation with more left-wing parties within the Parliament, are happy to push for unilateral steps on nuclear disarmament, including removal of the nuclear task capability from the Dutch squadron of F-16s (and the future squadron of F-35s). The Advisory Report expressed that if the Netherlands was to do so, other NATO members closer to Russia could become interested in picking it up. Such a step would, according to AIV, be “interpret[ed] as a serious provocation” by Russia. As seen from The Hague, unnecessarily irking the Russians would not contribute to peace and security. The contribution to the NATO nuclear task is therefore seen as the lesser of two possible evils. The Dutch government, in its own reaction to the report, adds that thanks to Dutch participation in the NATO nuclear task, the country “more forcefully and more effectively perform[s] in the field of arms control.”

Although the next elections are scheduled for March 2021, it is not likely that the future government would reverse the policy on F-35s. First, it might be too late to reverse some of the technical specifications, which might be, by then, negotiated and paid for. Second, the case of the former Labor Party foreign minister Koenders shows that even representatives of the abolitionist parties moderate their position once in government. And third, the Dutch government is unlikely to be the first one to reverse nuclear sharing policy (from among the NATO countries). At the same time, external developments (e.g., ending nuclear sharing in other NATO countries in Europe, or difficulties within NATO) might prompt revisiting this policy.


Conclusion

In the domestic debates about nuclear weapons and deterrence in the Netherlands, one can quickly note a certain tension between the activism present in a large part of the population (civil society and political parties), and the pragmatism and deterrence thinking present in the expert community and government.

The parliamentary debate in the Netherlands is similar to the debate in Germany, as identified by Pia Fuhrhop in this volume. While the abolitionist camp is small in Germany, this camp is rather large in the Netherlands. At the same time, the proponents of NATO’s nuclear sharing arrangements fall between the uneasy progressive and the supporter groups. As in Germany, publicly defending Dutch participation in nuclear deterrence is not easy since the general public is opposed to nuclear weapons.

The arguments levelled by the activist NGOs and many parliamentary parties may appear rather rosy-eyed and optimistic to experts at first sight. While numerous discussions are held in the Parliament and NGOs are active in promoting their message, there is very little public discussion about the benefits of nuclear deterrence for Dutch security, the value of the “nuclear task,” or the role of nuclear weapons in military strategy. One of the reasons for this, however, is the absence of public discussions, at the expert level, about nuclear weapons and their purpose in the Netherlands. While it is obvious that there is a need to maintain certain military secrets, there is little discussion, for example, about the circumstances under which tactical nuclear weapons could be used, or what benefits they provide.

An argument could be made that participation in NATO’s nuclear sharing arrangements is fundamentally a political statement by successive Dutch governments to the transatlantic alliance. If that is indeed the case, then the government might be well advised to be more outspoken about the benefits it believes to reap from Dutch participation in NATO. Not doing so exposes the government to attacks—from the opposition or civil society—in the long term. Furthermore, justifying government policy in the eye of the electorate is an important element of the accountability and legitimacy of democratic governments.

The current level of discussion—torn between popular activism and technocratic pragmatism—leads to the two sides talking past each other. While NGOs invest heavily in campaigns (like PAX’s City Appeal, which is unlikely to change anything on the ground), the experts and government tiptoe around sensitive issues instead of making a broader statement. This policy is understandable, as nuclear weapons do not win votes easily. But the Netherlands is not unique in this regard. There is probably no country in the world—with the possible exception of the United States and Russia, and perhaps India under Modi—where nuclear weapons are a “vote winner.” More government openness about the goals it pursues with (rather costly) public policies would go a long way. Shaping the discussion proactively could help the government shape the debate on its own terms, instead of being reactive.
In the current discussion, the policy agenda in the public sphere is carried by the NGOs and parliamentary abolitionists, which puts the government on the defensive. This defensive position makes the policy look less like a result of purposeful choices by successive Dutch governments. After all, there must be a series of good reasons—good in the minds of the Dutch civil servants and politicians—why participation in extended deterrence has been seen as a “good idea.” In a country where all sorts of issues are being openly discussed in public, one would expect the government to be more proactive in its shaping of the discussion rather than always appearing caught off guard.
French Perspectives on Disarmament and Deterrence
Emmanuelle Maitre

Introduction
French nuclear policy has traditionally escaped domestic debates. Since President Charles de Gaulle, it has been seen as the ultimate prerogative of the head of state. Since the Socialist Party came to support the nuclear deterrent at the end of the 1970s, the political arena has been rather quiet on these issues. Deterrence strategy has therefore been crafted with little input from civil society or political parties, except on the issue of nuclear testing. The reduction of the French nuclear arsenal in the 1990s, for example, was decided by the top and followed security and budgetary considerations—it received little publicity at the time.

In recent years, there has been a visible effort to promote French involvement in disarmament efforts and to display its compatibility with deterrence. Contrary to the situation in the United Kingdom, it would be difficult to link this more active policy to domestic pressure. In France, parliamentarians rarely ask the government to pursue disarmament efforts. More generally, military nuclear issues are absent from political discussion and no political party emphasizes nuclear weapons as a key policy issue. In civil society and among activists, opposition to nuclear weapons is extremely limited and is largely obscured by the mobilization against civilian nuclear power. While it is frequently suggested that the public maintains a “consensus” on the nuclear issue, this is probably overstated. More plausibly, there is a lack of active opposition and even lack of public interest in nuclear weapons. In combination, the influence of domestic drivers in framing nuclear policy is limited; French nuclear policy remains largely discreet, decided and implemented with little public scrutiny. Internal debates are more or less restricted to a small community of policymakers and experts, which generally focus on international trends, new military developments, and budgetary considerations.

A Strong Continuity in Deterrence Policy
The French position on deterrence is marked by an important degree of continuity. Changes since the end of the Cold War have been slow and measured, even if both the structure of its nuclear forces and doctrine have undergone adjustments to adapt to a radically transformed environment. In principle, the nuclear deterrent is seen as the ultimate guarantor of French sovereignty and independence, and it remains a priority mission. In many ways, it structures the organization of the armed forces

and the acquisition of equipment. It also requires a significant budgetary effort.\footnote{113} To emphasize its importance, every French president since the 1980s has visited the nuclear forces and delivered a key speech on deterrence, emphasizing their ultimate decisionmaking authority on the use of nuclear weapons.

The key role of nuclear deterrence has also been regularly recalled in official documents. White papers, strategic reviews, and other declarations have reaffirmed the irreplaceable role of nuclear deterrence, even during periods when the nature of threats and priorities may have created pressures to reduce the resources dedicated to the nuclear mission.\footnote{114} However, the annexation of Crimea and the resurgence of territorial threats within the European space, as well as more competitive dynamics between major powers worldwide, have reemphasized the role and applicability of deterrence in the 21st-century security environment.

This consensus on the necessity of deterrence, however, does not exclude debates on its adaptation to the current environment. In his latest speech on deterrence at the Ecole Militaire in February 2020,\footnote{115} President Emmanuel Macron reiterated the main tenets of French policy but also tried to open the discussion. First, he emphasized the role of arms control for security and stability, adding that while France is not at a level where it can participate in arms reductions, it should, alongside other European partners, have a say in regional and global arms control discussions. Second, the President evoked the role that French nuclear forces can play for European security and invited European partners to join the discussion and potentially partake in some exercises.

While very conservative in doctrine and structure, deterrence in France has the ability to adapt to new challenges and environments. Moreover, the issue is increasingly considered in connection to disarmament and arms control commitments.\footnote{116} As the Macron speech showed, France tries to balance deterrence and arms control, and demonstrate the implementation of its obligations under Article VI of the NPT.

**Efforts in the Field of Disarmament Mostly Motivated by International Dynamics**

France is often described as one of the most cautious of the NPT’s five nuclear-weapons states on the question of disarmament. It has even been labelled as “the last to disarm.”\footnote{116} Its public stance on the TPNW has renewed perceptions of Paris as...
the most intransigent P5 member. The narrative used domestically and abroad in support of deterrence may even appear to contradict the ultimate goal of eliminating all nuclear weapons; this narrative assumes that a world free of nuclear weapons might be more dangerous than the current environment underpinning existing deterrence relationships.

France’s caution in addressing nuclear disarmament can be explained by several factors. First, there is a desire to keep the disarmament debate connected to the security environment. According to Paris, the general security context, the risk of proliferation, and the remaining stockpiles of other weapons of mass destruction (WMDs) are threats that need to be addressed before further reducing nuclear stockpiles. Second, France is generally anxious about any legal proceedings that may have an impact on its operations. Thus, France refuses to debate the humanitarian consequences of nuclear weapons to avoid questions about the legality of deterrence, specific doctrines, and practices. Finally, the official doctrine of the complete independence of the French forces and the absolute sovereignty of the President in any decision about nuclear weapons limit the ability of diplomats to commit to any disarmament process that could tie the hands of the head of state during a crisis.

Despite this often-reluctant posture and the doubts expressed about achieving a nuclear-free world, the French have an arguably commendable track record on disarmament. France reduced its nuclear arsenal by half in the 1990s and later entirely dismantled its ground-launch nuclear systems. It has cut its number of submarine platforms from six to four and air fighter squadrons from three to two. France has also dismantled its fissile material production facilities as well as its nuclear testing center. In addition, it has made notable efforts to demonstrate transparency. In 2015, for example, President François Hollande disclosed—in unprecedented detail—the composition of the French arsenal, that the budget allocated to nuclear forces is available online, and that the doctrine is discussed

117 Statement delivered by Yann Hwang, Permanent representative of France to the Conference on Disarmament in Geneva, within the framework of the debate on “Nuclear weapons” of the first committee of the 74th United Nations General Assembly in New York, October 22, 2019.
118 See, for example, Statement delivered by Yann Hwang, Ambassador, Permanent representative of France to the Third Preparatory Committee of the Nuclear Non-Proliferation Treaty Review Conference, Nuclear Disarmament, New York, May 2, 2019.
at the international level in NPT forums.\textsuperscript{122} Paris increasingly realizes the importance of communicating its efforts more openly and being more positive about progress to date. This has led to a greater political involvement in disarmament initiatives. For instance, France is very outspoken about its support of the Comprehensive Nuclear-Test-Ban Treaty (CTBT). Paris has also taken more efforts to communicate its disarmament policy in Paris, Geneva, and New York, and is an active member of the International Partnership for Nuclear Disarmament Verification (IPNDV). In 2019, France partnered with Germany on a multilateral verification exercise, dubbed NuDiVe. France’s incentives to work on disarmament are mostly derived from international concerns. First, France is interested in preserving a functional and effective nonproliferation regime. In particular, this means making sure that the NPT remains the cornerstone of international security and that its provisions are properly implemented and accompanied by a strong and relevant regime. As most countries emphasize the need to deliver concrete measures on all pillars of the Treaty (nonproliferation, disarmament, peaceful uses), French authorities recognize the importance of “delivering” on the disarmament objective. This has been visible in the transparency and openness efforts displayed in Geneva in February 2020. In anticipation of the NPT Review Conference, France organized a seminar open to civil society and a selection of nonnuclear weapon states.

France today describes its efforts with regards to disarmament as exemplary, with a special emphasis on the irreversible dismantlement of fissile material production facilities and the Pacific nuclear testing center. It also refers to the deep reductions made since the Cold War, as well as its diplomatic efforts to adopt a Fissile Material Cut-Off Treaty (FMCT) and for the entry into force of the CTBT. More recently, it has participated in initiatives on strategic risk reduction measures and nuclear disarmament verification.\textsuperscript{123} For Paris, implementing these policies is consistent with ensuring the credibility of nuclear deterrence. France emphasizes the stabilizing role of deterrence in a contested security environment and underlines its compatibility with the NPT.\textsuperscript{124}

In parallel, France also has to consider the issue of disarmament in a European context. As one of the European nuclear powers in NATO, and the only remaining nuclear weapon state in the European Union, France has an interest in preserving as much unity as possible on the continent on the question of nuclear deterrence. This is especially useful when dealing with key partners such as Germany. To limit confrontation with allies in Europe, France seems to be pursuing a double strategy. On the one hand, it slowly attempts to Europeanize the debate on nuclear deterrence and works to maintain unity on the relevance of preserving a nuclear deterrent in Europe.


\textsuperscript{124} Emmanuel Macron, “Speech of the President of the Republic on the Defense and Deterrence Strategy.”
These efforts are evident by French insistence on NATO’s nuclear role, its support for keeping U.S. nuclear weapons deployed in Europe, and its attempts to increase the knowledge of European partners on capabilities and doctrine—for instance, through visits of key installations.

On the other hand, Paris is aware of antinuclear public opinion in these countries and therefore tries to make some gestures to assuage the fears of pro-disarmament constituencies. This includes supporting arms control, engaging with nonnuclear weapon states and NGOs, promoting transparency on doctrines and arsenals, and participating in nuclear verification exercises. Cognizant of the challenges facing some NATO governments currently supportive of NATO nuclear policies but under domestic pressure to disarm, France recognizes the importance of efforts demonstrating the efficacy and soundness of step-by-step disarmament.

While France’s deterrence policy puts emphasis on the notions of independence and national interests, its disarmament policy is in many ways driven by international concerns. Both largely escape domestic debates as neither the political sphere nor civil society play a big role in military nuclear issues. This situation is often explained by a “consensus” among French society on the role of deterrence. This consensus is likely shallow, and several factors may explain the lack of discussion on this topic at the domestic level.

**A Question Absent from Political Discussion**

The nuclear issue is basically absent from election campaigns today. This is mostly because nuclear issues are not a priority consideration for voters, but also because the main candidates generally share the same views on these issues and therefore have little incentive to differentiate themselves from their opponents. This may seem surprising given that recent presidents have had to make essential decisions on nuclear weapons, such as the investment in a new generation of nuclear submarines—one component of the French nuclear dyad.

During the 2017 presidential elections, the major candidates made infrequent references to military nuclear issues. For example, then-candidate Emmanuel Macron’s En Marche party specified that if elected, Macron would proceed with “the modernization of the nuclear deterrent, guarantee of France’s security. This effort will affect naval and airborne forces.” On the far right, Marine Le Pen (then Front National, now Rassemblement National) also committed to preserve and modernize all components of the French deterrent, with a commitment to raise the percentage of the GDP dedicated to defense. She insisted on the need to withdraw France from NATO’s integrated military command and to forsake any project on European defense.

---


On the mainstream right (Les Républicains), candidate François Fillon noted that “the era of nuclear weapons is not over, quite the contrary, it is getting more relevant.” He promised to modernize strategic forces. This position was also sustained on the mainstream left, with the Socialist Party declaring that “sustaining the nuclear deterrent is not in debate” and that it is key to “national independence.” The far left, however, is fragmented with different movements holding different views. Only La France Insoumise, led by Jean-Luc Mélenchon, and the ecologist party Europe Ecologie-Les Verts (EELV), led by Yannick Jadot in 2017, evoked the issue of nuclear weapons during the presidential campaign.

Jadot advocated unilaterally eliminating the ground and air components, even though the ground component was entirely dismantled in 1998, and he supported the negotiation and ratification of the TPNW. He even went so far as to advocate for a referendum on nuclear disarmament. Interestingly, the EELV is often allied with the Socialist Party (PS). In 2017, the two parties worked on a common platform: the PS agreed to concessions on EELV positions on civilian nuclear energy but retained its pronuclear deterrence stance. This suggests that the question of nuclear energy is deemed more sensitive and critical for Green-leaning politicians than the issue of nuclear weapons.

The biggest critic of France’s official deterrence posture was Jean-Luc Mélenchon, leader of La France Insoumise. While he described deterrence as “an essential element of our protection” ensuring a “national potential of technological and industrial high-level expertise,” he proposed withdrawal from NATO and was especially critical of the Alliance’s missile defense investments. He also advocated, albeit fleetingly, for the elimination of the strategic air component. However, this proposition did not appear in an official platform, only in a journal dedicated to military issues.

Since the 2017 presidential elections, nuclear issues have been almost entirely absent from the political debate. The two parties most critical of French nuclear policies are extremely quiet on the topic. The official platform of La France Insoumise


does not mention deterrence or nuclear weapons. They have, however, detailed a plan to stop the use of nuclear energy. Similarly, the official documents and communiqués of the EELV only evoke the issue of civilian nuclear energy. Some party leaders have occasionally expressed support for disarmament, especially on social media, but this remains rare and indicates that it is not a strong priority.

As NGOs supporting the goal of disarmament remain mostly outside of political debates, there is very little opportunity for political leaders to reflect on the issue at all. The only exception to this relates to the recent ICAN efforts to collect the endorsement of city authorities. In August 2020, 25 French cities were signatories of the Cities Appeal, most notably Grenoble and Paris.133 While Grenoble pressed the government to join the TPNW, Paris did not make a public appeal and the decision did not lead to any further discussions on disarmament.134

**Limited Discussion on the Cost of Deterrence in Parliament**

In recent years, the only political fora for discussing deterrence have been low-key debates on the defense budget. The French Parliament (National Assembly and Senate) is responsible for approving the annual budget, and since 2001, Parliament has increased authority to endorse funds for specific missions and programs.135 That being said, the executive branch maintains strong leadership over defense and security issues, and the parliament has usually been very supportive of the policies advanced in these areas.

Today, discussions on defense budget laws are well-informed and well-documented. The defense committees produce detailed reports on the bills submitted by the Ministry of Armed Forces. Opposition to the proposals are extremely rare and the legislative branch is largely aligned on matters relating to security; the adoption of a three-year planning law of military spending in 2018, for example, led to only limited discussions. The only exceptions have come from Communist lawmakers (2% of the National Assembly), who have proposed several amendments to reduce nuclear weapons-related expenditures.136 While no fundamental debate has taken place, the main parties have systematically rejected these propositions and have supported government efforts to modernize the French deterrent. The Communist group has since refused to vote for the budget allocated to nuclear forces. The other far-left


135 In 2001, Parliament passed a new organic budget law, the Loi Organique relative aux Lois des Finances (LOLF), which granted greater parliamentary authority and oversight over government spending.

136 France, National Assembly, “Ordinary Session of 2017–2018, Parliamentary Debates, Second Session” (March 21, 2018). In particular, they proposed to reduce the cost of French modernization, suppress the airborne component, allow greater parliamentary authority on investment decisions, and review the doctrine linked to nuclear weapons. The underlying rationale for these proposals was the lack of independence of French security strategy, and a strong call to withdraw from NATO. See, for example: France, National Assembly, “Ordinary Session of 2017–2018, Parliamentary Debates, First Session” (October 30, 2019) and France, National Assembly, “Amendment N°II-630, PLF POUR 2020 – N°2272” (October 25, 2019).
group, La France Insoumise (3% of the National Assembly) has also called for a reduction of the budget of the airborne component and its gradual phase out.

**French Public Opinion on Nuclear Weapons: “Consensus” or Lack of Interest?**

The French Ministry of Defense commissions regular surveys on defense and security. Historical data shows an increase in support for the nuclear mission since 2012 (Figure 1), which coincides with the deterioration of relations with Russia and the growing support for the armed forces following, in particular, their role in fighting terror attacks in France and abroad. Among the latest consultations, in 2017, 72% of respondents supported maintaining the French deterrent, with 60% agreeing that it “had to be modernized to remain credible.”

**Figure 1. Ministry of Defense Polls 2012–2017**

Curiously, the same company commissioned by the Ministry of Defense [prominent French polling and market research company Institut français d’opinion publique (IFOP)] was also used by two disarmament advocacy groups. These polls found very

---

137 This study was conducted with a panel of 1000 online respondents.
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different results. In 2015, the Action des Citoyens pour le Désarmement Nucléaire commissioned an online poll with two questions. The first asked respondents if they would “support the negotiation and ratification of a treaty banning nuclear weapons with an effective and mutual verification regime.” Of those responding, 74% answered yes and 26% answered no. The second question asked respondents if they would favor the organization of a referendum on this issue; this gathered a 74% approval rating. Similar figures were obtained in 2012. In 2018, 67% of respondents indicated that France should commit to the TPNW in a new poll commissioned by the Catholic newspaper La Croix and the non-governmental organization (NGO) Mouvement de la paix. According to this survey, only 44% of the respondents were in favor of modernizing the nuclear deterrent (missiles and submarines).

Figure 2. La Croix/IFPOP 2018 Survey

The contradictions of these figures, obtained through similar methodologies and by the same polling institute, demonstrate the difficulty of ascertaining French public opinion on nuclear weapons. These inconsistencies might be due to several factors, including biased question framing, acquiescence bias, a tendency to answer yes to a question, and a lack of representation among survey respondents. At the very least, these inconsistencies suggest that our understanding of French public opinion on nuclear weapons is inadequate, and further research is required to properly gauge these


140 “Sondage exclusif «Election présidentielle: les Français et les dépenses militaires»,” IFOP pour le Mouvement de la Paix (March 2012).
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opinions. Establishing a solid public consensus on the French nuclear arsenal would probably require a larger public debate and increased knowledge on the issues.\textsuperscript{143}

The “French consensus,” often praised by military officials, seems to be either nonexistent or mostly the fruit of a lack of opposition, which itself stems, in major part, from a lack of interest. Events organized on the topic only draw a very small specialized community, and publications of books, papers, or articles attract a limited readership. For some journalists, this lack of interest may be explained by the apparent remoteness of the danger (compared, for instance, to the fear of a nuclear accident in a nuclear reactor) and the absence of political division on the issue.\textsuperscript{144} For others, military nuclear issues fail to capture the attention of the public since the termination of nuclear tests, which were a visual and controversial manifestation of the environmental cost of nuclear deterrence. Finally, other commentators suggest that journalists may be hesitant to criticize French nuclear policy in order to preserve their access to information in defense circles.\textsuperscript{145}

That being said, the issue has nonetheless received increased visibility in the public sphere and in the media—several conferences and colloquiums have been organized but have ultimately failed to gain noticeable traction amongst the public and parliamentarians. Several books have been published, but generally reflect the official government positions.\textsuperscript{146} The mainstream media have covered salient nuclear developments on Iran and North Korea, as well as fears of a new arms race between the United States and Russia. The adoption of the TPNW and Pope Francis’ statements on nuclear disarmament were also reported. At the same time, the tone adopted by this coverage is usually neutral or skeptical, and only one activist defended the prodisarmament stance. By emphasizing the dangers of the current environment, these articles are consistent with a narrative underscoring the difficulty of imagining disarmament in the short term and the dangers of unilateral disarmament. This increase of discussion in the media has not politicized key decisions with respect to French nuclear modernization.

It is difficult to speculate how a frank and open public debate on nuclear deterrence in France may impact these trends. On the one hand, political consensus and the lack of public knowledge and interest might translate into the absence of opposition or


\textsuperscript{146} Bruno Tertrais, La France et la Dissuasion nucléaire: concepts, moyens, avenir, La Documentation Française (2017); Nicolas Roche, Pourquoi la Dissuasion, Presses Universitaires de France (2017); Nicolas Hautais (Ed.), La France et l’Arme Nucléaire (Paris: CNRS Editions, 2019).
lack of concern about the tenets of nuclear deterrence. On the other hand, there is a reluctance, particularly within the military, to draw public scrutiny to an issue which has so far been dealt with only at the highest level. It may indeed seem to some as an opening of Pandora’s box, and an invitation for controversy where none exists. The example of other European countries, where debates around the legitimacy and utility of nuclear deterrence is sometimes manipulated to promote other priorities (withdrawal from NATO, regional autonomy, “political scoring” against opponents in government) may also serve as a caution against opening this debate in the political arena. As it is, the “consensus” does not appear to be based on a very strong support. It may be weakened as important decisions need to be made in difficult fiscal times, if the international context continues to deteriorate, or in the advent of a nuclear incident.

A Small and Fragmented Antinuclear Community

Until 1996, many French antinuclear organizations working on military issues were primarily concerned with the cessation of nuclear testing in French Polynesia. In Papeete, protests took place regularly and increased sharply with the resumption of nuclear tests in 1995. Led by Oscar Temaru of the pro-independence party Tavini Huiraatira, these protests were also the result of a crisis in the Polynesian social model that fueled anger among younger generations towards Paris. Despite the continuous mobilization of local actors, the fight against the Polynesian nuclear tests gained greater media visibility thanks to the actions of Greenpeace—and the subsequent reactions of the French government.

France’s ratification of the CTBT and the dismantling of the nuclear test center in the Pacific marked both the ultimate success and the end of most activist efforts. Nuclear tests were such a visible element in their own right that they easily mobilized the media and public opinion. Multilateral disarmament, on the other hand, is unlikely to resonate or gain the traction enjoyed by anti-testing advocacy, which can campaign on very tangible health or environmental issues such as radiation-induced cancers or geological disruption to the atolls. There has been no significant movement on the issue of disarmament since 1996, and generational renewal has not taken place, with activists focusing on other issues such as ecology (particularly the fight against civilian nuclear power), international solidarity, and health.


At present, there is no major French organization at the base of the abolitionist movement. Some associations are local and have very limited influence. Other more prominent organizations such as Greenpeace and Sortir du Nucléaire gather greater financial contributions and more activists, but only sporadically address military nuclear issues.

The antinuclear movement today relies mainly on the actions of four small-scale groups. Two are domestic NGOs, one historical (Citizens’ Association for Nuclear Disarmament—ACDN), and one younger with greater political connections, Initiatives for Nuclear Disarmament (IDN). Two French branches of international NGOs, ICAN-France (International Campaign for the Abolition of Nuclear Weapons) and PNND (Parliamentarians for Nuclear Non-Proliferation and Disarmament), are also active but not entirely separate: Jean-Marie Collin, for example, is vice president of IDN, director of the PNND for French-speaking European countries, a member of the steering committee of ICAN-France, and also a former researcher at the Arms Observatory. He is the most active and outspoken critic of nuclear deterrence in France, especially in the media.

These organizations are the most influential, relaying and circulating information as well as drawing attention to disarmament news, organizing conferences to disseminate information on campaigns, and drafting petitions. Giving their limited membership, they often depend on a handful of activists. Moreover, no well-known public figure increases the visibility of the movement. As such, these actions are almost never relayed by mainstream media, and eventually fail to gather the attention of the public. Finally, it is largely limited by the fact that each group and association can only rely on a small number of active members, about a dozen for most of them.

**No Momentum Created by the TPNW**

In recent years, these NGOs have tended to work together to organize campaigns on a particular issue. Project groups have regularly been formed, for example, around the Hiroshima and Nagasaki commemorations. In the context of the presidential elections, several NGOs have joined forces to put forward questionnaires sent to candidates to gather their position on disarmament. Led by ICAN, a recent initiative has focused on the denunciation of financial institutions investing in the military nuclear industry. The latter project aimed to target the banks that financed companies involved in the manufacturing of nuclear weapons and was the national development of the international “Bank the Bomb” initiative.

With the discussion on the TPNW, several campaigns have aimed to push the government to participate in the negotiation on the treaty, and later, to convince cities to join the ICAN Cities Appeal. These campaigns make it possible for NGOs to pool funds, as smaller groups join forces with larger NGOs with greater resources. While the attachment to an NGO has, for decades, often been local—sometimes with a somewhat parochial logic—these joint campaigns attempt to increase mobilization by going beyond traditional activism. This approach seems to respond to the preferences of the new generations of activists who are wary of the idea of a long-
term, binding commitment and of “old-style” activism, but are ready to get involved on more concrete issues, with more indirect methods such as promotion of causes on social networks, fundraising, cyberpetitions, disinvestment, and corporate social responsibility. Similarly, the marketing of such campaigns could make it easier to relay them on social networks that are the basis of activism in the 21st century.

Despite these developments, the abolitionist cause does not seem to have mobilized significant numbers in recent years. In fact, it seems that the struggle has not succeeded in affecting the generational renewal or at least the transition towards younger people—students and young graduates—that would be necessary to propagate the movement, even though the latter are now mobilized by other global causes like climate change. Moreover, the actions of traditional activists remain quite disconnected from the communication of newer international groups, such as ICAN or Global Zero. Activists from these groups have confessed difficulties of integration between the different structures that reflect foreign cultures both in terms of strategy and tactics.151

Through its branch ICAN-Youth, ICAN seeks to create a generation of activists by visiting universities and trying to dust off the cause. ICAN-France seems to have met the challenge of renewing activism methods and relying increasingly on young activists. The number of people active within the group seems to remain limited (less than 40) and its outreach weak (about 1000 Twitter followers). It mostly relies on international experts for content and debates. Moreover, to date, direct actions (fasting and demonstrations, for example) have only involved a handful of historical activists. Conferences of national or international caliber fail to attract those beyond the loyal circles of activists. Social networks, on the other hand, tend to operate in a vacuum with communication that is more likely to be picked up and shared among certain interest groups than broadly disseminated to the public.

Finally, at the academic level, a Chair has been created to discuss critically the basics of nuclear policy within the Centre de recherches internationales (CERI) of Sciences Po Paris. This research program, led by Benoît Pelopidas, has led to the publication of various studies and the organization of a number of events.152 This Chair may help to renew the debate in the years to come, as it transits from the academic circle to the mainstream media, with a growing number of articles and columns published in recent months. The publications of the Chair are certainly contributing to the emergence of new voices and researchers working on nuclear issues in France. However, there is still uncertainty at this stage about how these activities can translate into a real policy debate among the general public, given the traditional lack of interest for these issues.

151 For example, ADCN is not a member of the ICAN partners, and IDN is only remotely involved in ICAN activities. See “Rapport d’activité de septembre 2009 à février 2020,” IDN-France (April 6, 2020).

Conclusion

Nuclear deterrence and disarmament continue to remain outside of public debate and remain an expert topic, where it is addressed either factually or in a way generally supportive of official policy. There has been a lack of public scrutiny despite recent developments, such as the adoption of the TPNW, the fear of a renewed arms race between major powers, and recent modernization investments. It is therefore unlikely that these trends will evolve in a major way in the foreseeable future. Nonetheless, observers should pay close attention to three developments that might influence French policy in the coming years.

First, there is the disarmament and nonproliferation conundrum. While international disarmament efforts are currently stagnating, an evolution of the strategic environment and the reopening of ambitious arms control discussions could put France in a difficult diplomatic position. Paris has indicated that its current level of weapons has reached a minimum and that France is under no obligation to join arms control initiatives as long as a discrepancy remains between its nuclear arsenal and the arsenals of other major nuclear powers. Although France participates readily in talks on the reduction of nuclear risks, there are few concrete actions that it seems willing to take to placate the fears of its partners.

Moreover, the narrative on the importance of nuclear deterrence to sustain France’s independence and as an ultimate guarantee for the nation remains difficult to reconcile with the final objective of disarmament, which has been reluctantly admitted by French officials. In this context, France could face a potential difficulty if its partners pushed for its integration in arms control talks or the adoption of additional disarmament measures. This potential risk has so far been averted. As Moscow’s behavior is increasingly perceived as a threat by European partners, Paris has less imperative to justify its status quo position on nuclear issues. Nuclear deterrence is again seen as a necessary evil to preserve peace and stability on the continent.

Second, there is the ethical debate on nuclear weapons. In his speech on deterrence in February 2020, President Macron surprisingly concluded by questioning the morality of nuclear deterrence. This choice can be explained by his desire not to let the supporters of nuclear abolition have the monopoly on ethical considerations. At the same time, it can also be seen as a response to the Pope’s recent condemnation of nuclear weapons. It is difficult to see a direct influence of the Holy See’s more sustained criticism on nuclear weapons on French public opinion. However, as some constituencies involved in the implementation of the French nuclear doctrine are more Catholic than the general population, the military remains attentive to this ethical and
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theological debate.\textsuperscript{154} It is generally held that there is no dilemma among strategic force commanders, even among Catholic officers, because they all accepted early on the supremacy of national policy over papal directives.\textsuperscript{155}

Moreover, the bishop of the Diocese of the French Armed Forces regularly talks and writes about the compatibility of disarmament and the current French policy of deterrence.\textsuperscript{156} While it is noticeable that French authorities want to address the question of morality, there is little reason to expect that this debate will influence the thinking on nuclear issues or the practice of deterrence in France. The speech itself has not led to any specific reactions and has been generally well-received by French observers, except for the criticism expressed by a few NGO leaders.

Third, there is the financial burden imposed by nuclear possession. While it is often said that nuclear deterrence only represents a small and affordable part of the defense budget (around €4.5 billion in 2019, approximately 10% of the total budget),\textsuperscript{157} this has been increasing over the last few years and should peak at around €6 billion by the mid-2020s.\textsuperscript{158} While to date there has been little public criticism regarding the cost of nuclear deterrence and modernization plans have been generally accepted by the public and parliament, these trends should not be taken for granted. The impending budgetary crisis following COVID-19, and the difficulties of reducing operational costs might invite greater scrutiny of French nuclear policy.

\textsuperscript{156} Cécile Chambraud, “L’évêque aux armées: «Ayons une approche qui intègre les réalités militaires et politiques»,” Le Monde (November 22, 2019).
Introduction
At a meeting of NATO leaders in London in December 2019, the Alliance’s heads of state and government repeated a simple but strong declaration that for “as long as nuclear weapons exist, NATO will remain a nuclear alliance.” Nuclear deterrence has long been and will remain central to the security of NATO and its almost one billion people. Hand in hand with the Alliance’s support of this mission is a strong commitment to effective arms control, disarmament, and nonproliferation. For NATO, the two are not contradictory pursuits, but rather part of a long-standing dual-track approach that has ensured the security of the Alliance over many decades.

This dual-track approach has a renewed importance for NATO today. Russia is once again challenging the Alliance with its nuclear forces. Moscow is developing new and novel nuclear capabilities, including intermediate-range missile systems and hypersonic weapons, and it is using its nuclear weapons and rhetoric to coerce and intimidate NATO allies.

NATO and the Dual-Track Approach
The challenge of finding the right mix of deterrence and defense on the one hand and diplomacy on the other is not new. In the 1960s, in what was then, too, a rapidly changing security environment, there were debates within the Alliance as to whether to prioritize a strong military strategy towards the Warsaw Pact or to pursue détente. In December 1966, NATO allies commissioned a study, initiated by then Belgian Foreign Minister Pierre Harmel to consider the Alliance’s “future tasks.” The resulting Harmel Report of 1967 declared that the Alliance’s first task was to maintain strong defense and unity of purpose to deter aggression from its adversaries. Its second task, however, was to “pursue the search for progress towards a more stable relationship in which the underlying political issues can be solved.” This dual-track approach

159 The authors are writing in their personal capacities and the views expressed in this article do not represent the official position or policy of NATO or any of its member governments.
162 Ibid.

In the 1970s, following the collapse of several efforts to improve relations between NATO and the Warsaw Pact, both qualitative and quantitative improvements in Soviet intermediate-range nuclear forces were of enormous concern to NATO. These weapons threatened NATO’s European territory and were designed to “decouple” European allies from the United States. In response to this growing crisis, in December 1979, NATO’s foreign and defense ministers applied the Harmel doctrine in developing the so-called “Double-Track” decision to pursue “two parallel and complementary approaches in order to avert an arms race in Europe caused by” Soviet deployment of intermediate-range nuclear forces.

The first was a “modernization decision,” which included a “commitment to deployments,” which was “necessary to meet NATO’s deterrence and defense needs.”\footnote{164}{North Atlantic Treaty Organization, “Special Meeting of Foreign and Defence Ministers” (December 12, 1979). \url{https://www.nato.int/cps/en/natolive/official_texts_27040.htm}. Accessed January 19, 2021.} The second approach was a continued openness to arms control and a willingness to engage in negotiations with the Soviet Union, if Moscow was willing to include intermediate-range nuclear forces in any future deal. After several years of negotiations, this approach was ultimately successful; in 1987 the United States and the Soviet Union signed the Intermediate-Range Nuclear Forces (INF) Treaty, which eliminated all ground-launched missiles with a range between 500 kilometers (km) and 5,500 km.\footnote{165}{U.S. Department of State, “The Intermediate-Range Nuclear Forces Treaty (INF Treaty)” (December 8, 1987). \url{https://2009-2017.state.gov/t/avc/trty/102360.htm}. Accessed February 11, 2021.}

**Lessons: Deterrence and the Dual-Track Approach Today**

While NATO’s security environment and indeed NATO itself have transformed since the development of the dual-track approach and since the end of the Cold War, there remain three lessons for today.

1. **Unrestrained arms races undermine strategic stability and make deterrence more difficult.**

   The deployment of new Russian nuclear systems in Europe in the 1970s threatened NATO’s security and posed a challenge to the Alliance’s nuclear posture, requiring policy and posture changes to counter the threat. The same is true today. Russia’s dual-use intermediate range air-, ground-, and sea-launched missile systems can target all of NATO’s European capitals with little or no warning. Its new hypersonic missile systems, which fly at low altitudes and high speeds, and which are maneuverable in flight, will dramatically limit NATO’s decisionmaking time, and ability to defend against and respond to these threats.
While Moscow’s doctrine and policy remain open to interpretation and its intentions are unclear, there is one overarching conclusion: The role of nuclear weapons in Russia’s defense strategy is increasing. Moscow’s nuclear weapons developments are forcing serious consideration within NATO about how a crisis might unfold under the shadow of new Russian nuclear capabilities and how to ensure NATO is able to continue to deter the threat or use of nuclear weapons against the Alliance.

As NATO continues to adapt its deterrence and defense in response to a renewed Russian challenge, the dual-track approach remains central to the Alliance’s approach. Since 2016, for example, the NATO–Russia Council has met 10 times; it continues to be an important forum for dialogue. Individual allies, including NATO’s three nuclear weapon states, also maintain bilateral and multilateral channels with Russia as part of the P5 process. The United States is again holding talks with Russia on strategic stability, and it regularly consults with its NATO allies on their bilateral discussions. Dialogue like this helped lead to major arms control progress in the past, and NATO hopes it can again.

2. Arms control agreements have helped to strengthen NATO’s security by constraining arms races, promoting strategic stability.

Throughout the Cold War, dialogue and arms control initiatives, from transparency measures to legally binding treaties, helped reduce tensions and manage risks. When relations between NATO and the Soviet Union were at their most difficult, arms control negotiations were often a vital tool for ensuring strategic stability and reducing tensions. In the 1950s, the development of hydrogen bombs and the expansion of arsenals fueled rising tensions between NATO and the Warsaw Pact. President Dwight D. Eisenhower, understanding the risk of miscalculation brought by growing nuclear capabilities, began to advance arms control negotiations and initiatives as a way of stabilizing Cold War relations. While his two biggest initiatives—a test ban treaty and an open skies treaty—were not agreed to during his presidency, President Eisenhower’s approach to transparency and arms control laid the groundwork for future progress.

Some of the biggest advances in nuclear arms control came in the wake of the most dangerous periods of the Cold War. Seeing how close the world came to nuclear war during the Cuban Missile Crisis, leaders on both sides of the Iron Curtain increasingly recognized the need to restrain the spread of nuclear weapons and slow down the rapid growth of nuclear arsenals. From the precipice of war in 1962, the rest of the 1960s saw the agreement of the Partial Test-Ban Treaty (PTBT), the Outer Space Treaty, and the beginning of the Strategic Arms Limitation Talks (SALT), which led to several landmark agreements on strategic weapons between the United States and the Soviet Union. Concerns about nations outside the P5 obtaining nuclear weapons led to the landmark negotiation and adoption of the Treaty on the Non-Proliferation of Nuclear Weapons (NPT), which adopted a three-pronged approach to (1) prevent the
spread of nuclear weapons and technology, (2) provide for peaceful uses of nuclear energy, and (3) further the goal of complete nuclear disarmament.

The first half of the 1980s witnessed hostility, but the second saw the negotiation of the landmark INF Treaty, which contributed to stability between NATO and the Soviet Union and built trust that would ultimately help the Cold War to end with relative peace. Several events in the early 1980s, including the shooting down of a Korean Airlines flight by the Soviet Air Force, led the new Soviet leader Mikhail Gorbachev to remark in 1986 that “Never, perhaps, in the postwar decades has the situation in the world been as explosive and, hence, more difficult and unfavorable as in the first half of the 1980s.”

Following the end of the Cold War, arms control served as a tool to grow and embed better relations between NATO and Russia. Between 1991 and 2010 the Strategic Arms Reduction Treaty (START 1), Presidential Nuclear Initiatives (PNIs), Strategic Offensive Reductions Treaty (SORT), and New START all contributed to a dramatic reduction in nuclear stockpiles.

As a result of these initiatives, NATO allies reduced the number of nuclear weapons deployed in Europe by approximately 90%. Russia similarly reduced its nuclear arsenal and changed its force structure. Most notably, by 2010, Russia had consolidated its tactical nuclear weapons at “central storage facilities” in Russia; removed tactical nuclear weapons from its ground forces; and dramatically cut the tactical nuclear arsenal of the air force, missile defense troops, and navy, reducing the number of nonstrategic nuclear weapons by around 75%.

The success of arms control throughout the Cold War and post-Cold War periods is a reminder of its central purpose as a tool to alleviate security concerns and reduce the risks associated with future crises. As Schelling and Halperin famously wrote, an important part of the case for arms control is “minimizing the costs and risks of the arms competition, and in curtailing the scope and violence of war in the event it occurs.”

However, while arms control can be an effective way to prevent unconstrained arms races and manage risk, this is contingent on compliance by all parties. Unfortunately, Russia’s support for arms control and reducing nuclear arsenals in the post-Cold War period were trends that did not continue into the 21st century. Russia has proven its willingness to ignore and abandon its commitment to arms control, including to legally binding treaties. Russia has developed and deployed the SSC-8 intermediate-
range missile system, which was in clear violation of the INF Treaty and expanded its nonstrategic nuclear capabilities, demonstrating that it no longer feels bound by the Presidential Nuclear Initiatives of the 1990s. It used a chemical nerve agent on British soil in 2018 and blocked investigations into chemical weapons used in Syria, calling into question Moscow’s commitment to the Chemical Weapons Convention. It has selectively implemented the Vienna Document, suspended implementation of the Conventional Armed Forces in Europe Treaty, and violated the Open Skies Treaty. It has also illegally occupied Ukrainian territory, in direct contravention to the Budapest Memorandum, in which Ukraine agreed to give up the nuclear weapons it had inherited from the Soviet Union in exchange for Russia’s respect of its sovereignty and territorial integrity.

For arms control to effectively minimize the risk of arms competition and curtail the scope and violence of war, all parties must uphold their commitments. This has been shown to be true in terms of strategic arsenals, which the New START agreement and its predecessors have effectively restrained, and it can be true again in terms of nonstrategic arsenals if Russia is willing to be a faithful partner.

3. Russian violations require NATO to ensure a strong and credible deterrence posture.

Third, and finally, just as effective arms control facilitated nuclear reductions and lowered tensions, Russian violations of its commitments require NATO to ensure its deterrence posture remains strong and credible in the face of Russia’s nuclear buildup. For instance, Russia’s violation of the INF Treaty—with its development and deployment of the intermediate-range SSC-8 (or 9M729) missile—prompted U.S. withdrawal from the Treaty in 2019, which was supported by all NATO allies.\(^\text{170}\) The SSC-8 is mobile and dual-capable, and it would be difficult to detect and defeat in a crisis. Its range can reach almost all European capitals and a significant part of the Asia-Pacific region. Together, these features mean Russia has the ability to conduct a first strike against NATO allies from within its own territory—significantly reducing decisionmaking time—and destroy critical European infrastructure, transatlantic supply chains, and military posture.\(^\text{171}\) The military utility of this missile taken along with the Russian disinformation surrounding its development and deployment also indicates a wider political purpose to intimidate and divide NATO allies.

The SSC-8 is not the only Russian capability that concerns NATO. Russia’s development and testing of hypersonic missile systems is at a relatively advanced stage. The strategic-range Avangard missile and the theater-range Tsirkon, alongside the Kinzhal air-launched ballistic missile currently in development, may eventually provide Russia greater nuclear flexibility and allow it to launch hypersonic missiles


that are impossible to track or defend against. NATO will also have to determine how to respond to Russia’s development of nuclear-powered cruise missiles and underwater unmanned nuclear torpedoes, which have potentially unlimited ranges and are not captured in any current arms control agreements should those systems be deployed. Finally, the dual-capable nature of many of Russia’s missiles, including the Iskander, Kaliber, and SSC-8 mean that if a launch was detected it would be difficult to ascertain whether the missile carried a nuclear or conventional payload, thus complicating NATO’s response and increasing the risk of miscalculation.

Another significant concern for NATO, as it should also be for Russia and all nuclear-armed states, is entanglement between the nuclear and nonnuclear domains. This challenge will increase as the development of emerging and disruptive technologies continues. Offensive cyber capabilities, which could be greatly enhanced by the advent of quantum computing, artificial intelligence, and the increasingly complex information space, all risk undermining nuclear command, control, and communications systems. Both the United States, in its 2018 Nuclear Posture Review,172 and Russia, in its 2020 State Policy on Nuclear Deterrence,173 have declared that nuclear weapons use could be considered in the event that nonnuclear attacks against nuclear forces were detected. This is a challenge that should be taken extremely seriously.

It is not just Russia’s growing nuclear capabilities that concern NATO. Russia’s increasingly aggressive nuclear rhetoric and its snap military exercises also threaten stability in the Euro-Atlantic area. For example, Russian officials have publicly simulated a nuclear strike against the United States174 and threatened to target nuclear missiles at Romania,175 Denmark,176 North Macedonia,177 and NATO allies generally. Along with snap military exercises—the most recent of which saw 150,000 military personnel deployed to Russia’s southwest in July 2020178—Moscow’s destabilizing threats and actions can be interpreted as seeking to confuse, intimidate, and coerce NATO members.


Given this changing security environment, NATO must be able to deter nuclear threats and respond to nuclear use by Russia in order to safeguard the security of the almost one billion people who live under the NATO umbrella. This is not an easy task. Deterring a potential adversary that sees a bigger role for nuclear weapons, as outlined in the recently published Basic Principles of State Policy of the Russian Federation on Nuclear Deterrence, and one that has shown willingness to violate key arms control agreements, is challenging.

NATO allies have decided not to respond to the growing Russian nuclear challenge with like-for-like measures, which goes some way to alleviate the risks of an unconstrained nuclear arms race. NATO Secretary General Jens Stoltenberg has repeatedly said that there is no intention to mirror Russia by deploying ground-launched nuclear-armed missiles in Europe. Nor is there any discussion of altering NATO’s nuclear posture in such a way that would be contrary to the principles in the NATO–Russia Founding Act. Instead, defense ministers have agreed to a measured and defensive response to maintain effective deterrence, which includes options to adapt the Alliance’s exercises, intelligence and surveillance, missile defenses, and conventional capabilities as well as steps to ensure the continued safety, security, and effectiveness of NATO’s nuclear capabilities.

Alongside the independent nuclear capabilities of NATO’s three nuclear weapon states, an important part of NATO’s nuclear deterrence remains its nuclear sharing arrangements through the dual-capable aircraft (DCA) mission. Nuclear sharing sends a signal to potential adversaries of the strong transatlantic commitment to collective security and the shared responsibility for nuclear deterrence across the Alliance. The modernization of NATO’s DCA capabilities and continued efforts to ensure their credibility and effectiveness demonstrate a unity and resolve that has proven all the more important in the face of Russia’s actions. It also sends a strong signal to Russia that it will not achieve its objectives by resorting to even the limited use of nuclear weapons in a conflict by showing that NATO has the capability and resolve to impose unacceptable costs greater than any intended gain and, in short, that any nuclear attack by Russia will not succeed.
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Conclusion

Together, these three lessons show that while deterrence is central to NATO’s response to growing nuclear threats, dialogue and arms control remain core and complementary components of the Alliance’s overall approach. NATO’s 1979 double-track decision referred to the deterrence track as proving “the foundation for the pursuit of serious negotiations” with the Soviet Union on intermediate-range nuclear weapons. A credible deterrence and clarity about the concerns NATO has with Russia’s growing suite of nuclear capabilities can once again serve as the foundation for future negotiations with Russia.
Defining the Needed Balance of Deterrence and Arms Control in Europe
Anna Péczeli

Introduction
NATO’s December 2019 London Declaration stated that “As long as nuclear weapons exist, NATO will remain a nuclear alliance. We are fully committed to the preservation and strengthening of effective arms control, disarmament, and non-proliferation, taking into account the prevailing security environment.”[182] For the Alliance, deterrence and arms control are not contradictory concepts. In fact, these two pillars can mutually strengthen each other. On the one hand, defining an ambitious arms control agenda helps many European governments to maintain the needed domestic support for a strong deterrence posture, and on the other hand, maintaining the credibility of NATO’s deterrent can help to advance arms control objectives. Finding the right balance between these concepts is key to developing stable relationships with adversaries.

The Alliance has a long history of balancing deterrence and arms control. The idea of the balancing act dates back to the 1967 Harmel Report, which stated that “Military security and a policy of détente are not contradictory but complementary. [...] The way to peace and stability in Europe rests in particular on the use of the Alliance constructively in the interest of détente.”[183] Since the Harmel Report, the Alliance has pursued a strategy of deterrence and political détente towards Moscow. However, changes in the security environment over the last 50 years have required some adjustments in implementing these two concepts.

During the Euro-missile crisis, European security was seriously undermined when Moscow replaced its aging SS-4 and SS-5 missiles with the new SS-20 triple-warhead ballistic missiles. In response to the increased Soviet missile threat, the Alliance adopted the so-called dual-track decision in 1979. As Moscow was not willing to negotiate about its intermediate-range missiles, NATO applied the dual logic of the Harmel Report with an adjustment. The Alliance offered deterrence or détente by developing a separate deployment track and an arms control track. This approach provided the Soviet Union with a choice: It could face the deployment of 108 Pershing II ballistic missiles and 464 ground-launched cruise missiles (GLCMs) in Europe;[184] or it could negotiate away this problem by agreeing to arms control measures focusing on the intermediate-range missiles that upset the security
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balance. The dual-track decision helped to overcome an intense period of NATO–Soviet relations and paved the way for several arms control and confidence- and security-building measures (CSBMs) in Europe.

Since the end of the Cold War, NATO–Russia relations have never been this close to a conflict. The chances of escalation due to deliberate provocations, accidents, or misunderstandings are high. Russia deploys a large number of troops along NATO’s borders, and it demonstrates their readiness through regular exercises that simulate attacks on the Alliance. The 2016 Warsaw Summit described this new deterrence challenge as follows: “Russia’s aggressive actions, including provocative military activities in the periphery of NATO territory and its demonstrated willingness to attain political goals by the threat and use of force, are a source of regional instability, fundamentally challenge the Alliance, have damaged Euro-Atlantic security, and threaten our long-standing goal of a Europe whole, free, and at peace.”

Over the past six years, the Alliance has begun a major adaptation of its posture and capabilities, and implemented important measures so as to better address the Russia challenge. Despite these efforts, there are still many gaps in capabilities and concepts. On the deterrence side, questions remain about the credibility of NATO’s overall defense posture against Russian intimidation. On the arms control side, Europe has seen a gradual degradation of cooperative measures. The new strategic challenge posed by Russia, and the problems of the arms control architecture both contribute to the growing likelihood of inadvertent escalation in a crisis situation.

This chapter argues that NATO should develop a new dual-track approach to address these issues and to reestablish stability in Europe. The Alliance needs to continue its adaptation measures and implement further steps with the active assistance of the United States. At the same time, Europeans see a strong connection between deterrence and arms control, and continuing the adaptation of NATO’s deterrence tool kit will also require renewed attention on the arms control track, which has seen serious setbacks in recent years. Pursuing these two tracks simultaneously proved successful during the Cold War, and it could limit the chances of conflict again.

The New Deterrence Challenge for the Alliance

The end of the Cold War started a new chapter in NATO–Russia relations. Russia was no longer seen as NATO’s primary adversary, which opened the door to new areas of cooperation. As a result of general optimism about the future of European security, Washington and its allies reoriented their focus to the emerging threats from non-state actors, terrorist organizations, and the proliferation of weapons of mass destruction. This led to a gradual loss of their analytical capacity to understand Russian strategic

thinking. Since the annexation of Crimea, the Alliance has faced an unexpected need to return its focus to collective defense and the eastern security challenge.

Russia today is a revisionist power that challenges the status quo. As the 2014 Wales Summit Communiqué stated: “We are also concerned by Russia’s pattern of disregard for international law. [...] This threatens the rules-based international order and challenges Euro-Atlantic security.” Brad Roberts argues that an important element of Russia’s long-term objective is undermining the credibility of U.S. assurances. The primary focus of Putin’s “theory of victory” is how to contain and localize a regional war in Europe that would involve the United States. In such a war, the main targets would be U.S. allies, with the ultimate objective of creating divisions among NATO members. Since any conventional conflict in Europe has a high risk of spillover to other domains and theaters, nuclear weapons play a central role in Russia’s strategy of intimidation and escalation control.

Russia is in a unique geographic, political, economic, and strategic position, which requires unique solutions and approaches to security. Russia’s strategy relies on both ambiguous (nonattributable) and nonambiguous means of warfare. The traditional means, like the threat and use of conventional and nuclear forces, are complemented with the ambiguous (hybrid warfare) tools of special forces (little green men), information warfare, disinformation campaigns, cyberattacks, political sabotage, and economic pressure (including energy blackmail). Smaller peacetime provocations serve to generate conflict fatigue among the allies. Over the last decade, European states have faced constant political, military, and economic pressures to limit their security cooperation with Washington. Russia has formulated open military threats against those allies that host different high-value military assets along NATO’s eastern flanks. It has also issued political threats in an effort to decouple Europeans from the United States.

Over the past few years, Russian exercises have demonstrated rapid force movements across and between regions, high readiness levels, fast decisionmaking,
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and the availability of the entire spectrum of military capabilities around the potential conflict zones. Russia has been exercising both vertical and horizontal escalation. This means that Russia is prepared to handle the escalation of the conflict from conventional to nuclear, and that it also expects that the crisis might spread geographically. Moscow has also conducted a number of snap exercises aiming to reduce Russia’s vulnerability to surprise attacks by testing and enhancing its reaction time.\textsuperscript{193} These exercises are sometimes prepared within days, which serves to get ready for unexpected military confrontations, and sends a strong message to its adversaries about Russia’s readiness to react and escalate in a crisis.

In these exercises, Moscow emphasizes quick reaction time and escalation control to realize its goals. Achieving its military and political objectives before an adversary can mobilize is key to creating facts on the ground that would be very risky for the other side to reverse.\textsuperscript{194} Once this is achieved, carefully calculated escalatory steps and threats would be used to force the United States and its allies to surrender. The logic behind this strategy rests on a few key assumptions. First, it assumes that there is an asymmetry of stakes: In a regional conflict, the United States would fight to defend its allies, while Russia might need to defend its sovereignty and integrity. Second, there is an asymmetry of geography: While the United States would be fighting in a theater far from its homeland, a regional war in Europe would most likely entail counterattacks on Russian territory from the beginning. And third, there is an asymmetry of political systems: Democracies are seen by Russia as weak and vulnerable, easy to manipulate and paralyze in a crisis. In a conflict, Russia believes that these asymmetries can be exploited for their advantage by threatening higher costs than the United States would be willing to accept.\textsuperscript{195}

Russia has developed a much broader approach to strategic deterrence and competition than Western states. This holistic thinking includes the entire range of political, military, diplomatic, economic, and informational measures. In the military domain, Moscow’s strategy is supported by a specific set of capabilities and tactics. These include concentrating conventional troops along its western borders, developing advantages in missile capabilities, maintaining superiority in nonstrategic nuclear weapons (NSNW), and pre-positioning anti-access/area denial (A2/AD) technologies to prevent adversaries from deploying capabilities around the periphery of the potential conflict zones (and in case of escalation, to deny the adversary viable military options by preventing the quick mobilization of its forces). The tools of hybrid warfare are key to disrupting the coordinated efforts of the adversary, paralyzing the command and control systems, and launching cyberattacks to create malfunctions in enemy communication and movement.\textsuperscript{196}


\textsuperscript{194} Stephen R. Covington, “The Culture of Strategic Thought Behind Russia’s Modern Approaches to Warfare.”

\textsuperscript{195} Brad Roberts, \textit{On Theories of Victory, Red and Blue}.

\textsuperscript{196} Stephen R. Covington, “The Culture of Strategic Thought Behind Russia’s Modern Approaches to Warfare.”
The success of Russian strategy also relies on effective signaling and ambiguity. Russian officials have been outspoken about their willingness to use nuclear weapons to defend Russia’s interests. However, Moscow’s integrated strategic deterrence, and the heavy investments in dual-capable systems leave a lot of ambiguity about the exact nuclear thresholds of the country. This unpredictability and the numerous aggressive maneuvers of Russian aircraft and naval vessels—which violate NATO airspace and territorial waters on a regular basis—create an increased chance of escalation due to accidents or misunderstandings.

Altogether, there are many elements of Russia’s strategy that bear an increased possibility of confrontation with NATO (both deliberate and unintended). On one level, these include the proximity of the zones of influence, Russia’s aggression against Georgia, Crimea, and Donbas, and its increased military presence along the NATO borders. There is also Russia’s holistic approach to strategic deterrence, the way it trains its forces, its signaling practices, and the aggressive rhetoric of the leadership. Lastly, there is the increased significance of new technologies that dramatically reduce reaction time, and the abundance of dual-capable systems, which increase uncertainties. All of these factors contribute to a certain level of unpredictability, creating a very difficult challenge for NATO to build a coherent deterrence strategy.

**A Renewed Emphasis on NATO’s Deterrence Tool Kit**

In the post-Cold War environment, NATO retained its original focus on collective defense but it also added cooperative security and crisis management to its core tasks. These new areas addressed nontraditional threats, in many cases outside the territory of its member states. However, Russia’s aggression in Crimea and Donbas forced the Alliance to return to its core mission of collective defense and the protection of member states’ territorial integrity. Member states launched a major adaptation of NATO to address the deterrence and capability challenge that Russia poses today.

Assessing the potential threats and developing a comprehensive strategy that can deal with all contingencies has been the biggest challenge for NATO. The Alliance today operates in a very unpredictable security environment—threats can emerge from a great variety of state and non-state actors, which have the ability to use the
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whole spectrum of tools from traditional military forces to cyberattacks, terrorist acts, information warfare, political sabotage, or economic pressure. NATO’s attention is divided between two major strategic directions: the eastern challenge with Russia, and the southern challenge, which includes North Africa, the Middle East, the Caucasus, and Afghanistan. In order to maintain solidarity and unity within the Alliance, member states need to devote serious attention to both challenges and implement the necessary measures. While the eastern challenge primarily requires a renewed attention on deterrence and collective defense, the southern challenge requires maintaining the ability to conduct operations outside NATO’s borders and run large military interventions if needed.

In order to respond to the eastern challenge, NATO needs to be able to deter Russia’s whole-spectrum approach. By 2015, the Alliance devised a strategy of prepare (strategic awareness), deter, and defend.201 NATO’s objective in peacetime is to enhance its deterrence posture, develop capabilities that can deny Russia viable military options in a conflict, and guarantee that Moscow’s risk calculation will conclude that aggressive and escalatory measures cannot bring political or military advantages. NATO, therefore, formulated its adaptation around three principles: responsiveness, readiness, and reinforcements.202

The principle of responsiveness comprises two aspects. The first is political, which requires NATO to make timely decisions in a crisis. The second aspect is military. The Alliance needs to be ready to deploy forces in any conflict zone where challenges emerge. The principle of readiness requires sufficient combat-ready forces and capabilities around potential frontlines. These forces need to be deployed rapidly for collective defense or crisis stability operations. The last principle, reinforcements, necessitates NATO develop the capabilities to send effective military support to any ally whose security is threatened. In the face of 21st-century threats, all these principles need to be supported by increased resilience against hybrid threats.

Many of the proposed measures from the 2014 Wales and the 2016 Warsaw Summits have already been realized. NATO improved the readiness of its response force and increased its conventional footprint in Eastern Europe. The forward-deployed multinational troops are important trip wires to guarantee that any incursion into a NATO member’s territory will face armed forces from multiple NATO member states—this enhances deterrence and also reinforces alliance solidarity.203 These measures have been complemented by an increased number of multinational exercises in the region, and a renewed focus on speeding up the decision-making procedures within NATO, enabling a decision on mobilizing the rapid response forces within eight to 12 hours. NATO has also reinforced its maritime and air presence around the Black
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Sea region. The United States has been an active contributor to these measures, and between 2014–2019 it has visibly increased its presence in Europe under the European Deterrence Initiative (EDI). This has resulted in more U.S. troops, a bigger U.S. role in exercises and training, more pre-positioned military assets, and support for better infrastructure in the region.²⁰⁴

The 2018 Brussels Summit²⁰⁵ emphasized enhancing the credibility and effectiveness of these steps by addressing the gaps in planning, capabilities, decisionmaking procedures, command and control (C2), and resilience. The Alliance agreed to continue improving advance planning to enable addressing different challenges simultaneously. It also decided to work on better responses to Russia’s A2/AD capabilities in Crimea and Kaliningrad. A reform of NATO’s exercise routine was also approved to better prepare for large-scale integrated operations and reinforcements, and further steps were envisioned to enhance timely decisionmaking in the case of surprise attacks.

NATO also decided to address some of the gaps in the C2 system by enabling the NATO Command Structure (NCS) to run operations along the whole spectrum. Under the umbrella of the NCS reform, the Alliance decided to establish a new Cyber Operations Centre in Mons (Belgium), the Joint Force Command Norfolk (United States) to manage U.S. and Canadian troop movements, and the Joint Support and Enabling Command in Ulm (Germany) to support the movement of troops in and around Europe. The last main issue addressed at the summit was the reinforcement of NATO’s deterrence posture by the so-called “4x30” initiative (maintain 30 land battalions, 30 air squadrons, and 30 combat vessels in a ready-to-employ status within 30 days).²⁰⁶

NATO is also working with the European Union to create the necessary legislative environment, C2 arrangements, logistics, and infrastructure for the better movement of troops across the Euro-Atlantic region. The Russian holistic approach to the strategic competition induced the Alliance to revisit its maritime and air power strategies to better protect its critical infrastructure, enhance its warfighting tactics, and enable its air policing mission and ballistic missile defense deployments. The Alliance also reviewed its nuclear posture, and discussions are underway regarding the implications of the collapse of INF for Europe, including what capabilities are needed to convince Russia that launching a limited nuclear war against the Alliance would bring far more costs than benefits.

A crucial aspect of all these measures has been the budget debate. At the Wales Summit, allies committed themselves to reverse the negative trends in defense spending and reach the 2% of GDP threshold by 2024. Fairer burden-sharing has

²⁰⁴ Ibid.
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been a longstanding U.S. demand towards Europe, and the Trump administration indicated that U.S. security assurances might depend on this. Although the allies have increased their defense spending, only 8 of the 29 members approached or reached the 2% goal in 2018, and only 16 allies plan to reach the 2% goal by 2024. In light of this, it is very likely that Washington will continue to criticize its European allies; it has already limited some of its contributions through the EDI. The Trump administration’s commitment to its allies was a serious internal challenge for NATO, and some European leaders, such as Angela Merkel, suggested strengthening the ability of the E.U. to act in a crisis situation to reduce the continent’s dependence on U.S. and U.K. forces.

In the coming years, a key question that will likely emerge is whether NATO’s deterrence adaptation is a continuing project, or whether this adaption was concluded at the Brussels Summit. Member states disagree about the extent to which NATO should continue reassuring worried allies on its eastern flanks. So far, the Alliance has showed a strong level of solidarity and has agreed to significant deterrence measures, but there might be a limit to this solidarity in the future. Most importantly, Europe is already divided on Russia. While some European states favor a quick resolution to the debated issues (e.g., the future of Crimea) and advocate lifting sanctions, frontline states feel directly threatened by Russia and their main objective is to improve their security through more assets and troops on the ground. These political differences might come to haunt the Alliance soon. While one group of allies argues that what NATO has done is enough, many Eastern Europeans see these steps as only the beginning of a long adaptation.

Due to these differences, NATO’s strategy still misses a crucial element, namely a clear articulation of its objectives vis-à-vis Russia. Moscow seems to have a cohesive “NATO strategy” and relatively obvious goals for both peacetime and wartime. The Alliance, on the other hand, still needs to provide an answer to a number of questions. Are these steps enough to contain the Russian whole-spectrum approach? In its adaptation, the Alliance has primarily focused on its conventional and hybrid tool kit, but can these capabilities effectively deter Moscow when its leadership seems to think that it has escalation dominance, partly due to its greater diversity in nuclear
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capabilities? Since some of the additional capabilities NATO seeks to incorporate into its forces will take years to develop, is NATO ready to handle a crisis with Russia today? Can NATO defeat Russia in circumstances other than a prolonged, large-scale war? What if NATO fails to deter? How does it plan to handle a short war that goes nuclear early on? What if Russia wins a local war conventionally against a NATO member state? Is the Alliance ready to escalate the conflict to protect its members? The answers to these questions will help determine whether NATO’s strategy should achieve anything more than just deterring Russia, and what the Alliance should do if deterrence fails.

It is without a doubt that NATO has implemented important measures, and today, the Alliance is in better shape to handle the Russian threat than six years ago. But the Russian approach to strategic competition involves more than just a military dimension; it is very likely that NATO’s strategy will also need to incorporate more than just the elements of deterrence. In the 1980s, the dual-track approach successfully balanced deterrence needs with arms control objectives—the question is, what kind of role can cooperative measures play in the Alliance’s integrated strategy towards Russia today?

**Revisiting the Arms Control Track**

During the Cold War, the member states of NATO and the Warsaw Pact spent decades to negotiate and construct an arms control architecture in Europe. This regime included bilateral and multilateral elements that implemented legally binding limits on nuclear, conventional, and missile defense capabilities, as well as informal confidence- and security-building and transparency measures that were not necessarily legally binding. Some of these mechanisms were short-lived, while others are still in effect today. As Jessica Cox and Joseph Dobbs argue, arms control agreements have helped strengthen NATO’s security by constraining arms races and promoting strategic stability. Arms control created stability by introducing transparency in military planning and capabilities, increasing trust, and lowering the risks of unintended conflict by limiting and reducing force levels. In the past few years, however, the European arms control regime came to a deadlock and several agreements were suspended or became strained.

In the conventional domain, the Vienna Document on Confidence- and Security-Building Measures, the Treaty on Conventional Armed Forces in Europe (CFE), and the Open Skies Treaty (OST) all face serious challenges. In the case of the CFE Treaty, the first two pillars—the pillar of troop limitations and the pillar of flank rules—became obsolete by the late 1990s. Both NATO and Russia professionalized their armed forces and reduced the size of their troops significantly, going below CFE limitations. This adaptation also meant that they put the emphasis on highly mobile forces that can be deployed quickly in any conflict zone, reducing the significance of the flank rules. The signatories adapted the CFE Treaty in 1999 and moved from bloc-to-bloc limitations to limits on individual state’s force levels, which would have given new meaning to the first pillar. But the implementation of the Adapted CFE Treaty ran into difficulties because
of political differences over Russian troops in Georgia and Moldova. The third pillar, inspections, could still serve as an important transparency and CSBM, but Russia partially suspended the implementation of the CFE Treaty in 2007, and then it fully suspended implementation in 2015 because of NATO’s resistance to ratify the Adapted CFE until the Georgia and Moldova disputes were resolved.213

The (first) Vienna Document was concluded in 1990 to increase transparency in conventional forces by regular inspections and data exchanges. The document was updated many times in the 1990s. It complemented the CFE Treaty by covering all 57 Organization for Security and Cooperation in Europe (OSCE) member states. Although it is not legally binding, the annual report on conventional armed forces, exercises, and deployments, as well as the notification and inspection mechanisms, are still useful transparency and CSBM measures. However, the document has several loopholes that have been exploited by Russia. To avoid inspections, Russia has been dividing its large-scale exercises in the western parts of the country into smaller exercises, entirely circumventing the Vienna Document. Moreover, Moscow has also blocked every diplomatic attempt to update the document since its last adaptation in 2011.214

The Open Skies Treaty (OST) allows signatories to conduct reconnaissance flights in each other’s airspace, structured by a quota system. Until the annexation of Crimea, the OST worked relatively efficiently, but as the West and Russia suspended their cooperation, the agreement became deadlocked. Moscow has been using territorial disputes to prevent certain verification flights over Abkhazia and South Ossetia, and it also restricted flights over Kaliningrad. Russia argues that Abkhazia and South Ossetia are independent non-signatory states, thus not covered by the agreement. These steps reduced the value of the Open Skies agreement in the eyes of the Trump administration, which also accused Russia of using the OST flights to collect targeting information on critical NATO infrastructure, useful for possible future attacks with precision-guided conventional munitions. As a result, in May 2020 the Trump administration officially notified its intent to withdraw from the OST.215

Over the last few years, the OSCE’s Structured Dialogue tried to address some of these problems. Due to the lack of trust between both sides, the dialogue primarily aimed at risk reduction measures instead of concluding a new arms control treaty. Despite this not-too-ambitious agenda, it has not produced any meaningful results because Russia seems to enjoy and benefit from the lack of transparency. The only area where there has been some positive movement is in the domain of deconfliction measures. Avoiding dangerous encounters and preventing incidents between NATO
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and Russian aircraft and vessels has become an important issue. At present, 11 NATO members have bilateral deconfliction agreements with Russia. While major European players prefer these bilateral channels, Eastern Europeans would like to see these efforts under a NATO umbrella. The implementation of these deconfliction measures, however, is very sporadic, and it mostly depends on the cost–benefit analysis of the Russian leadership.\footnote{Gustav Gressel, \textit{Under the Gun: Rearmament for Arms Control in Europe.}}


While the West saw these measures as the foundation of a new cooperative security order, the arms control regime failed because Russia could not live with these rules. States only conclude arms control agreements if doing so fits their rationale and serves their interests. Russia has suspended many of these agreements or limited their implementation because they no longer support Moscow’s interests. In the view of Russia’s political elite, the early post-Cold War years were a period of weakness that NATO exploited. As Stephen Covington argued, “Putin’s worldview has set a new purpose and identity for the Russian military, one built on the emotion of humiliation from the end of the Soviet Union.”\footnote{Stephen R. Covington, “The Culture of Strategic Thought Behind Russia’s Modern Approaches to Warfare,” p18.}

Despite the promises of the 1997 NATO–Russia Founding Act, Moscow felt marginalized.\footnote{Lawrence Livermore National Laboratory, Center for Global Security Research, “Compete, Deter, and Win in a Trans-Regional Perspective: On Meeting the New Challenges of Extended Deterrence,” CGSR Workshop Summary (February 2019). https://cgsr.llnl.gov/content/assets/docs/ED_Bibliography_FEB2019_Final.pdf. Accessed January 19, 2021.} The multiple rounds of NATO enlargement, the pre-positioning of NATO’s military assets close to Russian borders, and the military buildup of the Alliance are all seen by Russian elites as serious security threats to Moscow’s
position, challenging its political and economic influence in the post-Soviet space. These perceived threats are used by Russia to justify the actions it has taken to challenge the European security order that it previously accepted. This behavior is a symptom of a larger systemic problem. First, the political regime that President Putin constructed could not survive in the open system preferred by the West. As Evgeny Lukyanov, deputy secretary of Russia’s Security Council, noted in 2014, “we need to sit down and renegotiate the entire post-Cold War settlement.” And second, President Putin’s weakening regime needed strong enemies to sustain domestic support. These factors provide a sobering lesson for NATO on what is achievable in arms control and why Russia is unlikely to renegotiate some of the old mechanisms.

Over the past few years, Moscow has shown interest in arms control in only a few areas. One was the 2016 initiative by German Foreign Minister Frank-Walter Steinmeier, who proposed recreating zones of limited troop deployments in Europe. As Russia currently has a clear advantage in moving large numbers of troops quickly in a crisis, this limitation would mostly benefit them, and it could essentially divide Europe into a defensible area in the West, and an indefensible buffer zone in the East. Russia has also shown interest in issues where it does not intend to compete (e.g., in deployed strategic nuclear capabilities), or in areas where it lags behind and capping U.S. technological advances would be beneficial (e.g., in ballistic missile defense deployments or in space-based weapons). Since the capabilities of the two sides are largely asymmetric and have strategic advantages in different domains, there is limited overlap between the areas NATO would consider crucial to limit and what Russia would be willing to engage on. Russia is not interested in limiting capabilities where it has a clear advantage over NATO or where lack of transparency provides operational advantages. Moscow has invested significantly in modernization of conventional forces, as well as new dual-capable missiles, launch platforms, and hybrid warfare capabilities. The military elite has bad memories of the 1990s, when many Russian systems were cut and the military was underfunded and disempowered. Therefore, it is unlikely that they would agree to limit or reduce these new systems.

Another challenge is the lack of political commitment in Washington and Moscow. Under President Putin’s leadership, the Kremlin has adopted a more assertive policy toward NATO, which rests on elements of surprise and unpredictability. This unpredictability is used by Russia to exert influence over its adversaries and seems to be a key element of its perception of escalation control. Since reviving current arms control mechanisms would limit these benefits, Russia is not interested in rebuilding the same architecture.
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Similarly, although NATO continues to emphasize that it remains open to dialogue with Russia, the Trump administration did not show leadership in diplomatic efforts to save arms control mechanisms, or in negotiating new cooperative measures. Due to the long list of treaty violations by Russia, Washington has put arms control solutions on the back burner, withdrawn from several agreements, and prioritized strengthening deterrence. These developments have led many analysts to argue that arms control has come to an end and has no validity in a security environment characterized by great power competition.

However, NATO—especially its European members—makes a strong connection between arms control and deterrence. Allies in Europe have been outspoken about their desire to see the Comprehensive Nuclear-Test-Ban Treaty (CTBT) and the Fissile Material Cut-off Treaty (FMCT) enter into effect. They also want continued U.S. implementation of the OST, an updated Vienna Document, the INF Treaty revisited, and the New START Treaty extended.\textsuperscript{225} Many European leaders are under domestic pressure to prioritize cooperative measures and limit defense spending (see chapters by Łukasz Kulesa, Michal Onderco, and Pia Fuhrhop). Continuing to strengthen the deterrence track will thus require measurable success in arms control. In the post-pandemic environment, it will be even harder to maintain domestic support for NATO’s adaptation unless political leaders seriously commit to restoring the deterrence–arms control balance in Europe.

**A New Balance of Deterrence and Arms Control in Europe**

Despite the problems in NATO–Russia relations, the Alliance continues to implement the Harmel Report. Every summit communiqué since 2014 has emphasized that Alliance members “remain open for dialogue, and to a constructive relationship with Russia when Russia’s actions make that possible.”\textsuperscript{226} At the same time, the Alliance does not have a dual-track strategy detailing the path towards a comprehensive political settlement in Europe aimed at reducing reliance on deterrence, thawing frozen conflicts in the peripheries, and rebuilding a new arms control architecture. Achieving such a comprehensive strategy will require further steps in deterrence and arms control as well.

On the deterrence track, if NATO wants to regain the initiative, it will need to revisit the entire spectrum of its deterrence posture. A renewed arms race, however, is not in the interest of either side. As Jessica Cox and Joseph Dobbs argue in this volume, “unrestrained arms races undermine strategic stability and make deterrence more difficult.” NATO does not need to rush to parity in every capability. Instead, the Alliance should focus on those capability gaps that have a strong deterrence value in the early stages of a potential conflict. If NATO can deter a Russian conventional
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attack, it averts the most likely scenario that would lead to nuclear escalation. The decision should be made in favor of those measures that have a better opportunity to complicate Russia’s risk calculus about the chances of creating an easy and fast fait accompli.

Despite NATO’s adaptation measures, allied forces in and around the most vulnerable eastern flanks are still at a quantitative disadvantage. The conventional superiority, combined with Russia’s A2/AD capabilities in Kaliningrad and advanced Russian missile systems, are enough to challenge the Alliance.\(^227\) In a crisis, deploying the entire NATO Response Force (NRF) would take several weeks; experts have estimated that it might take up to 30–45 days “from notice to movement” for the entire NRF.\(^228\) Additional reinforcements could probably take much longer as even the more sophisticated military powers in Europe would find it challenging to set up a combat-ready heavy brigade within a short amount of time. Besides, the lack of adequate infrastructure—including the lack of an integrated railroad system in the East—would also make it difficult for NATO to mobilize.\(^229\) These military challenges are further aggravated by potential political hurdles. Can the Alliance come to a consensus in a crisis? Even if there is a political consensus, how long would it take to make a decision and move the NRF? In some cases, approval from the national legislatures would also be needed.\(^230\)

In light of these credibility issues around NATO’s deterrence posture, there is a strong rationale to continue the adaptation that the Alliance started in Wales, Warsaw, Brussels, and London. The main dilemma for the future is finding the right balance between doing too little and doing too much. If the Alliance does not do more to change the situation along the borders, it could invite Russian aggression in a crisis. However, if NATO implements a posture that is too aggressive, it could also increase tensions with Russia and spiral into an arms race. So far, the Alliance has abided by the NATO–Russia Founding Act and the “four no’s” policy—no intention, no plan and no requirement to deploy nuclear weapons or storage sites on the territory of new member states, and no permanent stationing of substantial combat forces.\(^231\) NATO has also shown restraint by crafting its adaptation measures in ways that do not violate existing arms control agreements. At the Warsaw Summit, NATO reinforced its commitment to the NATO–Russia Founding Act. This framework should not be changed if the Alliance truly wants to avoid increasing tensions with Russia.
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There are three major aspects of continuing the adaption of NATO in the future. The first is deterrence and assurance. In this regard, the role of the United States is crucial for three reasons. First, it is the most capable military force in the Alliance; second, directly facing U.S. troops at the border would have the most robust deterrence effect on Russia; and third, it would also ensure that the White House cannot abandon its European allies in a crisis. Therefore, the rhetoric and the political decisions that Washington takes about European troops are directly relevant for the credibility of NATO’s conventional deterrence. Additional deterrence options include the deployment of U.S. air defenses to somewhat mimic Russian A2/AD capabilities in the region. Offensive and defensive cyber capabilities also need to catch up to Russia, and the already-deployed multinational forces should be better integrated. Enhancing combat readiness around Europe is also necessary to make sure that, if needed, reinforcements can arrive in a timely manner. And finally, capacity and logistics should also be enhanced so that large-scale troops can be rapidly deployed anywhere in NATO Europe. These measures might prove to be enough to get Russia interested in an agreement on conventional forces and a new CSBM regime.

Moreover, there are additional capability gaps that should be addressed in electronic intelligence, surveillance, and reconnaissance to provide a fuller picture about Russian maneuvers during a crisis. If NATO decides to put more focus on deterrence by punishment, it could also turn to disruptive technologies like, for example, space observation and tracking systems, exoatmospheric interceptors, stealthy autonomous deep-strike drones, or hypersonic cruise missiles. These could increase insecurity in Moscow.232

For NATO, the elephant in the room is its nuclear posture. The Alliance needs to think more about its strategy to deal with nuclear threats, and ways to dissuade Russia from using nuclear weapons. Over the past few years, NATO has emphasized that any use of nuclear weapons would fundamentally change the nature of a conflict. It has started to emphasize the nuclear component behind conventional deterrence measures. However, NATO should do more to disabuse Moscow of any notion that it can use nuclear weapons and escape nuclear retaliation.

The Alliance can display collective nuclear resolve in many ways: the continuation and modernization of nuclear sharing arrangements (i.e., including more states in conventional support tasks), high readiness of nuclear forces in Europe and the strategic nuclear capabilities of the P3, adaptive planning, coordination of messaging, and conduct of more exercises with nuclear capabilities. In declaratory policy, NATO should also be more open about its nuclear capabilities and explain the significance of its nuclear sharing arrangements to its publics. As the other chapters in this volume show, there is a notable antinuclear movement in many European states, which makes it difficult to have a balanced discussion about nuclear deterrence. More transparency around the B61 gravity bombs and their contribution to deterrence is important for

232 Gustav Gressel, Under the Gun: Rearmament for Arms Control in Europe.
domestic reasons—it may alleviate the political pressure from antinuclear groups and pave the way for a more balanced debate.

The second area where NATO can improve is in exercises and signaling. In this regard, NATO should do more to exercise conventional defense against a nuclear state. The Alliance should also conduct more nuclear exercises—for example, practicing release procedures for NATO nuclear weapons, or conducting more SNOWCAT (Support of Nuclear Operations With Conventional Air Tactics) training in cooperation with countries that are not involved in the nuclear sharing agreements. Conventional reinforcements will have a limited value if they are not integrated and if Russia does not believe that NATO is ready to use the entire range of capabilities in a crisis. Deterrence is strongest when these capabilities are regularly demonstrated. A key step is to exercise in unexpected domains and organize more cross-service training.

NATO should also continue to increase maneuvering and signaling activities in the eastern flanks, and place more emphasis on rapidly moving large amounts of troops. Trident Juncture, for example, took three years to prepare—in sharp contrast with Russian exercise routines, where some snap exercises are prepared within only a few days. There is no need to fully copy Russian practices, but some of these steps could enhance the credibility of NATO’s deterrence posture. Besides, if NATO wants to limit Russian nuclear coercion, and it concluded that the B61 gravity bombs in Europe support that goal, it should signal this to Moscow by enhancing the readiness of the dual-capable aircraft, and regularly involve them in exercises.

And finally, resilience. Today’s space and cyber capabilities carry an inherent risk of escalation during a crisis. The heavy reliance on information technology makes cyber and counterspace attacks highly valuable in a crisis, providing significant advantages to the side that strikes first. Therefore, NATO should invest more in increasing its civilian and military resilience against Russia to minimize the risks of cross-domain escalation by non-kinetic attacks. Russia has also demonstrated in Crimea the power of propaganda and disinformation. NATO should pay more attention to the ethnic Russian populations in the Baltic states and increase their resilience to Moscow’s hybrid warfare tools, limiting Russia’s ability to create unrest within NATO.

On the arms control track, there are also a number of steps that could stabilize relations and pave the way towards a broader political settlement with Russia in the long run. Over the past few years, the arms control strategy of the Alliance was built on the following principles: enforcing compliance with existing agreements, calling out violators and addressing noncompliance, supporting strategic nuclear reductions, and seeking to limit nonstrategic nuclear weapons. However, NATO cannot forget that Russia violated its arms control obligations because these agreements no longer served its national security interests—simply reinstating past agreements is not likely

to bring a different outcome. The Alliance needs to understand the pattern of Russian violations and identify where mutual interests remain. Success in arms control and risk-reduction measures will be key to continuing the adaptation of the Alliance.

In order to avoid misunderstandings about NATO’s intentions, the Alliance should continue to communicate clearly (as it has in the past) that its deterrence measures are defensive and that it remains open to arms control with a willing partner. In this area, there is an opportunity for Europeans to take the lead and be constructive negotiating partners alongside Washington and Moscow. Many European leaders have emphasized that they consider arms control measures part of the solution. Sweden has recently taken an active role in risk-reduction efforts. The U.K. House of Lords has called for greater European leadership in arms control and risk reduction, Germany presented its own proposal to the OSCE to adjust the Vienna Document in October 2019, and French President Emmanuel Macron has also emphasized the role of arms control for security and stability in a February 2020 speech.

For these European initiatives to succeed, it will be crucial to agree on a common approach. Part of the reason the 2016 Steinmeier initiative and the 2015 Polish efforts to adapt the Vienna Document failed to bring any major change is that they lacked European consensus. Europe needs to decide what it wants to achieve vis-à-vis Russia and put an arms control proposal on the table that is realistic in the current security environment, one that builds on the sobering lessons of Russia’s past behavior. As it is unlikely that Russia would negotiate anything without the participation of the United States, European allies also need to synchronize their ambitions with Washington.

At present, rebuilding the entire European security order is unrealistic because achieving consensus among all OSCE member states is unlikely. From a NATO perspective, reintroducing zonal/flank troop limits is impractical, as it would favor the side that is capable of moving its forces faster. But there are several transparency measures that could be beneficial. Especially in the border areas, it would be desirable to announce all maneuvers and troop movements. In order to minimize the risk of accidents, NATO and Russia could also work on a code of conduct for air and maritime systems. Crisis management procedures should be incorporated in both sides’ deterrence postures, and NATO and Russia should strengthen the political–military and military-to-military channels of communication for effective crisis management. In the spirit of the dual-track decision, the Alliance should also make it clear that it is willing to offer concessions on some deterrence measures if Russia
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is willing to return to the table, engage on conventional arms control in Europe, and address the issue of intermediate-range missiles. In the aftermath of the COVID-19 crisis, governments will probably prioritize investments in economic recovery and social programs, which creates an even stronger need to adjust the deterrence–arms control balance and revitalize cooperative efforts with Russia in areas where they are willing to cooperate in good faith.

**Conclusion**

Since the annexation of Crimea, NATO has started a serious adaptation of its forces in response to the renewed Russia threat along its eastern borders. These steps, however, were mostly reactive, and left the initiative with Moscow. In parallel, Russia has also challenged the existing arms control architecture, and its treaty violations led to a number of withdrawals by the United States. If NATO wants to retake leadership on both issues, it should return to the logic of the dual-track decision. Such a move could strengthen Alliance unity and it could also help to restore stability in Europe. Since the Harmel Report, NATO’s strategic thinking has always incorporated the twin pillars of deterrence and political détente. At the same time, the Alliance does not have a comprehensive dual-track strategy today. By developing a new dual-track approach, NATO could use the deployment track to incentivize Russian cooperation in arms control.

In the current security environment, the most important difference in comparison to the Cold War formula is that the deployment track should not be focused on nuclear capabilities. If NATO wants to strengthen peace in Europe, it needs to show a stronger willingness to deter Russia with the entire spectrum of capabilities. Today, there is a heightened risk that a smaller military incident, a non-kinetic operation, or a simple misunderstanding could lead to a crisis with escalation dynamics that neither side will be able to control.

In a crisis, Russia believes that it has a certain level of escalation control due to the tools of nuclear coercion. The Trump administration addressed this challenge by trying to fill the capability gap with more low-yield nuclear options. But effectively assuring the allies and deterring nuclear coercion is not only a capability problem. While there are political doubts about the seriousness of the U.S. administration’s security assurances towards its allies, additional nuclear capabilities will not be enough to reassure Europe. Besides, a nuclear solution leaves many gaps open in the lower tiers of conflict. Neither Russia nor the United States can be certain that once the nuclear threshold is crossed, escalation can be controlled, and there will be a winner in the end. Therefore, they should focus their attention on preventing the emergence of a crisis in the first place.

As Russian confidence is partly built on its military superiority along the border areas and its ability to deny NATO viable military options, NATO should continue the investments in its nonnuclear tool kit and combine its deterrence strategy with a renewed focus on cooperative measures. In order to avoid misunderstandings, NATO
needs to balance its reinforcements with a certain level of restraint. In the eyes of Europeans, the success of NATO’s adaptation is also linked to a strong arms control agenda. Continued domestic support for deterrence will require a return to dialogue, and a revival of the arms control mechanisms. In this regard, European governments have an opportunity to step up and define the new parameters of the balancing act.
Restoring the Balancing Act: Disarmament and Deterrence in the New Era
Łukasz Kulesa

Introduction
A fragile, and frequently contested, balancing act between the seemingly incompatible concepts of nuclear deterrence and disarmament has been practiced by NATO member states since the 1970s. It boils down to two elements: preserving the policy of nuclear deterrence and, simultaneously, supporting reductions in the number and salience of nuclear weapons. In recent years, however, the credibility and effectiveness of this approach has come under strain. While the necessity of strengthening nuclear deterrence is highlighted by NATO and its member states—mostly in the context of recent Russian activities—the other element of the balancing act has taken a back seat. The bilateral U.S.–Russian process leading to nuclear arms reductions has stalled, and there is little, if any, movement on multilateral disarmament initiatives that NATO states could claim as a success.

The United States has recently attempted to present its own take on the balancing act, suggesting to focus less on nuclear reductions and more on risk reduction, and on creating the conducive general environment for disarmament. These adjustments, however, may be inadequate to address the international and internal criticism that the United States and other NATO members have tilted too much towards nuclear deterrence, or even nuclear warfighting. Correction of the course is needed. Without restoring a credible deterrence–disarmament balancing act, it may be increasingly difficult to maintain the international support for the nonproliferation regime centered around the Treaty on the Non-Proliferation of Nuclear Weapons (NPT). Shattering the balance may also make it more challenging to preserve internal support for continued engagement in maintaining a nuclear deterrence posture in some NATO countries.

The future direction of U.S. policy will be decisive for reestablishing a sense of balance. The United States does not need to shift into reverse gear and embrace the humanitarian discourse on nuclear disarmament. But preserving the existing nonproliferation and arms control instruments would be a good starting point. Beyond that, presenting a coherent set of substantial arms control initiatives engaging not only its potential adversaries, but also its European allies, looking into the scope of the nuclear modernization programs, and reviewing the U.S. narrative about the relationship between deterrence and disarmament might help to return to the imperfect, but effective balancing act of the past.

Deterrence and Disarmament
Based on an interpretation of the NPT and its Article VI, a particular approach to the relationship between deterrence and nuclear disarmament has emerged since the
1970s and has been subsequently perfected, especially since the end of the Cold War. This balancing act involves two main elements. On the one hand, there is declaration of support for the goal of nuclear disarmament enshrined in Article VI. This is followed, however, by the argument about the need to take a long-term view on the issue and engage in a process of gradually limiting reliance on nuclear weapons and nuclear deterrence, as well as reducing the numbers, and thus moving closer to the final goal. For example, U.S.–Soviet (later U.S.–Russian) strategic arms reduction treaties were presented by the two superpowers at the NPT forum as a sign of ending the nuclear arms race and evidence of progress towards disarmament.

On the other hand, there is the assumption that throughout the whole process, nuclear deterrence would remain relevant as a mechanism for assuring the security of those who possess nuclear weapons and their allies, even as the overall importance of these weapons and their place in the deterrence mix were to be gradually scaled down. Importantly, the NPT itself did not touch upon nuclear deterrence policy as such. Its recognition of a group of nuclear weapon states (NWS), its negotiating records, and the fact that U.S.–Soviet negotiations on the treaty focused not on deterrence as such, but on preventing further proliferation and on the modalities of extended nuclear deterrence arrangements within NATO and the Warsaw Pact. This focus points to the conclusion that the NPT does not prohibit NWS from maintaining nuclear deterrence as a tool of their security policy or from extending nuclear deterrence to its allies.238

Ultimately, all NWS have adopted their variants of the balancing act. As put in the U.K.’s 1998 Strategic Defence Review White Paper, “The Government wishes to see a safer world in which there is no place for nuclear weapons... Nevertheless, while large nuclear arsenals and risks of proliferation remain, our minimum deterrent remains a necessary element of our security.”239 The Russian Federation’s Working Paper on nuclear disarmament, submitted in 2019 as part of the NPT Review process, similarly proclaims support for “incremental” nuclear disarmament efforts, but it notes that “for Russia, the possession of such weapons is a necessity and the only possible response to very specific external threats.”240 Perhaps most famously, the balancing act was summarized by President Barack Obama in 2009 in Prague. He began the relevant passage of his speech by reinforcing “clearly and with conviction” the U.S. commitment to “seek the peace and security of a world without nuclear weapons,” but ended it with


the observation that “as long as these weapons exist, the United States will maintain a safe, secure and effective arsenal.”

The balancing act approach has also become a long-standing tenet of NATO policy. In its current formulation, NATO concurrently declares commitment to the world free of nuclear weapons and asserts that “as long as nuclear weapons exist, NATO will remain a nuclear alliance.” In addition, NATO highlights that disarmament is a process in which all member states have played a role, points to the steep reductions of nuclear weapons committed to NATO in comparison to pre-1989 levels, and pledges to take “further practical steps and effective measures to foster nuclear disarmament.”

The balancing act provided an underlying rationale for the “step-by-step” or progressive approach to nuclear disarmament. Its impact was visible in the reductions of nuclear arsenals in the post-Cold War period, based partly on U.S.–Russian arms control agreements and also on the unilateral decisions of NWS. These measures helped to assure the successful outcomes of the 1995, 2000, and 2010 NPT Review Conferences, which included specific disarmament-related steps collated in the Principles and Objectives (1995), the Thirteen Steps (2000), and the Action Plan (2010).

The balancing act has been frequently criticized as a distortion of the “bargain” allegedly struck during the negotiations over the NPT regarding genuine progress towards disarmament, or even a ruse used by the NWS and their supporters to avoid fulfilling in good faith their obligations and maintain their dependence on the practice of nuclear deterrence. However, as long as the basic outlines of the policy of moving forward on disarmament-related moves and decreasing reliance on nuclear weapons were effective, it remained the dominant paradigm for the functioning of the NPT-centered nuclear order and a justification behind the deterrence and arms control policies of the U.S. and NATO. It was also broadly accepted by Russia, and at least tacitly acknowledged by China [e.g., through its signing of the Comprehensive Test Ban Treaty (CTBT)].


242 See the contribution on NATO by Jessica Cox and Joseph Dobbs in this volume.


Challenges to the Balancing Act

The last few years brought a number of challenges to the long-established approach to the disarmament–deterrence relationship. First, several elements of the step-by-step agenda based on it became bogged down in disagreements between the nuclear weapon states, including the CTBT’s entry into force and the commencement of negotiations of the Fissile Material Cut-off Treaty (FMCT). Apart from the implementation of the New START Treaty, there have been recently no further negotiated or unilateral reductions of nuclear weapon stockpiles or any limitations in the weapons’ operational status. Ray Acheson, director of the Reaching Critical Will program, described the step-by-step agenda as merely “piles of commitments made over many years” and Brad Roberts, a former U.S. Deputy Assistant Secretary of Defense for Nuclear and Missile Defense Policy, suggested that the approach has “lost credibility.”

Second, the annexation of Crimea, the increase of tensions between Russia and the U.S. and NATO, as well as between the U.S. and China, made nuclear deterrence again an important part of national and NATO strategies, and brought great power competition back to the forefront. It also brought a revival of concerns about the credibility of the existing nuclear strategies and postures and, subsequently, about moves to adjust them to the new realities. This included the Russian decision to counter the alleged threat of U.S. conventional strike and its investments in missile defense with a range of new nuclear weapon systems, including INF-range land-based cruise missiles. The 2018 U.S. Nuclear Posture Review, in turn, cited the need to address the threat of nuclear coercion or limited nuclear weapon use by Russia or China as a reason for deploying two additional sea-based nuclear weapon systems (a low-yield warhead for the Trident submarine-launched ballistic missiles and a nuclear sea-launched cruise missile). The reported Chinese discussions about the rationale of maintaining a no-first-use policy and its minimum deterrence posture also point to a likely internal review of the existing policies. Importantly, both the Russian and U.S. decisions will result in the introduction of more diverse nuclear capabilities, contradicting one of the assumptions of the old balancing act approach—a steady move towards reducing the number of available nuclear systems.

Third, a new alternative to the disarmament–deterrence balancing act has emerged in the form of the nuclear prohibition treaty movement, based on the humanitarian narrative. This approach has unanimously and forcefully rejected nuclear deterrence as both dangerous and unethical, and opted for a direct stigmatization of nuclear


The 2017 Treaty on the Prohibition of Nuclear Weapons (TPNW) includes a specific provision banning the threat to use nuclear weapons, which lies at the heart of the nuclear deterrence concept. This makes it highly problematic not only for nuclear-armed states, but also for nonnuclear NATO countries participating in shaping the Alliance’s nuclear policy to sign the treaty or support such an approach. The humanitarian debate also allowed supporters of the TPNW to draw public attention to what they see as the fallacies of nuclear deterrence, such as the overreliance on the assumption of rationality, the danger of miscalculation, the possibility of accidents or inadvertent escalation and nuclear use, or the discounting of risks connected to the interplay of nuclear and nonnuclear capabilities.

Taken together, these challenges have made preserving the traditional balancing act increasingly difficult. They have fueled divisions in the international community between proponents of strengthening nuclear deterrence (justified by deterioration of the security environment) and those rejecting it in the name of nuclear disarmament. That has put an additional strain on the maintenance of the NPT-centered nuclear order, with widespread expectations that the next NPT Review Conference will likely fail to agree on a substantive outcome document. The delay of the meeting until 2021 makes the prospects of bridging the gap on disarmament–deterrence matters only marginally better.

A New Balancing Act in the Making?

In response to these challenges, there have been some interrelated and partly overlapping attempts to reformulate the approach to deterrence and disarmament. Two of them—one centered on nuclear risk reduction and one on creating the environment conducive to nuclear disarmament—are based on the assumption that the scope for reaching progress under the step-by-step approach is limited, and decisive moves towards nuclear disarmament are not possible under the current circumstances. Proposals and ideas under these two approaches essentially assume the continued maintenance of nuclear deterrence and sideline the issue of reductions. The third recent proposal, the “stepping stones” initiative, incorporates some of the risk-reduction
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proposals, but adds a reformulation and refreshment of the step-by-step approach, all of which are supposed to “put us back on the road to nuclear disarmament.”

The first attempt at rethinking the balancing act focuses on risk reduction. The last few years have brought renewed interest in nuclear risk-reduction measures, including from the nuclear weapon states. A broad range of measures is suggested under the risk-reduction aegis, falling—according to a seminal study from the United Nations Institute for Disarmament Research (UNIDIR)—under the rubrics of (1) political and doctrinal commitments, (2) “strategic considerations” (e.g., agreements not to attack certain targets or interfere with certain capabilities), (3) changed operational procedures, and (4) bolstered engagement and transparency measures. The 2019 G7 statement on nonproliferation and disarmament lists as risk-reduction measures “transparency and dialogue on nuclear doctrines and postures, military-to-military dialogues, hotline agreements among nuclear weapon possessors, ‘accident measure’ agreements, transparency, and notification exercises, as well as missile launch notification and other data exchange agreements.” Nuclear risk reductions have also taken a prominent role in the so-called P5 process. Their appeal may be connected with the fact that, from the nuclear weapon states’ perspective, risk reduction seems to be about making nuclear deterrence safer, not undermining it. The aims seem to be minimizing the threat of accidental, unauthorized, or inadvertent use of weapons, narrowing down the scenarios in which nuclear weapons can be used intentionally, and increasing the time for deterrence to be reestablished during a crisis or conflict between nuclear weapon states.

Another potential avenue for reformulating the deterrence–disarmament balancing act was suggested by the United States in 2018. The initiative, which ultimately came to be known as Creating an Environment for Nuclear Disarmament (CEND), proposed to focus the attention on the status of international security, and identifying the specific conditions which would make the security environment stable enough for the nuclear possessors and their allies to allow progress on nuclear disarmament. As explained

---
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by U.S. Assistant Secretary of State Christopher Ford, the thinking underlying the initiative is that the previous “sterile” discourse focused on identifying next steps towards nuclear disarmament (including numerical reduction agreements) ignored the “underlying security concerns that have made the retention of nuclear weapons necessary to forestall major power conflict and maintain strategic stability.”\textsuperscript{261} It was thus necessary to put the emphasis on easing international tensions and reducing conflicts, and making sure that steps towards disarmament would not decrease the security of the possessors and their allies, and end up being destabilizing.

The United States suggested establishing a process engaging states interested in developing the new approach further. Such a formulation proved to be acceptable to all other NPT nuclear weapon states and some nuclear possessors from outside the NPT that participated in the discussions: India, Pakistan, and Israel.\textsuperscript{262} As of mid-2020, the CEND has held two plenary sessions, for the second session bringing together representatives from 31 countries for informal discussions. They agreed on a program of work involving three subgroups on threat perceptions, increasing the effectiveness of existing nonproliferation and disarmament institutions, and nuclear risk reduction.\textsuperscript{263} Yet, until the CEND produces specific proposals on disarmament, it is vulnerable to accusations from some nonparticipants that its main purpose is to delay action and engage in discussion for discussions’ sake.

Finally, the “stepping stones” or Stockholm Initiative on Nuclear Disarmament brings together a group of 15 nonnuclear weapon states, including NATO members and U.S. extended nuclear deterrence partners in Asia.\textsuperscript{264} Devised as a diplomatic vehicle towards strengthening the NPT and increasing the chances of success of the 2020 Review Conference, the initiative took as point of departure the past disarmament commitments and suggested a set of “short-term, meaningful, and achievable measures reinforcing the NPT and its implementation.”\textsuperscript{265} Most of these measures have already been suggested under the step-by-step approach and included in previous NPT Review Conference outcome documents. However, they have been reviewed, partly broken down into more “actionable” measures, and modified to reflect the political and diplomatic developments and the overall worsening of the security environment. Recognizing the
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continued dependence of NWS and their allies on nuclear deterrence but aiming to limit it and revive the disarmament track, the Stockholm Initiative’s approach seems to be the closest to the original balancing act.\textsuperscript{266}

**Towards a Synthesis of the Old and the New?**

The balancing act approach can be criticized as an insincere attempt to have the best of the two worlds in the contemporary nuclear order: enjoy the (assumed) security benefits of nuclear deterrence, and, at the same time, stay faithful to the goal of nuclear disarmament. Yet, for a number of states, including many NATO members, it remains the basis of their security policy in the nuclear area. They are therefore interested in at least maintaining, and if possible, increasing its credibility. For this approach to work, however, the way in which the balancing act is formulated matters. To paraphrase Theodore Parker, the arc of the balancing act may be long, but it either bends toward continued possession of nuclear weapons, or towards nuclear disarmament. The Trump administration appeared to favor the former logic. For a number of U.S. allies, for example, Germany (see Pia Fuhrhop on the German nuclear debate), and for the U.S. Democratic Party, the latter seems to be preferable. The Party’s 2020 electoral platform expressed that the Democrats “believe” that the U.S. has a “moral responsibility and national security imperative” to prevent proliferation and “eventually secure elimination” of nuclear weapons.\textsuperscript{267}

In this respect, the U.S. decision under the Trump administration to focus almost solely on strengthening nuclear deterrence and, to de facto abandon its attachment to the traditional disarmament side of the balancing act, was troubling. A number of the Trump administration’s policy decisions regarding the strengthening of the U.S. nuclear posture and the dismantlement of arms control and nonproliferation arrangements were problematic, including the exit from the Joint Comprehensive Plan of Action (JCPOA), the INF Treaty, the Open Skies Treaty, lack of clarity on New START extension, and the rejection of the CTBT. Even if some of these steps were more defensible on national security grounds than others, the Trump administration’s attitude could be interpreted as a retreat from the previous, balanced policy course. Efforts such as the CEND or concept papers about trilateral and “next-generation arms control”\textsuperscript{268} increasingly looked like “sidetracking” and not as genuine efforts to synchronize U.S. policy with its disarmament obligations and the views of its allies and partners.\textsuperscript{269} Recent reports


about discussions within the Trump administration on the resumption of nuclear testing seem to confirm that the administration’s policy was decisively leaning towards the primacy of nuclear deterrence.\textsuperscript{270} Internal U.S. opposition to the resumption of testing, including in Congress, may, however, have signalled that the traditional balancing act still has considerable support in the U.S. policy debate.

The existing imbalance may become a growing challenge for some NATO countries, especially those whose publics expect a certain degree of activity on arms control and disarmament issues. For a number of European allies, reaching progress towards nuclear disarmament provides a part of their own balancing act: a package-deal approach to security policy that enjoys a broad internal political consensus. The other part of the package is the possession of weapons (the U.K.) or active engagement (e.g., Germany, the Netherlands, Belgium) in NATO’s nuclear sharing policy. The weakening of one part of this policy construct makes the construction unstable—as the renewed German discussion about its participation in NATO nuclear sharing indicates.\textsuperscript{271} If some of the allies express increased unease about U.S. nuclear policy, this becomes a problem not only for the bilateral relationship, but also for the credibility of NATO’s approach to deterrence and disarmament.

The deterrence–disarmament balancing act cannot be credibly restored without a change of attitude of the United States. U.S. allies and partners are willing to rally around the United States to promote and defend a reasonable balancing act, but most of them expect it to involve both a recognition of the necessity of nuclear deterrence and tangible moves towards nuclear disarmament. The renewed balancing act and strong consensus around it (including in NATO) is achievable. It does not need to look dramatically different from the old one. New fora such as CEND and/or the Stockholm Initiative can generate discussion and interesting ideas, but there will be a need to reconcile both approaches they represent.\textsuperscript{272} The deterioration of relations among the main nuclear possessors must be taken into account, but this cannot become an excuse for not engaging in efforts towards implementing at least some of the stepping stones or step-by-step agenda proposals.

Such a fusion of ideas would also provide NATO countries and other U.S. allies with stronger arguments when engaging the critics of their policy and the balancing act as such. Activists and countries strongly rejecting nuclear deterrence policy, including TPNW signatories, will not become convinced of the merits of this approach. However, the current U.S. emphasis on nuclear deterrence means that several other NPT countries, who until recently tacitly accepted the balancing act, may no longer treat


the declarations of support for the NPT’s disarmament goals made by NATO members as sincere or credible. That may include the likelihood of more of them accepting the TPNW approach.

In terms of narrative, a strong reaffirmation by the U.S. of its support for nuclear disarmament as the ultimate goal and of the defensive and limited nature of maintaining nuclear deterrence would be a useful correction to the current imbalance. This may be followed by a new review of nuclear doctrine and the current modernization plans, and subsequent decisions adjusting the posture and scaling down some or abandoning development of some new capabilities. In terms of the international agenda, beyond the laudable and potentially productive efforts on reducing nuclear risks, the rebalancing would have to include a return to the policy of seeking realistic nuclear arms reductions with Russia, beyond the New START extension. That could potentially create a bridge towards trilateral or multilateral arms control.

**A Role for the European NATO Members**

To restore the balancing act, it may also be helpful for the United States to identify arms control initiatives that could engage some or all other NATO members, and potentially give them an increased role as cosponsors or facilitators of discussions or negotiations. While historically the European NATO allies were active in shaping the Alliance’s nuclear arms control agenda, e.g., its response to the deployment of new Soviet intermediate-range nuclear forces in the 1970s, in recent years such active engagement has been largely absent. Europeans have been responding to U.S. initiatives rather than determining the agenda, and they focused mostly on calling for the preservation of the status quo in nuclear arms control, first regarding the INF and then the New START Treaty.

This stance can be partly explained by the diversity of European views about the relationship between nuclear deterrence and disarmament. It ranges from the supporters of the TPNW (non-NATO Austria and Ireland) to the nuclear deterrence-oriented European nuclear weapon possessors, France and the United Kingdom. Based on their attitude towards nuclear deterrence, a 2018 study by the European Council on Foreign Affairs divided the states of the European Union into five categories: True Believers (in nuclear deterrence), Conflicted, Pragmatists, Conformists, and Neutrals (opposed to nuclear deterrence in principle). The same paper argued that, formal policy statements aside, the degree of public interest in and the political salience of the nuclear weapons issues differ significantly across European states.

---


Little has changed since 2018. Inside NATO, all its members have accepted the necessity of reviewing and strengthening NATO’s deterrence posture, including nuclear deterrence, in the face of the challenge posed by Russia and other threats to the Alliance. The countries situated along NATO’s eastern border, most notably Poland, Romania, and the three Baltic States, have more or less openly welcomed the recent return of prominence of nuclear deterrence in U.S. and NATO thinking. Hence, while the governments of European NATO allies are generally more likely to declare their support for nuclear disarmament and arms control than the Trump administration did, they all at minimum acknowledge, and in some cases support the necessity of nuclear deterrence.

At the same time, given their commitment to the NPT regime, the majority of U.S. allies in Europe would most likely welcome the opportunity to contribute more on the arms control and disarmament side to bolster the credibility of the balancing act. Their preference would be to work with the United States rather than taking an independent course. French President Emmanuel Macron was the only European leader to publicly float the idea of developing a European arms control agenda to be pursued with Russia, but his position has not gained any broader support so far. There now seems to be space for new joint transatlantic initiatives.

In the nuclear and nuclear-related spheres, there are a number of ideas to develop. The first one can be a joint U.S.–European initiative or a NATO initiative aimed at reaching an arms control agreement focused on restraining or prohibiting certain categories of short- and intermediate-range land-based missiles. Taking the post-INF environment as the point of departure, one variation of such an initiative could aim at zero deployments: mutual pledges not to develop and deploy and (in the case of Russia) to reverse the deployments of nuclear-capable land-based INF-range ballistic and cruise missiles in Europe. Another variant of the potential proposal could involve agreeing on global or regional ceilings for the deployment of such missiles. Russia would be the primary target for such a proposal. Its launch and promotion as a joint U.S.–European proposal rather than just a U.S. proposal could make it harder for Moscow to disregard it.

Another area for closer cooperation may be the joint development of a U.S.–European proposal linked to the U.S.–Russian negotiations of a follow-up arms control agreement to New START. Such negotiations would most likely touch upon a number of issues relevant for the European security agenda. These would include, for example, the potential reductions or withdrawal of U.S. and Russian nonstrategic nuclear weapons, the future of U.S. missile defense capabilities deployed in Europe, or the question of potential engagement of the U.K. and France in the next rounds of strategic nuclear weapons reductions. European allies could work with the United States towards developing common positions that would increase the chances of reaching an agreement on a legally binding treaty with Russia—which would most likely involve agreeing to some changes in NATO’s nuclear and missile defense posture. This would also be a mechanism to convey the expectations of European allies regarding
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the Russian commitments, for example, regarding a decrease in numbers and more transparency for the Russian nonstrategic nuclear weapons stockpile. Taken together with U.S. actions, such joint initiatives could lead to the revival and strengthening of the credibility of the deterrence–disarmament balancing act.
Rethinking the Impact of Emerging Technologies on Strategic Stability

Andrea Gilli and Mauro Gilli

Introduction

According to many observers, the technological transformation we are currently experiencing, which is centered around artificial intelligence (AI), machine learning (ML), and big data (BD) as well as other emerging technologies, will possibly “be unlike anything humankind has experienced before.” From an economic perspective, the effects of this transformation seem to be positive, given the net gains in terms of productivity and wealth creation. When we look at the potential social and political implications of this technological transformation, there seems to be more concern than optimism: According to some scholars, these new technologies might have detrimental effects on unemployment and pave the way for stricter societal control and more widespread political disinformation.

When it comes to the effects that artificial intelligence, machine learning, and big data might have for international security, however, the existing policy and scholarly understanding is generally pessimistic, especially with respect to their implications for nuclear deterrence. Many scholars worry, in fact, that these new technologies will undermine strategic stability. On the one hand, some fear that because of its inherent inaccuracy, machine learning may misdiagnose signals and thus mistakenly identify noise in the data as an incoming nuclear attack. Additionally, due to heightened machine speed, a human in the loop might not be able or have enough time to correct for this erroneous assessment. As a result, the argument goes, algorithms left to themselves might quickly—and also inadvertently—escalate an...
incident into a crisis. On the other hand, some worry that the capabilities of these new emerging technologies may undermine the survivability of second-strike nuclear capabilities, thus eroding the foundation of mutual assured destruction, and further providing an incentive for escalation.\textsuperscript{282}

In this article, we first argue that existing worries about the implications of emerging technologies for nuclear stability are largely exaggerated. Artificial intelligence is not making second-strike capabilities vulnerable all of a sudden; such vulnerabilities have been growing for the past decades because of improvements in counterforce—technologies and weapon systems intended to destroy, or neutralize, enemies’ nuclear capabilities. Artificial intelligence is, at best, accelerating this transition.\textsuperscript{283} By the same token, when we look at how nuclear powers have reacted in the past decades to the increasing vulnerability of their second-strike capabilities, we do not observe what the literature on emerging technologies predicts. The growing vulnerability of Soviet (later Russian) and Chinese nuclear arsenals resulting from the increasing acuity and munition accuracy of U.S. weapon system sensors has not led such countries to automate their nuclear second-strike capabilities.

Second, we investigate how artificial intelligence and advances in counterforce will affect the evolution of second-strike capabilities and, by extension, nuclear force postures. We identify three main trends. Weaker countries will have the highest incentives but will also face the highest obstacles to automate their nuclear forces. Fixed intercontinental ballistic missile (ICBMs) launchers might become increasingly vulnerable in the years ahead, to the point of losing some of their main military advantages. Countries might then have an incentive to rely on mobile ICBM platforms and on the underwater pillar of their nuclear posture—despite the U.S. superiority in anti-submarine warfare. Finally, the future of mobile ICBM launchers will depend on the competition between advances in air-defense systems and in deep-strike capabilities. Artificial intelligence will affect both domains but it is too early to assess how the offense–defense balance will shift. While the integration of artificial intelligence with air-defense systems promises to increase the survivability of mobile ICBMs from enemy attacks, progress in deep strike—such as in a new generation of stealth—will have the opposite effect.\textsuperscript{284}

Third, we discuss how increasing automation will enhance the role of human beings at different levels of policy. Technological trends will entail choices about nuclear
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posture, which, in turn, belong to the realm of strategy. Machines can help predict short- to medium-term trends, but strategic nuclear forces take decades to develop. Policymakers will then have to identify and implement strategies that can prove effective despite significant geopolitical and technological changes. Similarly, as more and more functions are automated, psychological dynamics—including various types of bias—will have deeper impacts, as human beings assume more relevant roles and take more critical decisions. This discussion warrants further attention to the personnel domain, from recruitment to training and from education to leadership. After highlighting some key differences between the perception about the risks associated with artificial intelligence between the two sides of the Atlantic, conclusions follow.

Emerging Technologies and Strategic Stability

According to many scholars, practitioners, and policymakers, the emergence of artificial intelligence, machine learning, and big data represents a military revolution akin to gunpower and nuclear weapons.\textsuperscript{285} According to others, this technological revolution could promote strategic instability and increase the risks of escalation—especially if these new technologies were to be integrated into the nuclear domain.

Concerns about artificial intelligence and strategic stability date back to the end of the Cold War.\textsuperscript{286} Recent progress in machine learning and deep-neural networks have given these concerns new salience. For instance, James Johnson notes that, because of artificial intelligence, strategic “competition between great powers...will likely become a negative-sum enterprise.”\textsuperscript{287} Scholars, analysts, and practitioners generally highlight three main risks. First, artificial intelligence-enhanced “intelligence, surveillance and reconnaissance (ISR) capabilities...could undermine” nuclear stability.\textsuperscript{288} Others go even further and argue that artificial intelligence might “make future nuclear war winnable.”\textsuperscript{289} Second, as Anja Kaspersen and Chris King note, the “addition of autonomy, for example, to nuclear delivery vehicles...could make them more vulnerable, which would undermine their predictability, increase the prospects for miscalculation and decrease stability.”\textsuperscript{290} Third, some underline the inherent risks of arms races that these new technologies might trigger. Satanan Kulshrestha, for instance, argues that swarm warfare is a “low-budget, scalable approach” that will be widely accessible and hence “could be devastating and damaging as a nuclear
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weapon onslaught.” Thus, as Edward Geist and Andrew Lohn note, artificial intelligence “might portend new capabilities that could spur arms races or increase the likelihood of states escalating to nuclear use.”

While it is important to take these concerns into serious consideration, in the following sections we argue that the increasing vulnerability of second-strike capabilities is not novel and is not driven by advances in artificial intelligence. It has been in the making for many decades because of several technological trends preceding artificial intelligence and machine learning. Moreover, by examining how countries have responded to the growing vulnerability of their second-strike capabilities, we do not observe the trends predicted by the literature on emerging technologies and nuclear deterrence, namely increasing automation of their nuclear forces.

**The New Era of Counterforce**

Concerns about the effects of emerging technologies for nuclear deterrence rest on the premise that second-strike capabilities are currently secure, and that artificial intelligence is going to make them vulnerable all of a sudden. However, the vulnerability of nuclear arsenals has been growing for over 30 years—albeit unevenly across countries—because of several technological developments, not just because of artificial intelligence.

Today’s nuclear weapons can be delivered through three main systems: ground-based launchers for both cruise missiles and ICBMs; submarine-launched cruise (SLCMs) and ballistic missiles (SLBMs); and finally, air-delivered cruise missiles or gravity bombs dropped by fighters or bombers. Nuclear deterrence, to be effective, needs to rely on credible second-strike capabilities. To be credible, second-strike capabilities need to be able to survive a nuclear attack. For this to work, second-strike capabilities need to be able to survive a nuclear attack. Nuclear powers have pursued two main approaches to ensure the survivability of their nuclear arsenal: hardening and concealment.

---
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Hardening entails the deployment of nuclear forces in structures that can withstand the effects of nuclear detonations such as blast, heat, ground shock, and others. These measures include reinforced silos for ballistic missiles; hardened shelters for bombers; protective sites for patrolling mobile missile launchers; and underground bunkers for command and control centers. Concealment entails minimizing the risk of detection and tracking of mobile delivery systems, such as ballistic missile submarines (SSBNs) and mobile missile launchers (transporter erector launchers, or TELs), which move over vast areas.\(^ {298}\)

As Daryl Press and Kier Lieber argue, however, advances in accuracy and in remote sensing have undermined both hardening and concealment, thus progressively weakening the tenets of mutual assured destruction. Increased accuracy has significantly reduced the benefits of hardening, particularly for rivals of the United States. Improvements in navigation and guidance have increased the capacity of delivery systems—ballistic missiles, bombers, or ballistic-missile submarines—to determine and constantly update their precise position. This trend is particularly evident for ballistic-missile submarines; because of the accuracy revolution, from instruments for countervalue (targeting enemy’s populated centers), they have become instruments of counterforce (targeting enemy’s nuclear arsenals).\(^ {299}\)

Moreover, other improvements, such as in electronics, have further enhanced the chances of successful counterforce. For instance, so-called “compensating” fuses permit compensation for errors in the path of a nuclear warhead by setting off the detonation earlier or later than initially intended, while retargeting capabilities permit compensation for missile unreliability.\(^ {300}\)

Improvements in remote sensing have also significantly reduced the benefits of concealment. On the one hand, in comparison to the past, a broader range of military platforms, from unmanned aerial vehicles to satellites, carry a more diverse range of advanced sensors that, together, significantly enhance the chance of detecting and tracking enemy mobile delivery systems. On the other hand, advances in communications and in computing permit persistent surveillance, real-time transmission, and elaboration of large amount of data, which further increase the chances of detection and of tracking.\(^ {301}\)

In sum, artificial intelligence is not by itself weakening strategic stability; second-strike capabilities—the pillars of nuclear deterrence—have been undermined by technological changes that long preceded advances in artificial intelligence.\(^ {302}\)


\(^{300}\) Keir A. Lieber and Daryl G. Press, “The New Era in Counterforce.”

\(^{301}\) Ibid.

the next sections, we first look at the consequences of increasing vulnerability of countries’ second-strike capabilities and next, at how progress in counterforce as well as further advances in artificial intelligence may shape their nuclear arsenals as well as posture, doctrine, and strategy.\textsuperscript{303}

**Increasing Vulnerability, Increasing Automation?**

When we look at how countries have reacted over the past decades to the growing vulnerability of their second-strike capabilities, we do not observe the trends that the literature predicts on emerging technologies and nuclear instability. Countries have not, in fact, relied on increasing automation to compensate for the vulnerability of their retaliatory forces.

The case of the Soviet Union towards the end of the Cold War is telling. Facing growing U.S. nuclear counterforce capabilities, the Soviet Union pursued multiple avenues to limit its strategic vulnerability. On the one hand, Moscow also pursued arms control and disarmament to address their relative weakness. On the other, Moscow developed Perimeter, a partially automated retaliation system, and considered the development of Dead Hand, a fully automated retaliation system.\textsuperscript{304} Dead Hand represents the very type of retaliatory capability that the literature on emerging technologies is concerned about, as it “would turn over the fate of mankind to computers.”\textsuperscript{305} In fact, several scholars point to it as an early example of the risks we are currently running. However, such a concept was too much even for the Soviets who eventually abandoned it. The Soviet military opposed the idea of removing “one last human firewall” before a retaliation decision was taken.\textsuperscript{306} In the words of a former colonel who participated in the development of more advanced Soviet second-strike capabilities in the 1980s, “It was complete madness.”\textsuperscript{307}

The retaliatory system that the Soviet Union ultimately developed instead was Perimeter, a “modified ‘Dead Hand.’”\textsuperscript{308} Perimeter was intended to ensure a Soviet retaliatory strike in case of an American nuclear attack. However, it did so by doing the very opposite of what the literature on emerging technology worries about: In case of an incoming decapitating first strike, it delegated the decision to retaliate to other officers instead of to a computer, and it delayed the decision to retaliate, rather than accelerating it. One of Perimeter’s central features was, in fact, to avoid the risk of an accidental nuclear escalation; the logic of Perimeter was to delay the
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  \item \textsuperscript{303} Austin Long and Brendan Rittenhouse Green, “Stalking the Secure Second Strike: Intelligence, Counterforce, and Nuclear Strategy.”
  \item \textsuperscript{305} Ibid., p279.
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decision to retaliate by taking “the immense burden of a sudden, shoot-or-die decision off the shoulders of the Soviet leader, especially someone as feeble as Brezhnev or Chernenko.”

Fearing an incoming decapitating strike, a Soviet leader was given the option of activating Perimeter, which automatically transferred the decision to retaliate to “a few duty officers who might still be alive in a concrete bunker.” These duty officers had to check if a set of conditions had been met, and in that case, they would decide whether to send the order to all Soviet nuclear forces to retaliate.

The case of China further questions the argument that the growing vulnerability of nuclear arsenals will inevitably lead to their full automation. Some, for instance, are worried that a U.S.-launched swarm of stealth drones could trigger a prompt Chinese nuclear response. The history of China’s nuclear posture, however, questions these worries as well as the thesis connecting emerging technologies to the risk of nuclear escalation. First of all, China’s nuclear capabilities have been vulnerable to a U.S. first strike for some time. The Chinese leadership is trying to close this gap but has not responded to its arsenal’s vulnerability as the literature on emerging technologies and nuclear stability would predict. On the one hand, Chinese land-based nuclear forces remain at low-alert status, while its nuclear submarines have long left ports without
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311 This development is remarkable because it highlights a broader issue about pre-delegation, i.e., granting lower-level commanders the authority to use nuclear weapons under carefully prescribed conditions. Pre-delegation would clarify a hierarchy among different stakeholders, should a decapitation attack occur. According to existing sources, the Soviet leadership had been generally hesitant to spell out such hierarchy, mostly for domestic political considerations, i.e., the stability of the regime. During the entire Cold War, the command and control of Soviet strategic nuclear submarines remained highly centralized even when U.S. weapons accuracy increased. As a result, the Soviet Union weakened the command and control of their strategic nuclear forces because of the lack of internal trust. In other words, consistent with the literature on military innovation, politics, not just technology, explain Soviet nuclear posture. See Brendan Rittenhouse Green and Austin Long, “The MAD Who Wasn’t There: Soviet Reactions to the Late Cold War Nuclear Balance,” Security Studies 26, no. 4 (2017), p606–41; Norman Friedman, The US Maritime Strategy (Annapolis, MD: Naval Institute Press, 1988); Matthew Evangelista, Innovation and the Arms Race: How the United States and the Soviet Union Develop New Military Technologies (Ithaca, NY: Cornell University Press, 1988). It is important to highlight, nonetheless, that the issue is complex: pre-delegation serves survival goals with the intended consequence of strengthening deterrence and the potentially unintended result of fostering inadvertent escalation and nuclear risks. See Dmitry (Dima) Adamsky, “Nuclear Incoherence: Deterrence Theory and Non-Strategic Nuclear Weapons in Russia,” Journal of Strategic Studies 37, no. 1 (2014), p91–134. The origins of pre-delegation, in Russia, stem back to the Cold War Soviet policy of keeping dispersed and vast nuclear forces in launch-ready configuration. However, in the late 1950s, NATO also pre-delegated—although never to the lowest level—launch authority for at least some of its nuclear weapons. See, for instance, Scott D. Sagan, Moving Targets, p142–143; or Bruce G. Blair, The Logic of Accidental Nuclear War (Washington, DC: Brookings Institution Press, 1993), p46–52.
nuclear weapons on board. On the other hand, China has not rushed to automate its nuclear force structure.

Additionally, the country has maintained a no-first-use policy and a minimum deterrence posture: It has not pursued a mutually assured destruction policy. The sources of China’s nuclear restraint are several and not fully understood. China’s nuclear modernization has, among others, also aimed to reduce its vulnerability to U.S. counterforce capabilities. Interestingly, artificial intelligence does not seem to play a central role in this process, at least until now.

**Counterforce, Artificial Intelligence, and Nuclear Posture**

Emerging technologies coupled with trends related to counterforces are nonetheless likely to affect countries’ nuclear postures and arsenals. In this section, we identify three potential trends.

**Weak States and Weak AI**

As Michael Horowitz notes, incentives to automate early warning and command and control of nuclear forces are not symmetrical. Countries most vulnerable and with smaller nuclear arsenals have the highest incentives to automate their nuclear capabilities in order to obviate the risk of a disarming first strike. These countries, however, are also more likely to face significant obstacles in this endeavor, because they might lack the scientific, technological, and industrial base necessary to exploit artificial intelligence in full. Developing, integrating, and employing advanced self-learning algorithms is a massive challenge, both in civilian and military domains. Writing algorithms is difficult, as shown by the very concentrated market structure of the artificial intelligence business as well as by the pay scale of machine learning professionals.

---
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experts, which reflects the scarcity of these skills.\textsuperscript{322} The technological knowledge required to operate in this field poses very high entry barriers, which in turn limits the number of AI leaders.\textsuperscript{323} Moreover, integrating and employing advanced algorithms poses further challenges; suffice it to say that many consulting companies offer expensive services to private and public organizations to accomplish this very transition.\textsuperscript{324}

In addition, machine learning also requires very advanced semiconductors. This means that in order to automate its nuclear forces, a country will need to either have access to the market of the most advanced semiconductors or to be able to produce them by itself. However, the most advanced semiconductors are extremely difficult to produce, and there are only a handful of producers from the U.S. or from U.S. allies.\textsuperscript{325} Similarly, the machinery necessary to produce semiconductors are very difficult to develop and hard to employ, as they require specialized workers with extensive experience.\textsuperscript{326} Last, but not least, algorithms require data.\textsuperscript{327} While in theory, access to commercial, generalized data can be relatively easy, data for training algorithms on military issues are much more difficult to access and generate.\textsuperscript{328} Weak countries are at a particular disadvantage in this regard. Consider an artificial intelligence-centered early-warning system: In order to work, this requires data for training its underlying algorithms. Without such data, it cannot work. Synthetic data from a small country are necessarily highly imprecise as the data cannot reflect the complexity of the natural and operational environment, with the result of undermining the very effectiveness of the system.\textsuperscript{329} In sum, while integrating artificial intelligence into one’s nuclear forces
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\textsuperscript{329} This is how electronic warfare and anti-submarine warfare have been conducted during the 20th century. See for instance Alfred Price, \textit{War in The Fourth Dimension} (London: Greenhill Books, 2001); and John Lehman, \textit{Oceans Ventured: Winning the Cold War at Sea} (New York, NY: W. W. Norton & Co., 2018).
may represent a rational solution to offset their vulnerabilities, many countries may simply lack the capabilities to make this transition effective.

**Fixed ICBMs**

Over the past decades, improvements in accuracy and in remote sensing have made fixed ICBMs increasingly vulnerable. The integration of emerging technologies with counterforce capabilities will likely further strengthen these trends and make concealing of fixed ICBM sites increasingly difficult. First, the miniaturization of sensors has been lowering launch and production costs of satellites, permitting a multitude of countries to launch observation satellites.\(^{330}\) Second, commercial companies have been entering the space business and have started providing off-the-shelf surveillance capabilities, such as those widely used for open-source intelligence.\(^{331}\) Finally, machine learning algorithms coupled with existing sensors, including hyperspectral imaging, further increase the accuracy of space-based intelligence, which can then provide abundant and precise information about even hidden land-based targets.\(^{332}\)

As a result of these trends, concealing fixed ICBMs will become increasingly more difficult and costly. The construction of launch silos for ICBMs takes several years, and requires a large amount of personnel, the employment of heavy equipment, and extensive provision of supplies (materials and instruments). Concealing the whole construction process from space-based sensors from beginning to end requires a lot of effort and attention since minor mistakes in the planning process or in the concealment itself might compromise the whole effort. Moreover, persistent monitoring coupled with the capabilities of machine learning—which can more accurately identify even minor variations in landscape over possibly infinite numbers of pictures—can help uncover ICBM locations, thus undermining their survivability. Countries can offset this development by increasing the number of silos (i.e., redundancy). However, this comes at great cost and unless a very large number of silos are built, it does not address the problem. For countries with limited resources and for those facing the United States’ counterforce, the utility of investing in fixed ICBMs might shrink significantly given their inherently growing vulnerability. These countries might decide to progressively remove this type of capability from their strategic arsenal.

**Mobile ICBMs**

Advances in counterforce capabilities have also eroded the survivability of mobile ICBMs. However, predicting whether this trend will continue or whether it will be reversed
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is difficult to say at this stage. The future survivability of mobile ICBMs will depend on the competition between anti-air-defense systems and counterforce capabilities (such as deep strike), and on which side will benefit the most from application of artificial intelligence. For mobile ICBMs, the biggest threat comes from the multiplicity of platforms that can detect, track, and neutralize them, including satellite-based synthetic-aperture radars, airborne signal intelligence systems, and air-launched gravity bombs or laser-guided munitions. While part of the “kill-chain” can be performed by platforms that are relatively safe from enemy air defense systems such as satellites, other functions are performed by systems that need to penetrate a country’s air space. This means that such systems will be within range of the enemy’s integrated air defense systems, whether less sophisticated ones (low-altitude and short-range anti-air artillery or infrared-guided man-portable air defense systems) or more advanced ones (high-altitude, long-range surface-to-air missiles, or interceptors).

Progress in artificial intelligence, machine learning, and other realms promises to significantly enhance air-defense capabilities. It could potentially allow for coordination of multi-sensor and multi-receiver integrated radar systems, and hence significantly degrade the main benefit of stealth—i.e., limited frontal radar reflections. In addition, more advanced software simulations can facilitate the detection of incoming aircraft by feeding potential signature returns into signal processing software—rather than having them scan the horizon for a much broader range of signals. Finally, the pursuit of more efficient semiconductors, such as gallium nitride, will enhance the power of existing radars, and hence their range and accuracy.

Submarine-launched Ballistic Missiles

The increasing vulnerability of fixed ICBMs might provide some countries with the incentive to pursue not only mobile ICBMs but also submarine-launched ballistic missiles (SLBMs). Developing and operating SLBMs, however, will pose significant challenges. First, for countries that do not already possess a submarine-industrial base and a submarine force, entering this realm will be extremely demanding and time consuming, given the massive entry barriers of the submarine business, the extensive training that submariners need to go through in order to acquire proficiency, and the infrastructural support that submarine operation requires, such as specific semi-conductors.
command and control centers. Submarines are, in fact, extremely difficult to design, develop, and produce, with some people comparing them to space shuttles because of the industrial and engineering challenges they pose. Similarly, the operation of submarines is equally demanding: The ocean is an unfriendly environment, and minor mistakes are sufficient to lead to catastrophic outcomes. Consider that the Indian Navy’s multibillion-dollar Arihant submarine was out of commission for about a year after a crewmember failed to close an external hatch before it dived.

Second, no technological trend will reverse the challenges of developing and operating submarines anytime soon. Computer assistance with design and development has been in use for at least two decades, but it has not yet lowered the entry barriers in submarine production—in fact, it has required more training for construction workers. Similarly, automating submarines will not obviate the need for highly trained personnel; it will only create additional technical problems and risks. For autonomous submarine systems to be effective, they need to be capable of contextual decision-making. However, the ocean is a dynamically complex environment, and many of its features (such as underwater currents) are still not fully understood. Last but not least, although some believe that autonomous underwater systems will democratize submarine capabilities, automating an underwater nuclear deterrent entails huge risks—including that the vessel is lured into enemy hands or its weapon systems are activated by adversarial forces, in addition to the possibility of accident.

Third, even if a country can successfully enter the submarine business and quickly master how to operate a sea-based deterrent, hiding underwater will still represent a massive hurdle, especially in light of advanced U.S. anti-submarine
warfare capabilities. Tellingly, even the submarines of China and some of Russia are considered noisy, and hence relatively easy to detect. Yet comparatively, it will still be easier to hide a submarine than to hide fixed ICBMs; while the oceans are not transparent, they offer multiple options for hiding, such as in shallow coastal waters, where sound propagation is significantly limited.

More Autonomation, More Important Human Beings

Artificial intelligence is an instance of technological change. Technological change, from an economic perspective, is a process that makes a product or an activity cheaper, better, or more efficient, thus driving its consumption. When a good or service becomes cheaper, we consume less of its substitutes, and more of its complements. For instance, railroads reduced the costs of train transportation, and as a result, naval traffic shrank. Similarly, progress in jet engines made air travel more efficient (cheaper and quicker, as well as safer) vis-à-vis other substitutes, such as train, car, or ship. However, when more trains or airplanes are used, there is also an uptick in demand for their complementary goods and services: railroads, airports, and all related activities to these types of transportation. The same logic applies to artificial intelligence. Artificial intelligence, through machine learning, is a prediction technology. When the cost of prediction shrinks, we use more of it. However, this increasing consumption calls for more complements, which are primarily judgment calls and subjective assessments: We need to better assess the value and logic of prediction. As Frank Sauer notes, human judgement “includes the ability to evaluate and combine numerous contextual sources of information.” Sauer refers to Lt. Col. Stanislav Petrov’s famous 1983 questioning of Soviet early-warning systems alerting of a nuclear attack. The same logic applies to more recent developments: As intelligence, surveillance, and reconnaissance (ISR) and early-warning systems are
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increasingly automated, the responsibility to the human in the loop will grow. As a result, personnel recruitment as well as education and training will become more important. Self-evidently, more advanced countries, with better education systems and larger pools of competent young military forces, are more advantaged than others.

Second, if automation gives more importance to human beings, more attention must be paid to cognitive and psychological dynamics. Three issues are worth attention. On the one hand, the management literature on artificial intelligence underestimates these challenges. The relatively recent subfield of behavioral economics largely deals with these issues. On the other hand, the literature on artificial intelligence and strategic stability probably exaggerates the reliability of human beings working under stress with information that is inherently limited, partial, or inaccurate. Additionally, most work in this area assumes that, facing short reaction times, policymakers will trade quick responses for accuracy. While certainly possible, this is not necessarily a given. Will the leadership of a country agree to automate its nuclear forces with the risk that those forces will target its own territory? The literature on nuclear stability has devoted significant attention to signaling. It is possible that in the future, the discussion will shift towards nudging, as behavioral economics suggests.

Third, as technology enhances the role of human beings, nuclear strategy, doctrines, and posture grow in salience since they are directly shaped by human beings. Simply put, technology sets constraints, and human beings can exploit opportunities. Identifying these opportunities will become even more important. The development of nuclear weapons led to mass retaliation first and to mutual assured destruction next, which were neither obvious nor given. The key question for the future is how countries will react and adjust their strategy, posture, and doctrine to the growing capabilities of counterforces as well as to the increasing role of artificial intelligence. Will countries stick to a no-first-use policy, for instance, or will they integrate their nuclear forces into their conventional military structure to prevent foreign attack? Will countries adopt more defensive or offensive postures?
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In this respect, it is worth highlighting that around the world, and also across the Atlantic, countries have different perspectives on these issues and such differences will likely play a prominent role in the future: Ethical stances, cultural understandings, and legal interpretations shape the way in which artificial intelligence is designed, intended, and employed. We thus cannot rule out that a divergence could occur. Worries about emerging technologies and nuclear stability are, in fact, significantly more pronounced in Europe than in the U.S., at least if we look at the publications of the major think tanks. These differences can be observed also among official documents. While the United States (and China) have published extensive strategy or policy documents on emerging technologies that, more or less indirectly, touch upon the nuclear field, European countries have been considerably more hesitant to officially discuss the military implications of artificial intelligence, with France being the exception. Overall, European countries are generally more supportive of a ban, or at least a tight regulation, of autonomous systems than the United States (or China, Russia, and Israel).

Whether this reflects a lack of technological capabilities or strategic culture is difficult to say, but it carries some important implications for the near future. There are in fact growing calls both to regulate the diffusion and military employment of artificial intelligence and to add emerging technologies into new arms control agreements—as current treaties are expiring or some countries have withdrawn from them. Without a common, coherent, and solid transatlantic perspective, it will be hard—if not impossible—to reach any meaningful agreement. Similarly, it will be difficult to maintain interoperability and, consequently, deterrence and defense in the years ahead if military modernization does not occur along some shared principles and ideas between the two sides of the Atlantic. Several proposals—broadly concerning artificial intelligence—have been advanced in recent years. Overall, NATO and the European Union should push against the nefarious rhetoric surrounding emerging technologies and sponsor research.
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and wargames to neutrally test existing hypotheses, both to validate new concepts and to undermine concerns based on conjectures.\textsuperscript{366}

\textbf{Conclusions}

Should we be concerned about the integration of artificial intelligence, machine learning, and big data in the nuclear domain? Are these emerging technologies going to disrupt strategic stability? Is there the risk that such technological developments will fuel the risk of nuclear escalation or accidental nuclear risk? Examining emerging technologies outside of existing technological trends—especially those related to the growing capabilities of counterforce—may prevent us from understanding their origins and rationale. Artificial intelligence, in particular, is not making second-strike capabilities immediately vulnerable: This trend started decades ago. Some countries may then have an incentive to integrate artificial intelligence into their nuclear arsenals because of the increasing vulnerability of their strategic forces. If so, the focus—including in arms control—should be on the cause of the problem, not on the solution countries pursue. Second, not all countries have and will have the same incentives to integrate artificial intelligence into their nuclear forces. China, for instance, has accepted a degree of vulnerability for its nuclear arsenal for decades. However, the countries with the highest incentives to automate their nuclear arsenals are also those facing the biggest technological constraints.

The interaction between emerging technologies and counterforce permit, additionally, to make some speculation about future nuclear postures. In particular, fixed ICBMs may become increasingly vulnerable. Countries may have an incentive to strengthen their underwater capabilities while the integration of artificial intelligence into air-defense systems and nuclear-delivery vehicles will generate a competition around mobile ICBMs (which have outcomes that are difficult to predict at this stage). While technology sets constraints, it is the responsibility of humans to exploit opportunities. This is the more important message from this chapter. As machines take over ever-increasing responsibilities, human beings are left with more important tasks: Human biases as well as their judgment will thus occupy a central role. Future military competition, no matter how technology-intensive, is likely to be shaped by human traits and qualities.
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Artificial Intelligence and Deterrence: A View from Europe
Laura Sidd[367]

Introduction
An emerging disruptive technology, artificial intelligence (AI) is increasingly seen as a game changer that—in the words of Emmanuel Macron—“will raise a lot of issues in ethics, in politics, it will question our democracy and our collective preferences.” Its impact is such that it has often been compared to other grand scientific discoveries like electricity, and the World Economic Forum identified it as one of the driving factors of a new industrial revolution. Indeed, AI and automation have come to define a new phase of the “digital revolution” (or disruption) triggered by the advent of digital computing towards the end of the 20th century.

The military domain is not excluded from this revolution. AI will, in all likelihood, have implications for warfare. The disruptive potential of a technology that enables machines to substitute or replicate human judgement and the corresponding challenges for strategic stability are not negligible. With multiple applications across various domains, AI raises many questions about the risks and opportunities it entails, especially in the field of defense. What is the added value of military applications of AI? What are their limitations? Is deterrence too old and outdated an idea, detached from or made redundant by a digital world? The adoption of AI in certain areas can present many benefits, but there are also costs: AI could be “weaponized” and become an instrument of warfare.

This chapter explores the potential implications of AI for deterrence and how European states have begun to engage with AI at a national and regional level. While AI introduces a series of ambiguities that may undermine deterrence, the uncertainties that would seem to hinder deterrence may work in its favor. As the implications of AI—particularly in the realm of security and defense—remain contested and open to debate, its geopolitical implications are already apparent. The quest for technological superiority is defining the contours of an international landscape that finds the United States and China at the forefront of innovation and Europe struggling to catch up. The AI strategies of European states reveal an interest
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in investing more in AI so as to take advantage of all the benefits this technology offers. They also recognize its risks. However, national approaches—and thereby also national priorities—may vary, especially with regard to AI applications in security and defense. As countries develop their own AI plans, the European Union and NATO can have a role in fostering cooperation in this highly competitive sector. National priorities will likely determine what this cooperation might look like and Europe’s position in the digital world. Given the importance of perceptions, they will also have an impact on how states choose to tackle the uncertainties created by the adoption of a dual-use technology like AI in the military field. Strategic communications and dialogue at different levels can help clear some of these ambiguities and avoid miscalculation and unintended escalation.

**Emerging “Disruptive” Technologies and Artificial Intelligence**

Defining what falls under the category of “emerging technologies” is not always clear.\(^{370}\) “Emerging” may refer to technologies that are new, still under development, or already available but yet to be perfected or gain traction among potential users. Those most commonly recognized emerging technologies include AI and autonomous systems, big data and advanced analytics, cyber capabilities, hypersonic weapons, anti-satellite weapons, quantum computing, novel materials, and additive manufacturing.

A shared characteristic among many emerging technologies is their “disruptive” potential: their expected ability to yield wide social and economic effects. “Disruptive” is not necessarily negative, but rather indicates how new technologies have the potential to revolutionize—for better or worse—current and future trends. However, not all emerging technologies are disruptive, and not all disruptive technologies are emerging. For example, the innovative use of an existing technology or the use of a combination of existing technologies can be labelled as “disruptive.” At the same time, not all new technologies or scientific discoveries are “emerging disruptive technologies” since some of these technologies never leave the laboratory or make it to market.\(^{371}\) Emerging disruptive technologies are also often ambiguous. They can be “dual-use” in both application and intent—in other words, they can have both civilian and military applications and can be used for beneficial or malicious purposes.

---
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AI is one such technology, with applications across different domains. AI generally refers to machines capable of human-level cognition and thus perform tasks that normally require human intelligence, such as recognizing patterns, learning from experience, drawing conclusions, and making predictions. In the military sphere, applications of AI include intelligence, surveillance, and reconnaissance (ISR) systems; command, control, communications, and intelligence (C3I) systems; automatic target recognition (ATR) technology; big data-driven modelling; and intelligence analysis to locate movements of troops and assets.

AI can also be used as a tool of political warfare to generate and spread misinformation (e.g., through deepfakes) among selected target audiences and influence public opinion. AI systems can be programmed to possess different levels of autonomy, from early AI automated systems that performed scripted tasks following a specific set of rules/algorithms to more autonomous systems that recognize patterns and improve their performance through machine learning methods. Most machines currently available have varying degrees of autonomy and fall within the two extremes of “low autonomy/automated systems” and “fully autonomous systems.”

**AI and Its Implications for Deterrence and Security**

AI presents a series of ambiguities that could, on one hand, improve security and reliability but, on the other, could increase the likelihood of miscalculation and unintended escalation. For example, the adoption of AI and automated or autonomous systems in the military can increase a system’s reliability; reduce the risk of accidents; produce improvements in ISR; allow more precise targeting; and limit costs and decision–action times. Yet these features also raise concerns about AI’s military applications.

For instance, AI can be used to reduce exposure to cyberattacks through tools designed to detect network anomalies and identify potential vulnerabilities. At the
same time, it could itself represent a vulnerability that potential adversaries can exploit: Future cyberattacks could target operating and autonomous systems and go undetected for some time before being identified and countered. By increasing the speed and power of existing cyber tools, AI could make it easier and cheaper to carry out cyberattacks. Despite (or because of) AI advancements, establishing with certainty who is behind an attack remains difficult. This could create misunderstandings and trigger a series of dangerous spillover effects, especially in the event that nuclear systems become the target of cyber (offensive or espionage) operations.\textsuperscript{378}

In the nuclear realm, AI can help mitigate some uncertainties around adversary actions through data collection and processing on the location and movements of its forces, including the movement of nuclear systems. This also means, though, that AI may allow states to correctly locate and target second-strike capabilities. In an environment of deep mistrust, perceptions about the viability of second-strike capabilities influence the way nuclear possessors behave and what type of control or autonomy they choose for their nuclear systems.\textsuperscript{379}

Automation is not radically new: Early warning and nuclear command and control (NC2) systems already have some level of automation that helps operators identify threats. Advanced AI capabilities can improve existing systems, reducing the risk of false alarms, allowing operators to process data and make decisions more rapidly, and ensuring that effective and timely communication is maintained at all times. In addition, new capabilities with various levels of autonomy can also be incorporated in nuclear launch platforms and delivery vehicles. States might decide to deploy nuclear delivery platforms that do not require human presence for launch authorization, which would present a series of advantages: They could be kept closer to their designated targets and for longer than the systems that require maneuvering by humans. They could also serve as a signaling tool and enhance second-strike capabilities.\textsuperscript{380}

A principal challenge with automation, however, relates to the level of trust operators have in machines and how much control states are willing to delegate to them. While reliance on machines could help reduce the risk that human biases influence decisions, it does not eliminate it entirely. AI heavily depends on input data and algorithms that could be based on inaccurate, flawed, or biased assumptions, leading to errors or imprecise and nonobjective conclusions. Machine or automation biases can also be problematic: Computers are not infallible and they lack human qualities—such as empathy—that can help mitigate tensions. Overreliance on machines\textsuperscript{381} could lead to errors of judgement, should the data provided by “black box” algorithms be inadequately scrutinized or flawed. In a competitive environment in which decisionmakers are
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expected to make swift decisions (at machine speed) to avoid being at a disadvantage, they may feel pressured to employ new AI systems before they are mature, and human–machine interaction failures may generate vulnerabilities or lead to errors, which could have unimaginable costs in the nuclear domain.382

AI-augmented systems also pose a series of ethical and operational questions. Who is responsible for machine errors? How should states respond to a cyber operation where attribution is unclear or contested? Could AI be perceived as a guarantor of impunity and tempt states to launch an attack under the assumption that it could go undetected or lead to few or no consequences? The answers are not clear-cut, but complex—and exacerbated by the fact that AI is not simply a technology per se, but an enabling technology that can work as a force multiplier, playing on synergies among different technologies (such as cyber).

These considerations have clear implications for deterrence. Emerging disruptive technologies like AI have the potential to alter the character of warfare, as nuclear weapons did when they were first developed. However, this does not necessarily mean that deterrence is a concept that belongs to the past. Nor should it be seen as a static concept, but rather something that can evolve with time to consider new variables.

One new variable to consider is how AI-enabled technologies could affect the credibility of deterrence. For example, the problem of attribution in the cyber realm could make states more prone to launch a cyberattack on each other without fearing a reaction. In addition, AI could provide states with a better ability to locate and target the second-strike capabilities of a potential adversary, eliminating the threat of a retaliatory attack. The introduction of fully autonomous systems with no human supervision could increase the chances of errors and accidents, which could cause deterrence to fail.

But the same ambiguities and uncertainties that would seem to hinder deterrence could work in its favor: Out of fear, states could decide to avoid any type of offensive action that could prompt an escalatory response. In this regard, the question is not whether deterrence is still a valid strategy, but whether it can work against new types of threats. How should states respond to the different applications of a technology that is not a weapon itself, but can be used with malicious intent, lower the nuclear threshold, and increase the risks for escalation?

Looking at this question through the prism of the security dilemma, perceptions are paramount and will affect how states decide to use AI technologies. The different applications of AI and their corresponding implications feed the security dilemma, adding new dimensions to the traditional concepts of defense and strategic stability. This is especially true when one considers how AI can be used to manipulate

perceptions through targeted information campaigns that can undermine a state’s internal and external stability (influencing the opinions of a state’s domestic audience and/or undermining alliances). In a world where perceptions influence the way states interpret and react to threats, AI can represent a challenge for strategic stability, since it can increase the risks of miscalculation and unintended escalation. It can also prompt a global competition among states that try to outdo their potential adversaries in technological innovation. We could then possibly see a “security dilemma 3.0” that emphasizes the impact of technological advancements on security considerations.

Global Competition for Data and the European Context

Technological advancements are contributing to shape a system where global competition for data—the “raw material” for AI—and leadership in AI is influencing states’ domestic and foreign policy decisions. The information superiority guaranteed by this technology, as well as its advantages in different areas, are well understood by national leaders, who are promoting growing investments in R&D. Highlighting the important geopolitical implications of AI, Russian President Vladimir Putin notably affirmed in 2017 that “The one who becomes the leader in this sphere will be the ruler of the world.” Along with India, Russia is among the countries that are more invested in AI technologies—especially in its military applications—but for the time being, the United States and China are leading the field. Where does this leave Europe?

Europe and European countries in general seem to be falling behind in the quest for digital superiority. This does not mean that European leaders do not recognize the relevance of technological innovation and its potential implications. In 2019, Angela Merkel underscored the need for Europe to define its “independent” position in the digital world: “So many companies have just outsourced all their data to U.S. companies...I’m not saying that’s bad in and of itself—I just mean that the value-added products that come out of that, with the help of artificial intelligence, will create dependencies that I’m not sure are a good thing.”

Similar concerns about data control and access have been raised by Emmanuel Macron on several occasions. In fact, Germany and France recently launched a project to create a cloud computing platform, Gaia-X, so as to develop a European alternative to the U.S. and Chinese tech giants. The official website dedicated to Gaia-X is telling: It defines the project as “initiated by Europe for Europe” with the aim
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“to develop common requirements for a European data infrastructure.”

Creating a European data infrastructure is considered a step towards Europe’s digital sovereignty, as well as a way to improve data protection and security, promoting “a new culture of artificial intelligence based on the principles of openness, interoperability, transparency and trust.” European administrations are now putting more emphasis on their digital strategies, and Gaia-X is one example of the actions being taken in this field. A closer look at the strategies of some European states can help provide a clearer picture of where Europe stands in the global competition for digital superiority.

The United Kingdom’s AI Strategy

The United Kingdom released the AI Sector Deal, its AI strategy, in 2018. The deal is built around five principles, the “foundations of productivity” already indicated in the U.K. industrial strategy: ideas, people, infrastructure, business environment, and places. Accordingly, it plans to invest in R&D and spearhead a series of initiatives across these sectors to make the United Kingdom “the world’s most innovative economy.” In order to realize all the social and economic benefits that AI applications entail, it further recommends establishing partnerships between businesses, academia, and public institutions. The strategy then focuses on the relevance of data availability and on the need to create secure data sharing frameworks, recognizing that “some of the most valuable data—in terms of its potential for enabling innovation, improving services of realising public sector savings—cannot be made open because it contains nationally critical, personal, or commercially sensitive information.”

The British AI strategy does not include specific references to its implications for security and defense, though it does stress the importance of strengthening the country’s cybersecurity capabilities as captured in other official documents. For instance, the National Cyber Security Strategy outlines three objectives: to defend, to
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deter, and to develop (i.e., to acquire the necessary cybersecurity capabilities to make sure that U.K. networks are resilient, protected, and discourage potential attackers). While the AI Sector Deal does not directly mention investments in AI military applications, interest in this field is evidenced in other policy documents and investments in new technologies. In early 2020, for example, the Defence and Security Accelerator (DASA)—a cross-government organization that sources and finances innovative services to support the U.K. defense sector—announced contracts for nine projects aimed at changing the way warships make decisions and process data through AI. According to the press release that detailed the announcement, DASA is working on behalf of the Defence Science and Technology Laboratory (DSTL) to examine how defense platforms can be designed to exploit technological advancements in the fields of automation, autonomy, machine learning, and AI.

This is done within the framework of the DSTL Intelligent Ship project, launched to develop innovative technologies that can be used across different defense domains to enhance the use of intelligent systems within future platforms. The vision underpinning the Intelligent Ship project is indicative of the British government’s approach to AI: “Automation, autonomy, machine learning, and AI will be closely integrated and teamed with human operators. To enable this, defence platforms will be designed to facilitate human-machine teaming and collaboration of AI. This will lead to timely, more informed, and trusted decision-making and planning, within complex, cluttered, contested, and congested operating and data environments.” The project recently entered its second phase with a call for plans to support the evaluation and demonstration of a range of human–machine teams (or agents for decisionmaking) and their integration with an evaluation environment.

**France’s AI Strategy**

France published AI for Humanity, its AI Strategy, in March 2018. The strategy is largely informed by the conclusions of a study led by Cedric Villani, a member of
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Parliament and a mathematician.\textsuperscript{402} During its conference unveiling, President Macron underscored four priorities: (1) establishing an AI ecosystem in France and Europe to develop and attract the best talents in the field, (2) defining a policy on open data, (3) improving competitiveness in the AI sector through public and private investments, and (4) creating an ethical framework for the use of AI systems. In particular, Macron emphasized the need to foster greater regional cooperation, beginning with investments in Franco–German projects.\textsuperscript{403} Developing an aggressive data policy centered around sovereignty and strategic autonomy is a key feature of the French strategy, where it is seen as essential to keep France—and Europe—from becoming “digital colonies” of the Chinese and American tech giants.\textsuperscript{404}

The French AI strategy is notable because it directly refers to the application of AI in defense and security; significantly, it is one of the four priority sectors detailed in the strategy, along with health, transport, and the environment. The government expects these sectors to offer the best comparative advantages because they are areas of excellence for Europe and France; they generate public interest, and they attract public and private investment. One more reason for their prioritization is that strong public leadership is deemed necessary to promote changes in these sectors. According to the strategy, sector-specific AI policies should therefore be developed, tested, and implemented. The Villani report elaborates on this, advocating for European cooperation in the four priority areas, albeit recognizing that this may only be immediately possible in the transport sector. Legislative and regulatory disparities make harmonization in the other areas, including defense, more challenging and a two-phased approach preferable—with developments consolidated at the domestic level first, and then at the European level.\textsuperscript{405}

As laid out in the French strategy, efforts to enhance French AI capabilities should then include investments in R&D to increase competitiveness and to create a network of interdisciplinary institutes for artificial intelligence. Other elements taken into account in the French strategy are the implications of AI applications for labor, for the environment, and for inclusivity and diversity. The safety of AI systems—in particular, those systems that could cause damage in the event of an attack—and the ethical and security questions surrounding autonomous systems are also given careful
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consideration. In particular, Lethal Autonomous Weapons Systems (LAWS) raise a number of concerns. Recalling that all weapon systems are subject to international and humanitarian law, the Villani report suggests the establishment of an observatory to monitor the development of any such weapons.\textsuperscript{406}

One year after the publication of the report on the web site AI for Humanity, the French Ministry of the Armed Forces released its military AI strategy, \textit{Artificial Intelligence in Support of Defense}.\textsuperscript{407} The strategy reflects many of the themes already examined in the Villani report, analyzing the opportunities and risks that accompany AI technologies in the military field. Notably, it is stressed that further progress is needed before these technologies can be used in the defense sector in a controlled manner. The strategy notes that, for the armed forces, AI technologies are not an end in themselves “but rather a means to help them continue to perform their missions.”\textsuperscript{408} Accordingly, the document presents a road map for the integration of AI within the French armed forces and the Defense Ministry as a whole. The plan calls for investments in R&D, the establishment of strategic partnerships and international cooperation mechanisms, the creation of a ministerial committee to address the ethical issues that future AI military applications could raise, and the development of a ministerial data policy. The potential impact of AI technologies on cyber defense is also considered.\textsuperscript{409}

The importance of data control to avoid dependencies is a recurrent theme. The military strategy acknowledges the existing international competition in AI, with two superpowers, the United States and China, controlling a large amount of data. Meanwhile the E.U. is establishing itself as “an aspiring intermediate power,” whose approach to legal and ethical issues could be an asset or have negative repercussions. France is part of a second circle of countries—with Germany and the United Kingdom—that present some advantages, but lack a sufficient critical mass.\textsuperscript{410} With regard to some of the questions raised by the potential development of fully autonomous weapons systems, the document produced by the Ministry of Armed Forces makes it clear that “France has no plans to develop fully autonomous systems where human
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operators have no control over the definition and performance of their missions” and that military commanders remain responsible for the use of weapons.411

**Key Features of the AI Strategies of Other European States**

Germany’s AI strategy, titled AI Made in Germany, was published towards the end of 2018.412 The strategy largely focuses on economic and social aspects, calling for investments in R&D and European cooperation (including through Franco–German projects), and emphasizes the need for a data infrastructure and regulatory framework.413 While the strategy briefly recognizes the risks and opportunities accompanying AI applications in emergency response and security—including data and IT security—it defers action in these areas to the relevant ministries. It reads “In response to new threats to our security from within and without the country, the Federal Government will promote research into both civil security and into the detection of manipulated and automatically generated content, also as part of its work on cybersecurity. The competent ministries will take charge of any research conducted into the use of AI to protect the country’s external security and for military purposes.”414

Similarly, the draft Italian strategy from 2019415 touches upon economic and social issues, defining a series of objectives such as increasing R&D investments to foster innovation, consolidating AI ethical and regulatory frameworks, exploiting the potential of data economy, and supporting international and regional cooperation networks. To reach these objectives, the document recommends investments in seven key sectors: industry and manufacture, food and agriculture, tourism and culture, energy and infrastructure, health and social security, smart cities, and public administration. Notably, defense is not listed as a priority, though the draft strategy fleetingly acknowledges some of the risks related to data security and cybersecurity.416

The minor level of attention the German and Italian strategies pay to defense issues may find an explanation in the “specialization” of the actors involved in their development. In fact, the German strategy is the result of the joint efforts of the Federal Ministries of Education and Research, Economic Affairs and Energy, and
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Meanwhile, in Italy the lead was taken by the Ministry of Economic Development, which tasked a group of experts with the elaboration of a set of proposals for an Italian AI strategy. The major focus on industrial, economic, and social issues and the corresponding choice to rely on the ministries dealing with these issues for national AI plans could, in turn, be driven by institutional dynamics: Work on national AI strategies is being carried out within the framework of an E.U. coordinated plan, which E.U. members share a commitment to. However, the emphasis placed on security dynamics can vary from one state to another, as the French strategy demonstrates. Compared to the German and Italian strategies, the Dutch AI strategy published in 2019 also seems to pay more attention to the way AI applications can affect the security and safety of the country’s territory (although—as with the other European strategies—its approach appears to be principally structured around economic, social, legal, and ethical considerations).

While a complete analysis of all European states’ AI strategies is beyond the scope of this paper, some common features can be identified. Overall, the official AI strategies of most European states reveal an interest in investing more in AI, and focus generally seems to be on its economic, social, and ethical implications, rather than its military applications. More specifically, a recent report by the European Commission’s Joint Research Centre identifies five common focus areas across national AI strategies: human capital, from the lab to the market, networking, regulation, and infrastructure. These categories refer to AI-related initiatives taken to improve education and training; invest in research and innovation; foster cooperation between the public and private sector; promote the development of rules, and more generally, to promote the development of a “vision for AI.”

418 The draft Italian AI strategy released in 2019 was inspired by the recommendations of the group of experts appointed by the Ministry of Economic Development. Their proposals for an Italian AI strategy (“Proposte per una strategia italiana per l’intelligenza artificiale”) were outlined in a document—published at the same time as the draft strategy—that was recently finalized following a public consultation. The final version of the experts’ proposals, which will serve as the basis for the official Italian AI strategy, was made public in July 2020. It is structured along the same lines as the document that preceded it: Gruppo di Esperti MISE sull’intelligenza artificiale, “Proposte per una strategia italiana per l’intelligenza artificiale” (2020). https://i2.res.24o.it/pdf2010/Editrice/ILSOLE24ORE/QUOTIDIANI_VERTICALI/Online/_Oggetti_Embedded/Documenti/2021/01/05/strate.pdf. Accessed January 19, 2021.
419 Ibid. The Dutch strategy also notes that the Ministry of Defense is developing a “vision for AI.”
421 For E.U. AI initiatives, see the paragraph, “The European Union and the Quest for Technological Sovereignty.”
guidelines, and standards; and encourage data collection and enhance digital and communications infrastructures.\textsuperscript{424}

Given that AI is a general purpose technology, investments in all the fields listed above are inevitably bound to have repercussions for defense and security. Still, it is striking that the military applications of AI—and related investments—are not the object of a separate analysis. This could indicate a tendency to overlook certain aspects, but it does not exclude the possibility that military uses of AI are examined in other contexts, or that they are the object of classified discussions, the extent of which is not reflected in public policy papers. Whether or not parallel reflections on these issues are ongoing, the way they are (or are not) acknowledged in the official strategies could be seen as a message in itself and could lead to different interpretations of national priorities.

Interestingly, another report by the Commission’s Joint Research on the use of AI in public services\textsuperscript{425} indicates that most AI actions in Europe are taken in general public services, economic affairs, and health. Out of the 230 AI initiatives taken into consideration for this report, only four are in the defense field. One entails the use of AI systems for computer vision and identity recognition; another, the adoption of AI tools for natural language processing, text mining, and speech analytics. The remaining two involve AI applications for security analytics and threat intelligence. Despite the low number of AI defense initiatives officially registered, a survey completed by 18 European countries shows that the defense domain is generally regarded as one of the top five policy domains deemed as a priority for AI.\textsuperscript{426} The fact that survey respondents were heads of departments, chief information officers, senior policy officers, and consultants (i.e., actors potentially involved in discussions and decisionmaking processes) could indicate an interest in doing more with regard to AI military applications.

The European Union and the Quest for “Technological Sovereignty”

In the complex map of AI initiatives being taken at the European level, the European Union appears to be assuming a pivotal coordinating role. In light of its competences—particularly competition rules and trade—the E.U. has initiated a number of policies and regulations in many AI-related domains that have accelerated in recent years. Achieving “technological sovereignty in some critical technology areas”\textsuperscript{427} is among the top priorities of the E.U. Commission led by Ursula von der Leyen, but initiatives in this field have also been taken by the previous Commission.
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Among them are the European AI strategy (with measures to boost European AI competitiveness and set ethical guidelines) and the Declaration of Cooperation on Artificial Intelligence from April 2018. The latter laid the foundation for the Coordinated Plan on Artificial Intelligence (presented at the end of the same year), which encouraged EU member states to develop their national AI strategies and to coordinate actions taken at the EU and national level so as to maximize the benefits of AI across Europe.

The EU has been especially active with regard to the creation of regulatory frameworks, addressing key concerns related to consumer and data protection, and to the competitiveness of the European AI sector. The General Data Protection Regulation (GDPR), a privacy and security law, is one of the most famous examples of its actions on the normative front. In 2018, a High-Level Expert Group on AI—established to support the European AI strategy—completed work on ethical guidelines and on policy and investment recommendations. Guidelines on ethics for trustworthy artificial intelligence were published the following year. Another area where the EU has been playing a role is the fight against political warfare and disinformation campaigns, where it has carried out a series of programs to foster investments on AI. By the end of 2020, the program Horizon 2020 will have allocated €1.5 billion (plus €2.5 billion from public–private partnerships) to support the development of AI applications in key areas, as well as to invest in research and innovation around Europe. An additional yearly budget of €20 billion (of combined public and private investments) is foreseen for the next decade.

Building ecosystems of excellence and trust to enable the development of an AI that is human-centric, trustworthy, and ethical is a central tenet of the EU’s approach.
to AI, as evidenced by the White Paper on Artificial Intelligence\(^\text{436}\) released in February 2020 (at the same time as its European data strategy\(^\text{437}\) to create a single market for data). Of note, the white paper proposes policies to promote AI development across Europe and examines some of the associated risks—for example, opaque decisionmaking, biases leading to discrimination, and invasion of privacy. But it does not address the issues related to the development and adoption of AI for military purposes. Work on this is currently underway at the European Defence Agency (EDA), which is due to finalize an AI action plan by the end of 2020.\(^\text{438}\)

**NATO and Emerging Security Challenges**

NATO is also an interested stakeholder in the field of emerging technologies and AI, in so far as certain technologies can improve the defensive capabilities of the Alliance, or be used to challenge its security and cohesion. While “deterrence, based on an appropriate mix of nuclear and conventional capabilities, remains a core element of NATO’s overall strategy,”\(^\text{439}\) the security implications of emerging technologies are not overlooked. NATO’s technological edge is considered an essential enabler for the capability of the Alliance to deter and defend against potential adversaries. This is why, as stated in the Secretary General’s 2019 Annual Report, “the Alliance took major steps to address the potential impact of emerging and disruptive technologies, recognising that these technologies will have a profound impact on how the Alliance carries out its core tasks and that Allied future security will be determined by the ability to understand, adopt and implement emerging and disruptive technologies.”\(^\text{440}\)

One of the steps the report refers to is the commitment to an Emerging Disruptive Technologies (EDT) Roadmap. NATO defense ministers adopted the roadmap in October 2019 to help structure NATO’s work in key areas: space, data, Artificial Intelligence, autonomy, hypersonic systems, new missile technologies, quantum technologies, and biotechnologies. This has enabled allies to consider the implications of emerging technologies for deterrence and defense, capability development, legal and ethical norms, and arms control aspects.\(^\text{441}\) Since AI is one
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of the emerging disruptive technologies considered for the EDT road map, NATO has supported scientific cooperation between allies in this area. A significant role has been played by the NATO Science & Technology Organization (STO), which has carried out a series of projects on emerging technologies and recently published an assessment of the potential impact of emerging disruptive technologies on NATO military operations, defense capabilities, and political decisionmaking. Other NATO entities and agencies are involved in AI-related initiatives—for instance, the Allied Command Transformation organized a series of events to analyze the challenges and opportunities brought about by emerging technologies. Since 2010, a division within the NATO International Staff, the Emerging Security Challenges Division, focuses on nontraditional risks and challenges, including cyberdefense and hybrid threats.

The promotion of science and technology in NATO is a team effort driven by the voluntary collaboration of national experts from Allied and partner countries. One area where cooperation is ongoing is the development of a future concept that takes into account how disruptive technologies such as artificial intelligence, big data, and autonomy could fundamentally redefine surveillance and control in the future [helping to maintain a decision advantage after Airborne Warning and Control System’s (or AWACSs) retirement in 2035]. As part of its modernization efforts, NATO is also working to enhance its strategic communications, investing in advanced technology to counter disinformation and to optimize the effectiveness of NATO’s communications. As the Alliance continues adapting to a rapidly changing security environment, NATO Secretary General Jens Stoltenberg said he recently launched the NATO 2030 initiative “to reflect on where we see our Alliance 10 years from now, and how it will continue to keep us safe in a more uncertain world.” He appointed a group of 10 experts. NATO will engage with allies, public and private sector experts, and

442 The assessment is the result of the work of the NATO Science & Technology Organization with a collaborative network of more than 6000 experts and associated research facilities. For more information, see: NATO Science & Technology Organization, *Science and Technology Trends: 2020-2040* (2020).


young leaders to provide guidance on how to make sure the Alliance is ready to face future challenges.  

The E.U., NATO, and Cooperation on AI

Given their respective interest in AI applications and emerging technologies, cooperation between NATO and the E.U. has already begun. The two organizations agreed to strengthen their cooperation on common challenges at the Warsaw Summit in 2016 and have published periodic progress reports on the results of their strategic partnership ever since. The most recent report, published in June 2020, notes the ongoing cooperation between NATO, NATO Science and Technology Organization, the E.U., and the EDA, with staff-to-staff contacts and high-level meetings on their respective approaches to innovation and AI. NATO and the E.U. are also collaborating on cybersecurity and defense, on plans to counter hybrid threats, and in the area of strategic communications, with a focus on hostile information activities. With reference to information warfare, both organizations have promoted a series of initiatives aimed at countering disinformation and identifying reliable and unreliable news sources. Governments have also been engaged in similar activities and called for an active role of social media managers in flagging or blocking fake accounts that are used to disseminate untruthful information.

The importance of cooperation on AI at different levels is an overarching theme in the AI strategies previously examined. Accordingly, efforts to foster bilateral, regional,
and even global partnerships are underway. A series of elements may influence how this cooperation will develop. National priorities and domestic dynamics, including future elections, may contribute to shape the national and international debate around the advantages and disadvantages of technological advancement (and the best strategies to foster the former while avoiding the latter).

Conclusions

Global competition for data and leadership in AI is already contributing to shape a new security landscape, in which Europe is trying to find its place. European states are aware of the need to become more competitive in this sector, which is largely dominated by the United States and China. They have accordingly developed strategies to improve their prospects for innovation and take advantage of the potential opportunities accompanying technological advancements. Their AI plans reveal they are putting attention on common themes, such as the need to address the economic, ethical, and social questions AI raises, but also differing priorities, especially when it comes to AI military applications. Defense and security is one of the AI priority sectors identified in the French strategy, but military considerations are absent or given minor consideration in the official strategies of other countries. Indeed, it is possible that certain issues are discussed “behind the scenes” and open sources may offer an incomplete picture of what actions European countries have taken in the military sphere.

Nevertheless, considering the importance of perceptions, the lack of clear communications in this respect could have the effect of weakening Europe’s position vis-à-vis other nations that are investing more in the field—even more so if different AI priorities correspond, or are believed to correspond, to disparities in states’ capabilities. Technology gaps among allies and partner states would have to be addressed to reduce the risks emerging technologies entail and make sure that everyone can benefit from the improvements they can bring.

Strategic communications, with clear messaging and dialogue at different levels, are extremely important to mitigate some of the risks AI can entail. The many challenges presented by AI could then open the door to new opportunities for cooperation with the establishment of regulatory and transparency frameworks. Regulating the use of a widespread technology like AI through monitoring regimes and the adherence to common norms might prove difficult, but necessary nonetheless. Given the role of private companies in driving technological innovation, collaboration with the private sector and new investments in R&D are increasingly required to understand the implications and challenges of AI for digital, physical, and political
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security, and to ensure that states can plan accordingly. Some initiatives of this kind have already been launched and are part of ongoing efforts, but there is potential for states to do more, both at the national and at the regional level, and through existing and new public–private partnerships.

In this context, the European Union and NATO play an important role, for they can serve as fora for cooperation among states and promote common actions with regard to AI and its implications. Both are already doing so and cooperation between the two organizations is also ongoing. With the declared purpose to achieve technological sovereignty in critical areas, the E.U. has been particularly active on the economic and normative front, with investment plans to foster AI developments across Europe and with work on regulative frameworks to ensure data protection and control. NATO has started to work on the security implications of AI, which is among the technologies to be considered under the emerging disruptive technologies roadmap adopted by the Alliance’s defense ministers at the end of 2019. Both NATO and the E.U. have carried out activities to counter disinformation campaigns and to address the weaponization of social media. Still, the extent of what they can do is inevitably linked to the agendas of their member states.

The security dilemma heavily depends on what states see as a threat, regardless of the original intent of that technology. Altogether, AI is not inherently malicious, but it adds a new layer of uncertainty to the security dilemma that animated the political discourse during the Cold War years. The way states see and use AI will determine whether advancements in this field will create more or fewer risks for security and stability. International cooperation and effective communications could be key to avoiding unintended escalation and ensuring effective deterrence relationships. National perspectives and priorities are bound to shape the European and Euro-Atlantic debate on these matters and will determine Europe's path in the digital world.
A Practitioner’s Perspective: Modern Deterrence and the U.S.–U.K. Relationship

Peter Watkins454

Introduction
During the four years from the annexation of Crimea by Russia in March 2014, there was a quiet but significant evolution in British official thinking about deterrence. This paper situates the resulting concept of “modern deterrence” alongside the U.S.–U.K. nuclear relationship and bilateral deliberations on nuclear deterrence. From 2014–2018, I was the senior official in the U.K. Ministry of Defence (MOD) responsible for the U.S.–U.K. relationship. This is a strictly personal account, from a British perspective, of how the relationship evolved over those years—and how it may evolve into the future.

The Evolution of U.K. Deterrence Thinking
Even before the events of 2014, the U.K. defense policy community had started to refocus on deterrence, reflecting a growing sense that state-on-state confrontation was returning—although probably more likely to manifest itself in the Asia–Pacific region than in Europe. For the U.K., the lesson of Crimea and the Russian intervention in the Donbas was that such confrontation could take new forms (or, at least, old forms repackaged): disinformation, cyberattacks, and the use of proxies, for example. In the summer of 2014, there was concern that these methods could be replicated elsewhere in Europe, and it was not clear whether or how they could be deterred.

This led to a work stream, jointly led by the Foreign & Commonwealth Office (FCO) and the MOD, on what we called “modern deterrence”—this built on classical deterrence concepts, modified to address more amorphous threats. The first priority was to put deterrence back at the heart of British security and defense policy. This was done with the inclusion of a section on deterrence in the 2015 "Strategic Defence & Security Review" (SDSR), opening with the phrase: “Defence and protection start with deterrence.”455 Some of the main themes of modern deterrence were outlined in a keynote speech at the U.S. Strategic Command (STRATCOM) Deterrence Symposium in July 2016.456 These included improving our understanding of potential adversaries, maximizing the utility of the full range of nonmilitary and

---

454 Visiting Professor, King’s College London. Formerly, Director General Security Policy and then Director General Strategy & International in the U.K. Ministry of Defence (MOD) from April 2014 to November 2018. The views expressed here are personal and not necessarily representative of those of the MOD or other organizations to which the author is now affiliated.


military tools at our disposal, enhancing our resilience, and strengthening close
coordination with allies and partners.

Meanwhile, for the U.K. and other European countries, the threat of “hybrid” or
“gray zone” warfare felt increasingly real. Russia’s risk appetite appeared to be
growing with bolder cyberattacks and more disinformation campaigns, extending even
to interference in the U.S. presidential election in November 2016. The argument was
made by various commentators in London and elsewhere that Russia did not need
to try to coerce the West by threats of conventional or nuclear armed attacks when it
could destabilize our societies from within—and, in the event of a crisis, try to hold us
to ransom by other means, such as cyberattacks on critical national infrastructure.457

“Modern Deterrence” was the subject of a brief passage in the U.K. Government’s
National Security Capability Review published in late March 2018, just a few weeks
after the Salisbury incident.458 It confirmed that the U.K.’s independent nuclear
deterrent “will remain essential...to deter the most extreme threats to our national
security” while noting the need to be able to deter “less destructive” attacks.

The U.K.–U.S. Nuclear Relationship

The U.K.’s nuclear deterrent capability is underpinned by a close U.S.–U.K. nuclear
relationship, covering both policy and programs. My post—in NATO terms, the Defence
Policy Director—was at the heart of both dimensions. As well as being responsible for
strategic deterrence policy, from 2011–2017 the post became the U.K. Principal of the 1958 U.S.–U.K. Mutual Defense Agreement, which is the cornerstone of the
bilateral nuclear relationship, particularly with respect to warheads.

Much of the detail of U.S.–U.K. cooperation under the MDA is classified but, of
course, fully compliant with Article I of the Treaty on the Non-Proliferation of Nuclear
Weapons (NPT). This period saw some further convergence between the two national
programs. On the submarine side, both countries were (and continue to be) working on
a Common Missile Compartment for their future SSBNs. And in 2016 they launched
the Joint Technology Demonstrator (JTD) project on warhead safety, security, and
advanced manufacturing technologies. This JTD project was referenced in testimony to
Congress in 2017, and from 2017 in the U.K. MOD’s annual update to Parliament on
the Future Nuclear Deterrent.460

The policy dimension was a little more nuanced. The U.S. and the U.K. worked
very closely together with France before the 2016 Warsaw Summit. The communiqué

457 This argument was made in various fora rather than specific documents.
459 The U.K. Principal had previously been the MOD’s chief scientific adviser. In 2017, the role passed to the newly established DG
Nuclear role.
460 See Statement of Lt. Gen. Frank G. Klotz, U.S. Air Force (Ret), Administrator, National Nuclear Security Administration, to the
Sub-Committee on Strategic Forces, Senate Committee on Armed Services, 24th May 2017, page 3; and Ministry of Defence, The
United Kingdom’s Future Nuclear Deterrent: The Dreadnought Programme, 2017 Annual Update to Parliament (December 20, 2017),
p2.
from that summit contained a major restatement of the Alliance’s nuclear policy, including the first recognition in a public NATO document of the merit of “separate centers of decisionmaking” to complicate the calculations of potential adversaries—an argument that has been at the heart of U.K. nuclear doctrine for many years.\textsuperscript{461} Similarly, the U.S. and the U.K. worked closely together in NATO’s High Level Group on implementing Summit and Nuclear Planning Group decisions on the dual-capable aircraft (DCA) mission.

There was more variation elsewhere. First, as Brad Roberts has chronicled in his recent article in \textit{Survival}, in the summer of 2016, the Obama administration toyed with the idea of adopting a no-first-use (NFU) policy. This was opposed by the executive departments, citing not least the concerns of allies.\textsuperscript{462} U.K. nuclear doctrine does not include NFU. The most recent authoritative summary of U.K. nuclear doctrine remains the section on “The nuclear deterrent” in the 2015 SDSR, which restates the longstanding principle that “we will remain deliberately ambiguous about precisely when, how and at what scale we would contemplate their [nuclear weapons] use.”\textsuperscript{463} As Roberts’ article indicates, the NFU issue could yet return if the Biden administration is receptive to the advocacy of certain senior Democrats in Congress.

Secondly, the U.K.’s renewed interest in deterrence in the broad sense conveyed by “modern deterrence” did not gain very much traction with the Obama administration in its last two years—or by the incoming Trump team. Russian interference in the U.S. presidential election in 2016 became a prime exhibit in public comments by British ministers on Russia’s “sub-threshold” activities. The British tendency to situate nuclear deterrence on a broader spectrum of deterrence did not seem to be entirely shared by U.S. civilian officials—for whom nuclear deterrence remained front and center of deterrence thinking. This slight doctrinal divergence may seem too subtle to matter, but it is worth watching.

The Trump administration launched its \textit{Nuclear Posture Review} (NPR) in 2017.\textsuperscript{464} There was good consultation with allies, including the U.K., from the outset. The U.K. underlined the importance of maintaining a balance between deterrence and arms control, an established U.K. position reflected in the Government Motion in Parliament for the replacement of the U.K.’s strategic nuclear submarines in July 2016.\textsuperscript{465} On


\textsuperscript{465} U.K. House of Commons and House of Lords Parliamentary Debates 63 (Hansard), Column 559 (July 18, 2016). The motion both “supports the decision to maintain the current posture by replacing the current Vanguard Class submarines with four Successor submarines” and “recognises that the UK remains committed to reducing its overall nuclear weapons stockpile by the mid-2020s; and supports the Government’s commitment to continue to work towards a safer and more stable world, pressing for key steps towards multilateral disarmament.”
publication, the NPR attracted criticism on two main counts. First, the decision to supplement the U.S.’s extant nuclear program by modifying a number of existing submarine-launched ballistic missile (SLBM) warheads to provide a low-yield option and by acquiring a modern submarine-launched cruise missile (SLCM). Both systems have been criticized as components of a nuclear warfighting strategy.\(^{466}\) Second, the NPR’s explicit statement that “deterring nuclear attack is not the sole purpose of nuclear weapons” and that nuclear weapons could be employed to deter “significant non-nuclear attacks,” including “attacks on U.S., allied or partner civilian populations or infrastructure.”\(^{467}\) While cyberattacks were not cited specifically, they would naturally fall into this category.

Neither of these aspects of the NPR conflicted with U.K. nuclear doctrine as summarized in the 2015 SDSR. Although the U.K. has chosen to have a “minimum credible,” single-system strategic nuclear deterrent of its own, it has long believed that it may be necessary to have recourse to a range of systems to counter a potential adversary’s misperception that it could employ nonstrategic nuclear weapons to achieve tactical advantage in a conflict or even to terminate it on its own terms. Similarly, it has never adhered to the “sole purpose” argument.\(^{468}\) The British government was criticized in certain quarters for giving public support to the findings of the NPR in February 2018—but it was entirely consistent for it to do so because, in these respects, U.S. doctrine had moved closer to the U.K.’s.

The Future of the U.S.–U.K. Bilateral Relationship

At present, both at the programmatic and policy levels, U.S.–U.K. nuclear cooperation looks well-set—the U.K. Defence Secretary recently told Parliament that “we will continue to work closely with the US to ensure that our warhead remains compatible with the Trident Strategic Weapons System.”\(^{469}\) But this cooperation does not exist in a strategic vacuum. There is much debate about the current and future health of the transatlantic bond more broadly, both between the U.S. and the rest of NATO collectively, and between the U.S. and individual countries such as the U.K.

With respect to NATO, the sense of a barely contained and perhaps still looming crisis is largely based upon former President Trump’s past criticisms of the Alliance and its European members’ contributions to their own security. The counterargument is that deeds count more than words and the U.S.’s reinforced military presence in Europe in the last few years speaks for itself. But the drivers of a more limited U.S.

\(^{466}\) See Julian Borger, “US to loosen nuclear weapons constraints and develop more ’usable’ warheads,” The Guardian (January 9, 2018).


\(^{468}\) As is apparent from the language in the 2015 SDSR: “While there is currently no direct threat to the UK from states developing weapons of mass destruction, such as chemical and biological capabilities, we reserve the right to review this assurance [not to use nuclear weapons against a Non-Nuclear weapons state] if the future threat, development or proliferation of these weapons make it necessary,” U.K. Government, “Strategic Defence & Security Review,” p35.

engagement in European security in the future are as much structural as personal—the growing threat from China to U.S. interests in the Indo-Pacific and the changing demography of the U.S. itself.

On the bilateral side, the U.K. has left the European Union, one of the pillars of its foreign and economic policy for more than 40 years, and now wishes to have an ambitious Free Trade Agreement with the U.S. Yet, on many of the issues of the moment, the U.K. government has tended to be closer to its European partners than the U.S.—or to have followed its own middle way, as it did for a while with Huawei and 5G. There were public rumblings that the U.S. was reviewing aspects of the bilateral intelligence relationship in response to that. But little attention—positive or negative—seemed to be paid by the upper political levels of the Trump administration to the bilateral nuclear relationship.

Any fraying of the transatlantic relationship with NATO would have consequences for nuclear deterrence. Even if U.S. declaratory doctrine remained largely unchanged and the U.S. continued to furnish weapons for the DCA mission, the credibility of extended deterrence could be reduced—although not necessarily fatally. Much would depend on the perceptions—and risk appetite—of potential adversaries. In U.S.–U.K. terms, it is entirely conceivable that the U.S. would continue to provide bilateral support to the U.K. nuclear deterrent program—but, perhaps, seek a greater financial contribution. As matters stand, it seems unlikely that the U.K. would offer to provide some sort of extended nuclear deterrence to its European partners above and beyond the existing assignment of its SSBN force to NATO.

More specifically—even if hypothetically—what if we witness an accelerating transatlantic drift, with growing doubts about the strength of the transatlantic bond but no formal parting of the ways? What happens then to nuclear deterrence? Providing that national nuclear doctrines remain broadly compatible, it is quite conceivable that nuclear deterrence would endure much as now, but primarily on a national basis (with newly modernized U.S., French, and British nuclear forces). Whether they are seen as providing an implicit extended deterrence of other allies would depend on the interpretation—by allies and potential adversaries—of the three powers’ “vital interests,” to use the French terminology. The U.S. could survive without its European allies, although it would be a lonely superpower. It is less obvious that France or the U.K. could sustain their political, economic, or social models in circumstances in which NATO’s much-vaunted cohesion was eroding and individual allies could be picked off by Russian (or Chinese) pressure. In these circumstances, we could face a paradox: Nuclear forces would continue to deter the “most extreme threats,” but we would be more likely to fall prey to the “less destructive” ones.

**Conclusion**

From a nuclear as well as a broader deterrence perspective, an accelerating transatlantic drift is not in our interest. But hoping that things will somehow stay the same is not realistic. We need to recognize that the character of the transatlantic
relationship will inevitably change over the coming years—that the U.S. commitment will likely reduce in terms of stationed forces and be less automatic than European allies might wish. The credibility of NATO’s overall deterrence posture will therefore need to become less dependent on U.S. participation by design. This means that the European members will need to invest more in their own defense capabilities, about which they will be less than enthusiastic given the fiscal consequences of the coronavirus pandemic. Nuclear deterrence is a core component of our collective security, but it forms part of a broader deterrence spectrum. It is necessary, but not sufficient.
This concluding chapter addresses two main questions: (1) what is the current state of the transatlantic discourse on nuclear deterrence, and (2) where should that discourse go from here?

What is the Current State of the Transatlantic Discourse on Nuclear Deterrence?

The road to the workshop and the event itself revealed much about the state of transatlantic discourse on nuclear deterrence, the status of the European deterrence community, and pressing substantive issues.

The transatlantic discourse on nuclear deterrence needs to be revived and expanded

Government-to-government or Track 1 consultations on nuclear issues remain strong bilaterally and within NATO. It is the interaction between nongovernment specialists (Track 2) and between those specialists and government officials (Track 1.5) where the transatlantic deterrence community is underserved.

Essentially, there are two sustained Track 1.5 transatlantic deterrence platforms: (1) the U.S.–U.K.–French trilateral dialogue organized by the Center for Strategic and International Studies (CSIS), in partnership with the Royal United Services Institute (RUSI) and the Fondation pour la Recherche Stratégique (FRS); and (2) the Wilton Park deterrence and assurance summer conference, organized by Lawrence Livermore National Laboratory’s Center for Global Security Research (CGSR), the U.K. Atomic Weapons Establishment (AWE), Sandia National Laboratories (SNL), and the NATO Defense College (NDC). Track 1.5 interaction on deterrence issues outside of these venues is sporadic and nonrecurring. U.S. Track 1.5 dialogue with Europe beyond the U.K. and France is particularly underserved. In short, it appears that the transatlantic deterrence dialogue has atrophied to an even greater extent than the intra-European dialogue.

The European deterrence community would benefit from a shared sense of purpose in addressing contemporary deterrence challenges

The number of scholars and practitioners publishing on nuclear deterrence in Europe is very small. We succeeded in assembling some of the best of them in this volume. Pockets of expertise can be found at a handful of institutions across Europe.

470 The views expressed here are the author’s and do not necessarily reflect the official policy or position of Science Applications International Corporation, Lawrence Livermore National Laboratory, the Department of the Air Force, or the U.S. government.
but the bench, to use a sports euphemism, is not deep—often only one or two analysts per institute.

This community is not deeply ingrained; it functions mainly on the basis of personal relationships which, while not unusual, has its limitations (e.g., it often becomes self-selecting; less well-known analysts and perhaps those without a social media presence may be overlooked). On the continent, there are virtually no institutionalized convening mechanisms focused on nuclear deterrence. We uncovered no deterrence-focused research consortia between institutions within countries or across them. Because nuclear deterrence is politically unpopular outside of France, it lacks European champions and research funding. This is a posture that suits the Kremlin just fine.

Because what little deterrence work exists is often paired with arms control, most European security analysts are thus dual-hatted (at a minimum). One senses that this expertise is spread thin. This stems from the small pool of experts and the increasing number of arms control initiatives, not an overabundance of nuclear deterrence-focused events.

Our authors, such as Michael Rühle and Peter Watkins, have pointed out that the concept of deterrence is stretched in Europe to cover all manner of security challenges. The community seems to lack agreement on, or appreciation of, the applicability and limitations of deterrence. For its part, the U.S. deterrence community has been hard at work for well over a decade to make deterrence analysis more rigorous; the U.K. has been similarly engaged more recently. Evidence of such investment is lacking particularly among institutions within NATO states that operate dual-capable aircraft (DCA), that is, Germany, Italy, the Netherlands, and Belgium. Greater cooperation amongst European deterrence analysts would help link centers of expertise, promote a shared understanding of deterrence concepts, help draw in additional talent, and provide a stronger basis for transatlantic collaboration.

The deterrence agenda needs to be reclaimed and rebalanced

The current European deterrence agenda is largely reactive and shaped by nuclear abolitionists. Even the relationship between deterrence and the Treaty on the Non-Proliferation of Nuclear Weapons (NPT) is contested and needs to be rebalanced. A heavy risk inclination, if not alarmism, is being deeply engrained particularly by those European nongovernmental organizations intent on delegitimizing nuclear deterrence. By contrast, substantive work on nuclear deterrence under current conditions and nuclear modernization is in short supply. Application of the U.S. Strategic Command’s (USSTRATCOM) rigorous approach to contemporary deterrence analysis (e.g., the 2006 Strategic Deterrence Joint Operations Concept) is not evident in European

works, and in-depth analysis is rare. Greater convergence by the European deterrence community would enable it to shape the deterrence agenda proactively. Restoring the transatlantic deterrence dialogue would provide an analytical force multiplier.

*Europe remains wedded to the deterrence–disarmament balancing act*

The conjoining of deterrence and disarmament is a thread that runs through Pia Fuhrhop’s and Michal Onderco’s chapters on the German and Dutch nuclear debates, as well as Jessica Cox’s and Joseph Dobbs’ chapter on NATO, and Anna Péczeli’s chapter on a new dual-track approach. In his chapter, Łukasz Kulesa described the deterrence–disarmament nexus as, “[a] fragile, and frequently contested, balancing act between the seemingly incompatible concepts of nuclear deterrence and disarmament [that] has been practiced by NATO member states since the 1970s. It boils down to two elements: preserving the policy of nuclear deterrence and, simultaneously, support for reducing the number and salience of nuclear weapons.”


As our NATO chapter notes, the Harmel Report established defense and deterrence as NATO’s first function; its second, détente. In the author’s view, this indicates a prioritization that is not reflected in the European discourse. In practice, many NATO member states and analysts therein heavily favor the second function, détente and associated disarmament pursuits. Emmanuelle Maitre reminds us that France is an important exception in this regard. Nonetheless, we hear calls from European analysts to encourage the Russians to move their SSC-8 cruise missiles east of the Urals, as if the regime that violated a long-standing treaty to produce the missiles would not then ignore a new agreement and redeploy them closer to NATO whenever it saw fit. Such arms control proposals are divorced from strategic reality and deterrence calculations. For much of Europe then, the “balancing act” is at best, a misnomer. Disarmament studies are well-funded by European governments, foundations, and academia; deterrence studies are not.

The challenge confronting the transatlantic deterrence community is clear—to restore the Western “balancing act” by promoting greater investment of resources and intellect into deterrence analysis. As Michael Rühle observes, the West is suffering a broader crisis of confidence in resisting the efforts of Russia and China to dismantle the post-World War II order. It is hard to imagine restoring that confidence without a sound deterrence strategy, and it is hard to imagine developing that strategy without a vibrant transatlantic deterrence community.


The impact of emerging technology on deterrence is uncertain but of keen interest

As Laura Siddi points out in her chapter, the potentially disruptive impact of emerging technology is not unique to our time. Indeed, major power competition in military technology predates the Cold War by at least a millennium. The Sputnik-induced race in ballistic missile capabilities is well-known to Cold Warriors and persists into the present era of hypersonics and renewed major power competition. It is important to recall that both space and the electromagnetic spectrum were contested domains well before the current concerns about directed energy anti-satellite weapons and cyber intrusions. Likewise, concerns about false alarms have been taken seriously by the nuclear community from the early days of the Cold War. They are why, for example, the United States has long relied on the principle of “dual phenomenology”—radar and infrared sensors to confirm missile launches—and why it has always kept humans in the loop between nuclear attack detection and response.

That said, the rapid advances in artificial intelligence (AI), machine learning, and big data do raise important questions for nuclear deterrence. As Andrea and Mauro Gilli point out, much of the commentary to date on the subject forecasts risks for strategic stability. This is understandable given the potential consequences of acting on false or misleading information. But the Gillis rightfully point out that we are at a very early stage of incorporating AI, the extent of risk is not clear, and indeed emerging technologies could benefit strategic stability—a view shared by Laura Siddi, who writes “This does not necessarily mean that deterrence is a concept that belongs to the past. Nor should it be seen as a static concept, but rather something that can evolve with time to consider new variables.” It is precisely this type of critical thinking that the transatlantic deterrence community should encourage.

Moreover, as the Gillis observe, to the extent that AI becomes a facet of the nuclear deterrence mission, it will increase the importance of keeping a human in the loop to make critical contextual judgements. This, in turn, underscores that the generation of personnel who will perform the nuclear deterrence mission in a more pronounced AI environment, or will advise policymakers on it, should be grounded in such disciplines as information technology (to understand the strengths and weaknesses of AI), behavioral science (to understand decisionmaking dynamics, particularly under stress), and history and political science (to provide critical context and discern false alarms). Laura Siddi adds another important discipline, communications, “to signal resolve...through clear messaging to help avoid misinterpretations.” The transatlantic deterrence community should consider what roles it can play in supporting such education and mentoring.

Where Should the Transatlantic Deterrence Discourse Go from Here?

To enhance transatlantic discourse going forward, two main collaborative thrusts can be envisioned, one focused on community building and another on establishing and pursuing a research agenda. Suggestions along those lines are offered below.

Community building

To have greater impact on scholarship and public policy, a shared sense of purpose in the European deterrence community, as noted above, would be beneficial. It would also help to adopt a higher public profile, the better to be heard. Three activities in particular can facilitate this process:

(1) Promote and sustain deterrence education within Europe. Michael Rühle calls attention to this need. In light of the deterrence/arms control overlap (which is not unique to Europe), how does nuclear deterrence expertise get developed? It requires interest on the part of academia, as well as students, and it requires funding in terms of chairs on security studies. Generating both interest and funding is likely to be a country-specific challenge, exacerbated by the COVID-19 pandemic, but collaboration among European institutions potentially can yield brainstorming strategies, lessons learned, and partnerships to help raise the profile of deterrence studies within academia.

Mechanisms exist to generate and sustain student interest in nuclear matters, in the form of the CSIS-initiated Project on Nuclear Issues (PONI) which has migrated to the U.K. and France, and NATO’s Early Career Nuclear Strategy Workshop. In 2016, USSTRATCOM created the Deterrence and Assurance Academic Alliance (DAAA) to promote strategic studies at U.S. universities. Based on the USSTRATCOM model, the U.K. recently stood up its own DAAA. The model may have further applicability on the European continent. USSTRATCOM also has made extensive use of tabletop exercises (TTXs) to help generate student and faculty interest in deterrence. Such deterrence-specific TTXs would be a natural addition to help counterbalance Europe’s emphasis on arms control simulations, as Michael Rühle points out.

In recruiting students and teaching them about deterrence, it is also important to prepare them to engage in public debate. Members of the European deterrence community themselves lament that the small size of the community is compounded by its reluctance to engage in public discussion and debate. Yet ceding the public discourse to nuclear abolitionists confers upon them disproportionate influence and access by which to delegitimize deterrence. Public speaking and debate should figure prominently in deterrence education.

In terms of a curriculum attuned to the times, deterrence education must reflect realism—a balanced representation of what deterrence is and what it is not. As our contributors make clear, deterrence is not a panacea for all levels of threat. Its strongest effect is preventing major power conflict mainly by manipulating the risk of nuclear weapons use; it is ethically complicated. Deterrence should be applied in a disciplined and context-specific manner: deterring actor X from doing Y in scenario Z, using the full range of diplomatic, informational, military, and economic levers at
one’s disposal—what the U.S. refers to as the Diplomacy, Information, Military, and Economic (DIME) spectrum and what the U.K. sees as part of “modern deterrence.”

(2) Rebuild the transatlantic connection. As Michael Rühle notes, “Due to its large international role, its correspondingly large military, and its sizable and vibrant strategic community, the United States has been at the forefront of deterrence thinking since the advent of the nuclear age. Its unique role as the military protector of many countries in and beyond NATO has given U.S. thinking on deterrence and other security matters enormous weight.” Sadly, extended deterrence was not a priority of the Trump administration; indeed, that administration did much to stoke fears of abandonment within NATO circles. Nonetheless, the work of the U.S. strategic community goes on, and it behooves that community to reach out and engage its European counterparts on deterrence matters of mutual concern (see a proposed list below). This will entail listening and learning about each other’s deterrence perspectives and priorities. Reinvigorating and expanding transatlantic dialogue from both sides will help insulate the deterrence agenda from the ebb and flow of broader U.S.–Europe relations.

(3) Strive for diversity. As the chapters in this volume attest, there is a diverse array of backgrounds and viewpoints across the deterrence community. That diversity is encouraging. It is also necessary if we are to successfully bridge the generation gap between those who helped construct the deterrence edifice that saw us through the Cold War and those who are newer to the field but will shape it for years to come. Informal and formal mentoring has a role to play here, while recognizing, of course, that insight is a two-way street.

Establish and pursue a focused research agenda

In my view, the following six topics stand out from this volume and the workshop that inspired it as particularly salient. These topics should appeal to a broad range of interests within the security studies community; most, if not all, lend themselves to intra-European and transatlantic collaboration:

(1) Deterrence without arms control and disarmament. Ample intellectual energy is being applied in Europe to reinvigorating arms control and disarmament, particularly under the rubric of risk reduction. More analytical attention is needed to prepare publics and policymakers for a period in which deterrence must operate without progress in arms control, a potentially long flattening of the arc between nuclear deterrence and disarmament, to borrow from Łukasz Kulesa.

In this regard, the European deterrence community should provide fresh thinking on how to manage complex nuclear deterrence relationships in the absence of arms control treaties and confidence-building measures. Is arms racing inevitable? How might the major powers self-regulate their nuclear force levels? What insights from the pre-Strategic Arms Limitation Talks (SALT) era are applicable? What role can doctrine play in attenuating arms racing pressures? This seems a natural path by which
European experts could pivot from arms control to focus more on deterrence analysis and rebalance the nuclear debate.

As Anna Péczeli observed, “the strengthening of the deterrence track will require measurable successes in arms control.” What if those successes are not forthcoming? How can we ensure that discontent over lack of disarmament progress does not also undermine European public support for deterrence? In this regard, the abolitionist movement has succeeded in exaggerating the risks of inadvertent nuclear use. Such risk is neither zero nor imminent and cataclysmic, and it will take credible, authoritative analysis to demonstrate this. It behooves the European deterrence community to underscore plainly that the real risk of nuclear use is higher in a world in which disarmament has stagnated and deterrence has become delegitimized. The issue of nuclear risk naturally lends itself to collaboration with the U.S., U.K., and French nuclear communities.

(2) NATO’s deterrence posture: fit for purpose? As Jessica Cox and Joseph Dobbs observe, NATO has declared it is taking steps to “maintain effective deterrence” after the collapse of the Intermediate-Range Nuclear Forces Treaty. What do U.S. and European deterrence analysts make of them? Is there sufficient understanding of what those steps are? More importantly, how effective do we think the measures will be in deterring Russia in a future crisis or conflict? These questions readily lend themselves to intra-European and transatlantic collaboration.

(3) Conventional–nuclear alignment. As Michael Rühle notes, “While Russia is said to have an integrated approach towards conventional and nuclear weapons, NATO’s overall defense posture lacks any integration of the nuclear mission into its overall defense posture, which some see as a serious liability.” The 2018 Nuclear Posture Review makes clear that the integration of nuclear and nonnuclear planning is now a U.S. priority. What about NATO? What are its abilities to continue to function in the event of limited nuclear use? Are we facing another yawning gap between U.S. and European military capabilities? What are the political implications? This issue is an excellent opportunity to expand and enrich the European deterrence community by bringing into it conventional military experts and perspectives.

(4) Adversary profiling. The centrality of understanding adversary interests and intent is a theme raised in the inaugural workshop by multiple participants, as well as in the chapter by Michael Rühle. Russia tops the list for European analysts, but China, North Korea, and Iran can likewise invoke European security interests to varying degrees. How can we ensure that Western defense planning and policymaking benefit from the best insights we can muster on the adversary’s deterrence calculus? What are the opportunities for transatlantic and intra-European collaboration?

(5) More self-reliant European deterrence. The debate over a European nuclear deterrent kicked off by German parliamentarian Roderich Kieswetter in 2016 and

sustained recently by French President Macron’s offer of a European strategic dialogue has yet to play out. Views as to the feasibility and desirability of a “Eurodeterrent” vary by country and institution in Europe. In contrast, not much attention has been devoted to the matter by the U.S. expert community. Because the issue is symptomatic of turbulence in the transatlantic relationship, it should be addressed by deterrence communities on both sides of the Atlantic. One can imagine here a joint U.S.–European assessment that entails historical perspectives as well as fresh thinking from seasoned experts and relative newcomers to the field. In the end, transatlantic consideration of a Eurodeterrent may well renew appreciation for U.S.-extended deterrence in Washington, as well as in European capitals.

(6) Deterrence polling. Throughout Europe, public opinion polling seems to be the preserve of deterrence skeptics and nuclear abolitionists. Polls commissioned by the International Campaign to Abolish Nuclear Weapons (ICAN) and similar groups suffer from bias yet dominate the public discourse. The result is likely exaggerated opposition to nuclear deterrence and support for the nuclear weapons ban treaty. As Michal Onderco points out, there is a clear need for credible and consistent polling on attitudes toward nuclear deterrence in Europe. This should be a priority undertaking of the European strategic studies community.

In sum, there exists renewed interest in nuclear deterrence within European circles, a desire to reinvigorate the transatlantic dialogue on the subject, and no shortage of pressing items on the research agenda. The transatlantic community should build on these efforts through continued engagement, enhanced collaboration, and additional publication efforts.
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The Euro-Atlantic security environment is changing rapidly, with Russia, China, and North Korea expanding their nuclear arsenals and the increasing threat from new missiles and other potentially disruptive technologies. NATO allies must continue to adapt to maintain credible nuclear deterrence in the face of these challenges. The new thinking from a new generation of scholars and practitioners in Europe and North America brought together in this volume makes a timely and important contribution to that endeavour.
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